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About This Book

This book tells you how to use MAINVIEW® Alarm Manager. MAINVIEW
Alarm Manager works in conjunction with other MAINVIEW products.

Who Should Read This Book

This book isfor data center operators, managers, and system programmers
who monitor system performance and need to know when jobs, workloads,
devices, or resources exceed certain levels.

This book assumes that you have a basic understanding of MV S and system
performance.
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How This Book Is Organized

This book is organized as follows. In addition, a glossary of terms and an
index appear at the end of the book.

Chapter/Appendix

Description

Chapter 1, “Introducing MAINVIEW Alarm
Manager”

provides an overview of MAINVIEW Alarm Manager

Chapter 2, “Starting MAINVIEW Alarm
Manager”

explains how to access MAINVIEW Alarm Manager from your
MAINVIEW session

Chapter 3, “Setting Up an Alarm Definition
Quickly”

provides a quick procedure for setting up, installing, and
troubleshooting a MAINVIEW Alarm Manager alarm definition

Chapter 4, “Displaying Alerts”

explains how to display MAINVIEW product alerts by using the
Alert Management component of MAINVIEW Alarm Manager

Chapter 5, “Understanding Alarm Groups
and Definitions”

provides detailed information on alarm groups and alarm
definitions

Chapter 6, “Working with Alarm Groups and
Definitions”

explains some of the basic procedures for working with alarm
groups and alarm definitions

Appendix A, “Controlling the MAINVIEW
Alarm Manager PAS”

explains how the MODIFY command can be used to control
the MAINVIEW Alarm Manager PAS

Related Documentation

MAINVIEW Alarm Manager works in conjunction with your other
MAINVIEW products. You will need to understand how to use the
MAINVIEW window interface to access and work with MAINVIEW Alarm
Manager. If you have never used aMAINVIEW product, BMC Software
strongly recommends that you read Using MAINVIEW and work through the
exercisesin your product’s Getting Sarted book to become familiar with the
MAINVIEW window interface.

BMC Software, Inc., Confidential and Proprietary Information
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MAINVIEW Library

The MAINVIEW product family includes the following products:

CMF® MONITOR

MAINVIEW AutoOPERATOR™

MAINVIEW Explorer

MAINVIEW FOCAL POINT

MAINVIEW for CICS

MAINVIEW for DB2®

MAINVIEW for DBCTL

MAINVIEW for IMS Offline

MAINVIEW for IMS Online

MAINVIEW for IP

MAINVIEW for Linux — Servers

MAINVIEW for OS390

MAINVIEW for UNIX System Services (USS)
MAINVIEW for VTAM

MAINVIEW for WebSphere Application Server
MAINVIEW for WebSphere MQ (formerly MAINVIEW for MQSeries)
MAINVIEW Storage Resource Manager (SRM)
MAINVIEW SY SPROG Services

MAINVIEW VistaPoint™

Each of these products provides a product-specific library that typically
includes getting started, customization, user, and reference books.

In addition to product-specific books, there are several books and quick
references that provide genera information common to all or many
MAINVIEW products. Those books are listed and described in the following
table.

BMC Software, Inc., Confidential and Proprietary Information
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0S/390 and z/OS Installer Guide

provides information about the
installation of BMC Software products
on OS/390 and z/OS systems

MAINVIEW Installation Requirements
Guide

provides information about installation
requirements, such as software
requirements, storage requirements,
and system requirements

MAINVIEW Common Customization
Guide

provides instructions for manually
customizing the MAINVIEW
environment for your products

MAINVIEW Alarm Manager User Guide

explains how to create and install alarm
definitions that indicate when exceptions
occur in a sysplex

MAINVIEW Alternate Access
Implementation and User Guide

explains how to configure, start, and
stop VTAM and EXCP AutolLogon
sessions to access MAINVIEW products
without an active TSO subsystem.

Implementing Security for MAINVIEW
Products

explains basic MAINVIEW security,
enhanced security, and MAINVIEW
Alternate Access security

MAINVIEW Administration Guide

provides information about MAINVIEW
operations, targets, single-system
image contexts, MAINVIEW Alarm
Manager, data sets, view customization,
and diagnostic facilities

MAINVIEW Quick Reference

introduces the MAINVIEW family of
products and lists the commands used
to manage the MAINVIEW windows
environment

Using MAINVIEW

provides information about working with
MAINVIEW products in windows mode
and full-screen mode

Note: MAINVIEW messages are documented in the Messages and Codes
online service, which you can access by typing MSG on the
COMMAND line of any MAINVIEW screen.

The following figure shows the documentation for MAINVIEW products and

itsintended use.
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Installer: Installation/Implementation/Customization Tasks

Installer
Documentation

MAINVIEW

Maintain MAINVIEW Administration Guide

Environment

MAINVIEW Quick
Reference

Using MAINVIEW
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Online and Printed Books

The books that accompany BM C Software products are available in online
format and printed format. If you are a Windows or Unix user, you can view
online books with Acrobat Reader from Adobe Systems. The reader is
provided at no cost, as explained in “To Access Online Books.” You can also
obtain additional printed books from BMC Software, as explained in “ To
Request Additional Printed Books.”

To Access Online Books

Online books are formatted as Portable Document Format (PDF) files. You
can view them, print them, or copy them to your computer by using Acrobat
Reader 3.0 or later.You can access online books from the documentation
compact disc (CD) that accompanies your product or from the World Wide
Web.

In some cases, installation of Acrobat Reader and downloading the online
booksis an optional part of the product-installation process. For information
about downloading the free reader from the Web, go to the Adobe Systems
site at http://www.adobe.com.

To view any online book that BMC Software offers, visit the Customer
Support page on the BMC Software Web site at
http://iwww.bmc.com/support.html. Select a product to access the related
documentation.

To Request Additional Printed Books

BMC Software provides printed books with your product order. To request
additional books, go to http://www.bmc.com/support.html.

Online Help

MAINVIEW products include extensive online Help. You can access Help
by pressing F1 from any product view or | SPF pandl.
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Release Notes and Other Notices

Printed rel ease notes accompany each BMC Software product. Release notes
provide current information such as

e updatesto the ingtallation instructions
e last-minute product information

In addition, BMC Software sometimes provides updated product information
between releases (in the form of aflash or atechnical bulletin, for example).

The latest versions of the release notes and other notices are available on the
Web at http://www.bmc.com/support.html.

Conventions

This book uses the following general conventions:

Text Style Use

Plain running text

Bold features that you interact with, such as panel names,
field names, or values

Monospaced computer output

Monospaced Italic variable computer output

Monospaced Bold values that must be supplied (input)

Monospaced Bold Italic | variable values that must be supplied (input)

This book uses the following types of special text:
Note: Notes contain important information that you should consider.

Warning! Warnings alert you to situations that could cause problems, such
asloss of data, if you do not follow instructions carefully.

Tip:  Tips contain useful information that may improve product
performance or that may make procedures easier to follow.

BMC Software, Inc., Confidential and Proprietary Information
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Chapter 1 Introducing MAINVIEW
Alarm Manager

This chapter introduces you to the major components and features of
MAINVIEW Alarm Manager.

The following topics are covered in this chapter:

e overview of MAINVIEW Alarm Manager
» features and benefits

e terminology

e aarm groups and definitions

e security

Note: If you did not use AutoCustomization when you installed
MAINVIEW Alarm Manager, you must perform the manual

customization steps described in the MAINVIEW Common
Customization Guide before you can use the product.

Overview

MAINVIEW Alarm Manager consists of two components:

e Alarm Administration
This component enables other MAINVIEW products to define and
generate messages that can be displayed in the Alert Management
component. Alarm Administration is used to set alarm thresholds and
generate messages, or alerts, when those threshold conditions are met.

The service point attach name that is shown in the window information
linefor Alarm Administration is MVALARM.

BMC Software, Inc., Confidential and Proprietary Information
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Overview

e Alert Management

This component is used to display and manage all MAINVIEW alerts,
regardless of their source. Alert Management can display alerts generated

by

— the Alarm Administration component

— MAINVIEW AutoOPERATOR

— MAINVIEW Storage Resource Manager (SRM)
— MAINVIEW SY SPROG Services

The service point attach name that is shown in the window information
linefor Alert Management is MVALERT.

MAINVIEW Alarm Manager is capable of monitoring multiple systems
simultaneously. You can display asingle view that shows alerts for all
MAINVIEW performance monitors within your MV S enterprise.

Any data element on any MAINVIEW product can be used to generate
alarms that

e create MV S console or subsystem messages

» display messages that include hyperlinks back to the MAINVIEW
product that produced the alert

e trigger an automated alert or action from MAINVIEW AutoOPERATOR
for quick problem resolution

MAINVIEW Alarm Manager generates alarms when thresholds from
specific MAINVIEW product views are exceeded. Alarms can be based on
summarized data from multiple systems and subsystems by using the
MAINVIEW single system image (SSI) capahilities.

Using MAINVIEW Alarm Manager, you can create and modify alarm
definitions that display meaningful messages for your site's specific
reguirements. Alarms can be set for any or all of five severity levels, ranging
from informational to critical.

The products that work with MAINVIEW Alarm Manager are

+ CMFMONITOR

e  MAINVIEW Explorer

«  MAINVIEW for CICS

« MAINVIEW for DB2

« MAINVIEW for DBCTL

«  MAINVIEW for IMS Online
«  MAINVIEW for IP

BMC Software, Inc., Confidential and Proprietary Information
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Overview

* MAINVIEW for Linux — Servers

*  MAINVIEW for 05390

«  MAINVIEW for UNIX System Services

e  MAINVIEW for VTAM

«  MAINVIEW for WebSphere Application Server
*  MAINVIEW for WebSphere MQ

e  MAINVIEW Storage Resource Manager (SRM)
* MAINVIEW VistaPoint

BMC Software recommends that you run one MAINVIEW Alarm Manager
product address space (PAS) for each MV S image in the sysplex. When
exceptions are detected in an MV'S, BBI-SS, or product-specific PASon a
specific MV S image, the local MAINVIEW Alarm Manager generates the
alarm message on that image and automatically routes it to the local
MAINVIEW AutoOPERATOR system.

Figure 1-1 is an example of how MAINVIEW Alarm Manager works with
some of the MAINVIEW products.

Figure 1-1 Alarm Management Structure

MAINVIEW Performance Monitors

MVMVS MVDB2 MVDBC MVCICS MVIMS MVALARM

Alarm Definitions
MVWP MVMQS MVUSS >
! \
( ALARMS )<—<Exception Conditions>

Console
Messages AO Alerts

Automated or Operator Actions

MVALARM
Messages
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Features and Benefits

Features and Benefits

MAINVIEW Alarm Manager provides the following features and benefits:

Alarm conditions are monitored based on default thresholds or thresholds
set up by the user.

Thresholds determine whether an alarm is recorded and displayed as
critical, major, minor, or awarning or informational message.

Messages are color-coded to indicate alert severity.

A set of views is available to display aerts according to severity and
chronol ogy.

Hyperlinking on an alert message displays the view where the exception
occurred.

Alarm definitions can be customized to display messages meaningful to
your specific site.

Time and days for monitoring can be specified in each alarm definition,
as well as monitoring frequency.

User-created help panels can provide specific instructions when a certain
alarm occurs.

Alarms can be forwarded to MAINVIEW AutoOPERATOR for
automatic actions.

BMC Software, Inc., Confidential and Proprietary Information
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Terminology

Terminology

The following words have special meaning within MAINVIEW Alarm
Manager:

Alarm Definition A set of parameters based on elements in a MAINVIEW
product view. An alarm definition identifies

« the product and the specific data elements
« thresholds against which the data is compared

* messages and actions to be issued when an alarm is
triggered

Alarm Group A collection of alarm definitions stored in a single PDS
member (BBHTMNxx, where xx is the group ID). Group ID
00 is distributed with MAINVIEW Alarm Manager; all other
distributed groups are packaged with individual MAINVIEW
products.

Alarm Message A message generated by the Alarm Administration
component when an alarm definition is processed and a
threshold condition has been met. The message is primarily
used for diagnostic purposes.

Alert A collection of attributes, including alert text, EXEC
command text and parameters, escalation directions and
intervals, and an alarm indicator (such as a terminal bell).
Alerts can be generated by the Alarm Administration
component or by other MAINVEW products. All MAINVIEW
alerts are displayed by the Alert Management component.

Runtime The environment where alarm definitions are processed.
Environment The runtime environment produces alarm start and end
messages based on an evaluation of data elements
collected from MAINVIEW products.

Runtime Status The status of an alarm definition or group as it exists in the
runtime environment.

Library Status A status stored in the PDS library. There are two status
types:

 Definition is the status of a single alarm definition.
» Group is the status of an alarm group.

Admin Status A status that indicates whether the most recent copy of an
alarm definition or group is in the runtime environment.

Install The process of introducing an alarm definition or group into
the runtime environment.

Save The process of copying an alarm group into the PDS library.

Start Message A message that is issued by the Alarm Administration

component when an alarm is triggered.

End Message A message that is issued by the Alarm Administration
component when the condition that originally triggered an
alarm no longer exists.

BMC Software, Inc., Confidential and Proprietary Information
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Alarm Groups and Definitions

Alarm Groups and Definitions

Alarm Groups

MAINVIEW Alarm Manager alarms are triggered by thresholds associated
with one or more data elements. Data elements are the data components of a
data collector record, displayed asfieldsin aview. Alarm definitions are
organized into groups.

MAINVIEW Alarm Manager includes a default group and groups containing
several product-specific alarm definitions. Alarm groups are located in
hilevel. UBBPARM (BBHTMNXxX), where xx corresponds to the two-character
group ID. Every group must have atwo-character ID, consisting of any
alphanumeric characters. Table 1-1 shows the naming convention used for
the suffix of distributed product-specific alarm groups, where x is
aphanumeric:

Table 1-1 Default Product Group Suffixes
Product Suffix
MAINVIEW for CICS Cx
MAINVIEW for DB2 Dx
MAINVIEW for IMS Online and MAINVIEW for DBCTL IX
MAINVIEW for IP Px
MAINVIEW for Linux — Servers Lx
MAINVIEW for OS/390 ZX
MAINVIEW for UNIX System Services Ux
MAINVIEW for VTAM Tx
MAINVIEW for WebSphere Application Server Wx
MAINVIEW for WebSphere MQ and MAINVIEW for Qx
WebSphere MQ Integrator
MAINVIEW VistaPoint VX

The MAINVIEW Alarm Manager default group is shown in Table 1-2.

Table 1-2 MAINVIEW Alarm Manager Default Group Suffix

Contains Alarm
Group ID Works with Definition

00 All Products TGTCHK

BMC Software, Inc., Confidential and Proprietary Information
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Alarm Groups and Definitions

You can use the groups that are provided with your product and add to or
modify the alarm definitions in those groups. Group attributes can also be
modified, and groups can be copied, renamed, created, or deleted.

However, you might choose to create new groups that contain alarm
definitions that monitor specific system resources or actions, such as CPU
usage, devices, or storage. There is no limit to the number of groups or
definitions that can be created, but each group and definition requires storage
space.

For detailed information about alarm groups, see “Understanding Alarm
Groups’ on page 5-1.

Alarm Definitions

Alarm definitions consist of

e threshold and filter criteria

e view, product, and contexts for which the criteria are established

e message |Ds and message text

e monitoring frequency and time periods

« hyperlinksto views, extended help, and data passed to MAINVIEW
AutoOPERATOR

Threshold conditions can be derived from the threshol ds defined in your
MAINVIEW product. Threshold values are defined as one of five priority
levels:

¢ informational

e warning
* minor

e major

e criticd

Alarm definitions are always contained in an alarm group and stored in a
parameter library member that is read by MAINVIEW Alarm Manager at
PAS initialization and whenever administrative functions are performed.

For detailed information about alarm definitions, see “Understanding Alarm
Definitions’” on page 5-3.

BMC Software, Inc., Confidential and Proprietary Information
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Security with MAINVIEW Alarm Manager

Exception Reporting

Exceptions can be reported in the following ways.
e asalist of exception messages displayed in Alert Management

e aswrite-to-operator (WTO) messages on the MV S image where
MAINVIEW Alarm Manager is running (this option must be enabled)

e passed to the MAINVIEW AutoOPERATOR Rules Processor interface
directly, if MAINVIEW AutoOPERATOR is running on the same MVS
image as MAINVIEW Alarm Manager

e asalist of alarm messages displayed in the Current Alarms view
(ALARM), for diagnostic purposes

MAINVIEW Alarm Manager also issues End messages when alarm
conditions are resolved. End messages can also be reported in any of the
preceding destinations.

Security with MAINVIEW Alarm Manager

MAINVIEW Alarm Manager requires security authorization to
« display MAINVIEW product aerts

e process alarm definitions that launch MAINVIEW AutoOPERATOR
EXECs

This authorization should have been granted when MAINVIEW Alarm
Manager was set up to run at your site. For information about the required
security updates, see the discussion of MAINVIEW Alarm Manager security
in the MAINVIEW Common Customization Guide.

In addition, you can use the MAINVIEW security interface to control access
to MAINVIEW Alarm Manager resources by means of your external security
manager (ESM). By default, security is enabled for all MAINVIEW Alarm
Manager views. You can enable or disable security for MAINVIEW Alarm
Manager actions either collectively or individually. Refer to Implementing
Security for MAINVIEW Products for instructions on how to authorize users
for MAINVIEW Alarm Manager.
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Chapter 2  Starting MAINVIEW Alarm
Manager

The procedures for starting aMAINVIEW Alarm Manager user session
might vary. Most sites choose to use the MAINVIEW CLIST, created during
AutoCustomization or manual customization, to access the MAINVIEW
Selection Menu from any |SPF command field. Others sites prefer to add an
option to an | SPF menu to invoke the MAINVIEW CLIST.

This chapter contains the following topics:

e product requirements
e address space requirements
e entering and exiting MAINVIEW Alarm Manager

Product Requirements

MAINVIEW Alarm Manager is dways used in conjunction with another
MAINVIEW product. You must have one or more of the following products
connected to a CAS within the same plex as MAINVIEW Alarm Manager:

« CMFMONITOR

«  MAINVIEW Explorer

«  MAINVIEW for CICS

« MAINVIEW for DB2

« MAINVIEW for DBCTL

«  MAINVIEW for IMS Online

«  MAINVIEW for IP

«  MAINVIEW for Linux — Servers
*  MAINVIEW for OS/390

<  MAINVIEW for UNIX System Services
«  MAINVIEW for VTAM
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Address Space Requirements

«  MAINVIEW for WebSphere Application Server
*  MAINVIEW for WebSphere MQ

«  MAINVIEW Storage Resource Manager (SRM)
«  MAINVIEW VistaPoint

Address Space Requirements

MAINVIEW Alarm Manager requires its own address space in addition to
those address spaces required by specific MAINVIEW products. The
following address spaces should be running on your system:

e the MAINVIEW Alarm Manager product address space (PAS)

The PAS implements the views that are displayed by MAINVIEW
Alarm Manager and its runtime environment.

e oneor more of the following product address spaces.

— the MV S PAS, which supports CMF MONITOR, MAINVIEW for
0S/390, MAINVIEW for UNIX System Services, and MAINVIEW
VistaPoint

— the BBI-SS PAS, which supports MAINVIEW for CICS,
MAINVIEW for DB2, MAINVIEW for DBCTL, MAINVIEW for
IMS Online, MAINVIEW for WebSphere MQ, and MAINVIEW
VistaPoint
— product-specific PASs that support MAINVIEW for IP, MAINVIEW
for Linux — Servers, MAINVIEW for VTAM, MAINVIEW for
WebSphere Application Server, and MAINVIEW SRM
» the coordinating address space (CAS)
The CAS supports cross-system communication functions.
« the user address space (UAS)

The UASisrequired to support aterminal session for each user.

Because MAINVIEW Alarm Manager relies on both the CAS and the PAS, if
either address space is not initialized, you cannot access MAINVIEW Alarm
Manager.

Refer to Using MAINVIEW for more information about MAINVIEW address
spaces.
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Using MAINVIEW Alarm Manager

Using MAINVIEW Alarm Manager

Before you begin, check with your product administrator to make sure that
the CAS, the MAINVIEW Alarm Manager PAS, and at |east one other PAS
(such asthe MV S PAS) are up and running.

Entering MAINVIEW Alarm Manager

There are two ways to access MAINVIEW Alarm Manager views:
« fromthe Alerts and Alarms option on the MAINVIEW Selection Menu

e by using the SETALARM command in any product view (refer to
Chapter 3, “ Setting Up an Alarm Definition Quickly”)

This section tells you how to access MAINVIEW Alarm Manager from the
MAINVIEW Selection Menu.

Step 1  Display the MAINVIEW Selection Menu, as shown in Figure 2-1.

Figure 2-1 MAINVIEW Selection Menu

------------------------- MAI NVI EW Sel ection Menu --------------------------

0 Paraneters and Options USERID -- tsoid

E Aerts and Al arns MODE -- ISPF 4.8
P PLEX Managenent (PLEXMGR)

U UWilities, Tools, and Messages

Sol utions for:

Aut omat ed Operati ons

Cl Cs

DB2

I M

Li nux

Net wor k Managenent

St orage Managenent

Appl i cati on Managenent and Performance Tuni ng
WebSphere and MXeri es
0s/ 390, z/0S, and USS

Ns—wnzr 00>

Enter X to Term nate

Copyright BMC Software, Inc. 2002

If you want to set some session parameters before accessing MAINVIEW
Alarm Manager (such as PF keys), select option 0, Parameters and Options.
Issue the Help command and use online help if you need assistance.
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Using MAINVIEW Alarm Manager

Step 2 Sedect option E, Alerts and Alarms, from the MAINVIEW Selection Menu
and press Enter.
The Alerts and Alarms menu is displayed, as shown in Figure 2-2.
Figure 2-2 Alerts and Alarms Menu
---------------------------- Alerts and Alarms -----------------------------
OPTION ===> DATE - i dd/ yy
TI ME - hh: mm
1 ALERTS Al ert Managenent USERID -- tsoid
2 ALARMS Al 'arm Admi ni stration MODE -- ISPF 4.8
M MESSAGES Di spl ay Messages and Codes
Step 3 Seect option 2, ALARMS, and press Enter.

Depending on how you specified the session parameters (using option 0 on
the MAINVIEW Selection Menu), MAINVIEW displays either the
EZALARM menu, as shown in Figure 2-4 on page 2-5, or the |SPF Session
Control Parameters panel, as shown in Figure 2-3.

Figure 2-3 Session Control Parameters Panel

Subsystem | D ===> BBCS (Coordi nati ng Address Space subsystem | D)

XDM node ===> NO (Execute session in diagnostic npde, Yes/No)

Press ENTER to confirm use of session paranmeters entered above.

Step 4

If your subsystem ID is correctly specified in the Subsystem ID field, press
Enter. (You might have to contact your product administrator to verify that
the ID iscorrect.)

After you press Enter on the Session Control Parameters panel, you see the
message Connect i ng. . . atthetop right corner of your screen. When you
are connected, the EZALARM menu appears, as shown in Figure 2-4 on

page 2-5.
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Using MAINVIEW Alarm Manager

Using the EZALARM Menu

The EZALARM menu, as shown in Figure 2-4, is the starting point for using
MAINVIEW Alarm Manager. From EZALARM, you can hyperlink to
MAINVIEW Alarm Manager views directly.

Figure 2-4 EZALARM Menu
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COMWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =EZALARME=======DXTSTH===* ====- - ==ddmmyyyy===hh: nm ss====MWALARM==D===1
Al arm Admi ni stration
Set Up/ Modify Al arns Advanced Options
L +
. List Alarm G oups | Pl ace cursor on | . Add Alarm Definition
. List Alarm Definitions | nmenu item and | . Edit Alarm Definition
. Al AlarmDefinitions | press ENTER | . View Alarm Definition
Uy +
Alerts Al ar m Di agnosti cs
. Alert Managenent . Current Alarns
. Alarm History
. Al arm Summrary

From EZALARM, you can perform administrative tasks, such as

«  setting up or modifying alarm definitions that are meaningful to your site

e creating groups to organize alarm definitions by the type of system
resource that is being monitored (such as CPU utilization, devices,

storage, page data sets, and so forth)

« transferring to Alert Management to review current messages issued by
MAINVIEW Alarm Manager

Exiting MAINVIEW Alarm Manager

To exit, type QUIT on the COMMAND line of any MAINVIEW Alarm
Manager screen and press Enter. The Alerts and Alarms Menu is displayed.
To return to the MAINVIEW Selection Menu, press the End key.
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Chapter 3  Setting Up an Alarm
Definition Quickly

This chapter provides a quick procedure for setting up an alarm definition
from aMAINVIEW product view. MAINVIEW Alarm Manager provides
defaults for all required values, enabling you to set up and install an alarm
definition quickly.

The following topics are addressed in this chapter:

using the SETALARM command
exploring the alarm definition
troubleshooting alarm definitions
frequently asked questions

Note: The alarm messages generated by an alarm definition are one type of
aert that can be displayed by the Alert Management component. For
information about displaying aerts, see Chapter 4, “Displaying
Alerts”
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Using the SETALARM Command

Using the SETALARM Command

This section shows you how to add and install a simple alarm definition by
using the SETALARM command.

Note: For additional information while you are using SETALARM, type
HELP SETALARM on the COMMAND line.

Stepl1  FromaMAINVIEW product that is running in windows mode, display a

view that has thresholds set for one or more fields.

Step 2 From the selected view, type SETALARM 00 on the COMMAND line, but

do not press Enter yet.

In this example, the default alarm group, Group 00, isused. You can
substitute any alarm group ID as long as that group is defined. The
SETALARM command must be followed by avalid alarm group ID.

Step 3 Place the cursor on any field with a defined threshold and press Enter.

MAINVIEW Alarm Manager automatically opens a second window at the
cursor position and displays the ALMADDOL view, as shown in Figure 3-1.
The ALMADDOL1 view is now the current window.

Figure 3-1 Alarm Definition Generated by SETALARM
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)-----------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 2 ALT WN ===>
W -JCPUR--------- DXTSTH- - -*------- ddmmyyyy- - hh: nm ss---- WWS--D-----153
C Jobname T Srvd ass % CPU Utilization Cur CPU 9%CB %BRB %Dy
e R 0...... 10...... 20 Pty Secs Tinme Tinme CPU
DC$BBI S STCNRM  10. 16 ********x* 241 6 97.8 2.2 53.3
XTSTHPAS S STCPAS 3.83 *** 255 2 98.8 1.2
W2 =ALMADDO1=======DXTSTH===* =======( NEWMONOO/ 00 A MOD) ====MWALARM==D====1
-ldentification- -Definitions-
Al arm Def Nanme.. NEWWVONOO Conditions... Defined
Goup ID........ 00 Thr eshol ds. 1
Description..... MMWS JCPUR exceptions on DXTSTH Filters...... Defi ned
Runtine Status.. Not Found Filters.... 3
Admin Status.... Notlnstall Where Text. Not Defi ned
Li brary Status.. Enabl ed Expr essi ons.. Defined
Messages. . ... Def aul t
Actions...... Def aul t
----- Source----- Frequency.... Default
Product......... MWMWS
Context......... DXTSTH -Last Update-
View ........... JCPUR Date......... ddnmmyyyy
Scope........... * Time......... hh: mm ss
Userld....... BMWWRW2
System...... DXTSTH
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Exploring the Alarm Definition

Figure 3-1 on page 3-2 shows an example for the JCPUR view in
MAINVIEW for OS/390. Alarm definition name NEWMONOO has been
assigned to this new alarm.

Step 4  TypeINSTALL onthe COMMAND line and press Enter. The following
changes occur:

» TheRuntime Status field changes from Not Found to Enabl ed.
e TheAdmin Statusfield changesfrom Not I nstal | tol nstal | ed.
Step 5  Type SAVE on the COMMAND lineto save your changes.

You cannot close the ALMADDOL view unless you type either SAVE or
CANCcel.

The message BBHAA8291 Al arm Defi ni ti on ( NEWMONOO/ 00) ADD
successf ul isdisplayed. The/ 00 in the message indicates that the alarm
definition was added to Group 00. This aarm group corresponds to

hilevel. UBBPARM member BBHTMNOO.

If thisisthefirst alarm definition to be added to Group 00, the alarm
definition name will be NEWMONOO. |If alarm definition NEWMONOQO
aready existsin the group, the alarm definition name will be NEWMONQOL,
if both NEWMONOO and NEWMONOL1 exist, the alarm definition name will
be NEWMONO02, and so on.

To see the alarm messages that are now being generated by the NEWMONOO

aarm, refer to Chapter 4, “Displaying Alerts.” To learn more about alarm
definitions, continue by reading “ Exploring the Alarm Definition.”

Exploring the Alarm Definition

To review the parts of an alarm definition, display the NEWMONOO
definition that you just created:

Step1  Fromthe EZALARM menu, place the cursor on List Alarm Groups and press
Enter.

Step 2  Whenthealarm group list (ALGLSTO1) is displayed, place the cursor on
Group 00 and press Enter.

Step 3 Whenthe aarm definition list (ALMLSTO01) is displayed, type E (Edit) in the
line command field next to NEWMONOO.
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Exploring the Alarm Definition

The details of the NEWMONOQO alarm definition are displayed in the
ALMEDIO1 view.

Note: Thefollowing viewsall contain the same fields: ALMADDOL (for
adding definitions), ALMEDIO1 (for editing), and ALMBROOL (for
browsing).

The information on the |eft side of the alarm definition views provides an
overview of the definition, while the fields on the right side provide
hyperlinks to forms where information can be added, deleted, or modified.

Identification Fields

Alarm Def Name

Group ID

Description

Runtime Status

Admin Status

Library Status

The Identification fields provide the following information:

The name of the alarm definition, up to eight characters. The name can be
changed by typing over it inthe ALMADDOL view, or by using the R
(Rename) line command in the alarm definition list view (ALMLSTO1).

The two-character identifier of the group to which this alarm definition is
assigned. The ID corresponds to the member in the user parameter library,
which contains al of the information about the group and the alarm
definitions assigned to it.

A short description of the alarm definition, up to 60 characters. MAINVIEW
Alarm Manager uses the product, view, and context as the default
description. The description can be modified by typing over it in either the
ALMADDO1 or ALMEDIO1 views.

The alarm definition status as it exists in the runtime environment. See
“Understanding Status Values’ on page 5-15 for possible values.

Indicates whether the most recently updated copy of an alarm definitionisin
the runtime environment. See “Understanding Status Values’ on page 5-15
for possible values.

The status as stored in the user parameter library. See “Understanding Status
Values’ on page 5-15 for possible values.
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Exploring the Alarm Definition

Passing PARM s

Source Fields

Product

Context

View

Indicates whether MAINVIEW Alarm Manager passes the darm definition
filters to the monitored PAS. The default is NO for most MAINVIEW
products. Do not specify Y ES unless the product to which the definition
appliesrequiresiit.

For example, MAINVIEW for WebSphere MQ uses this field because that
product can monitor thousands of objects. Passing the filter information to
the MAINVIEW for WebSphere MQ PAS reduces the amount of data that
has to pass through the network and be processed. For more information, see
the MAINVIEW for WebSphere MQ product documentation.

Note: The Passing PARMsfield isnot visibleinthe ALMADDOL,
ALMEDIO1, and ALMBROO1 views that are distributed with
MAINVIEW Alarm Manager. If your MAINVIEW product
documentation tells you to use this field, you must first customize the
appropriate view to Include the field. For information about
customizing views, see the MAINVIEW Administration Guide.

The Source fields provide the following information:

The name of the product that is queried by the alarm definition. Thisfield
provides a hyperlink to the VIEWS view for that product.

The context that is queried by the alarm definition. By default, the context is
the local system where the alarm definition was created. Thisfield provides a
hyperlink to the Plex Manager PLEXOVER view.

Distributed alarms have a context of *, which will use the local system by
default.

The view that is queried by the alarm definition. Thisfield provides a
hyperlink to the specified view in the specified product and context.

Note: The hyperlinks provided by these fields can be used to decide what
product, context, and view you want to monitor. The selected view
should be displayed in an alternate window to permit continued
access to both views.
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Exploring the Alarm Definition

Definitions Fields

Conditions

Filters

Expressions

M essages

Actions

Frequency

The Definitions fields provide the following information:

I ndicates whether conditions have been defined for the definition. Conditions
are based on the thresholds associated with the data element that the alarm
definition queries. Refer to “ Thresholds Field” on page 3-7 for more
information on thresholds.

I ndicates whether filters have been defined for the definition. Alarm
definition filters are based on the filters or Where text associated with the
data element. Refer to “Filters Field” on page 3-7 for more information.

Indicates whether expressions have been defined for the definition.
Expressions are built from thresholds, conditions, and filters. Thereisan
expression associated with each severity level of an alarm definition. Refer to
“Expressions Field” on page 3-9 for more information.

Indicates whether Start and End messages have been defined for the alarm
definition. Refer to “Messages Field” on page 3-9 for more information.

Indicates whether actions have been specified for the alarm definition. Refer
to “Actions Field” on page 3-10 for more information.

Indicates whether monitoring frequency has been defined for the alarm
definition. Refer to “ Frequency Field” on page 3-11 for more information.

Last Update Fields

Date
Time
Userld

System

The Last Update fields provide the following information:
The date that this alarm definition was last updated.

The time that this alarm definition was last updated.

The ID of the user who last updated the alarm definition.

The system from which the alarm definition was last updated.
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Exploring the Alarm Definition

Thresholds Field

When you hyperlink from the Thresholds field, the ALMTHROL formis
displayed, as shown in Figure 3-2.

Figure 3-2 ALMTHRO1 Form

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mmj)-------------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
>WL =ALMEDI 01=ALMIHRO1=DXTSTH===* ======( NEWMONOO/ 00 E MOD) ====MVALARM==D===1
C Cond Elenent Sum Op Info Warning M nor Maj or Critical Description
- ld-- NamB---- TYP == ---mmmmm s oo oo oo oo oo

Cl  ASLWCPP __ >= 2 5 10 %y CPU

This example shows one condition for the alarm definition.

Thresholds that exist for a data element are copied to the alarm definition
automatically when the SETALARM or SENDT commands are used. Refer
to “Using the SETALARM Command” on page 3-2 and “Using the SENDT
Primary Command” on page 6-16 for more information.

Threshold conditions govern when an alarm is triggered. In this example in
Figure 3-2, if the value in the ASLWCPP element (%Dly CPU) is> or = 2,
aMinor alarm message will be generated. If the valueis> or = 5, aMagjor
alarm message will be generated, and so on. A higher level severity always
supersedes alower level one; that is, if ASLWCPP is > or = 10, only the
Major alarm message will be generated.

Conditions can be modified by typing over the text in thefields. If a
threshold value is modified, it is only modified in the alarm definition. The
thresholds defined for the data element in the product views are not affected.

Filters Field

Data presented to MAINVIEW Alarm Manager can be filtered by specifying
operators and values for selected data elements, or by writing WHERE and
QWHERE text. Whatever filters exist for aview are copied to the alarm
definition automatically when the SETALARM command is used. Refer to
“Using the SETALARM Command” on page 3-2 for additional information.
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Exploring the Alarm Definition

Filters Hyperlink

When you hyperlink from the Filtersfield, the ALMFLTOL formis
displayed, as shown in Figure 3-3.

Figure 3-3 ALMFLTO1 Form
ddmmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm------------
COWAND ===> SCROLL ===> PACE
CURR WN ===> 1 ALT WN ===>
WL =ALMEDI 01=ALMFLTO01=DXTSTH===* ======( NEWMONOO/ 00 E MOD) ====MVALARM==D===3
C Cond El enent Sum Op Val ue Description St at us
1 O 1 T L B
F1 ASLCPPC _ >=0 % CPU Utilization Enabl ed
F2 ASGDP ___>=0 Cur Pty Enabl ed
F3 ASGFL1C __ = "ACTIVE"’ St at us Enabl ed

In this example, there are three filters for the alarm definition, asindicated by
theF1, F2, and F3 in the Cond ID field.

Thefilters govern which datais evaluated by MAINVIEW Alarm Manager
for a particular data element. Filters can simply be modified by typing over
the valuesinthe ALMFLTOL form. If afilter ismodified, it is only modified
in the alarm definition. The filters defined for the data element in the product
view are not affected.

WHERE and QWHERE Text

When you hyperlink from the Where Text field, the ALMWHEOQL formis
displayed, as shown in Figure 3-4.

Figure 3-4 ALMWHEO1 Form
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm------------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
WL =ALMEDI 01=ALMAHEQ1=DXTSTH===* ======( NEWMONOO/ 00 E MOD) ====MVALARM==D===1
WHERE Text ASGNAME = PAYR*
QNHERE Text :

A WHERE statement can be written to apply only to that alarm definition.
Job names that start with PAYR* were selected in this example.
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Exploring the Alarm Definition

Expressions Field

When you hyperlink from the Expressions field, the ALMEXPOL formis
displayed, as shown in Figure 3-5.

Figure 3-5 ALMEXPO1 Form

ddnmmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm------------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
>WL =ALMEDI 01=ALMEXP01=DXTSTH===* =======( NEWMONOO/ 00 E MOD) ====MWALARM==D===

Severity Status Max Msg Expression

---------------- Msg Rpt --------------

Tenpl ate Defaulted nfa n/a &Cl

Info.... Tenplate 999 No

Warning. Tenplate 999 No

Mnor... Tenplate 999 No (ASLWCPP >= 2)
No
No

Major... Tenplate 999 (ASLWCPP >= 5)
Critical Tenplate 999 (ASLWCPP >= 10)

Each alarm severity has an expression associated with it. Expressions can be
modified directly by hyperlinking from the Severity field to the ALM SEV xx
form (where xx is the severity level 01-05). The ALMSEVxx form displays

the single expression for that severity and allows you to type over the text of

the expression.

Messages Field

When you hyperlink from the Messagesfield, the ALMMSGO1 formis
displayed, as shown in Figure 3-6.

Figure 3-6

ALMMSGO1 Form

ddmmyyyy hh:mmss --
COWAND ===>
CURR WN ===> 1

Alarm.. Message |d
Start.. NEWVMONOOSOO

End. ... NEWVONOOEOO
Alarm .. Destination

View. .. Yes

Consol e No

------- MAI NVI EW W NDOW | NTERFACE (RV. . 1) ===« = ===~

SCROLL ===> PAGE
ALT WN ===>

Message Text
&ASGNAME. H:  &ASGNAME. V &ASLWCPP. H >= &ASLWCPP. T

&ASGNAME. H:  &ASGNAME. V End of Al arm Condi tion

Messages ordered by:
+
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Exploring the Alarm Definition

The NEWMONOQO Start and End messages are generated by default. The .H
a the end of avariable indicates that the description from the condition will
be substituted. The .V at the end of a variable indicates that the element value
that was returned from the query will be substituted. The .T at the end of a
variable indicates that the threshold value from the condition will be
substituted.

For more information about how alarm messages are sorted, refer to
“Specifying Actions for an Alarm Definition” on page 6-18.

Actions Field
When you hyperlink from the Actionsfield, the ALMACTOL form is
displayed, as shown in Figure 3-7.
Figure 3-7 ALMACTO1 Form
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (RV. I, M) - - === -=-----
COMMAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
WL =ALNEDI 01=ALMACTO1=DXTSTH===* ======( NEWVONOO/ 00 E MOD) ====MVALARM:==D===1
Hyper | ink... CONTEXT DXTSTH WMWS, VIEWJCPUR, TIME Z Z 11 &ALM
. ZNTS
Hel plink. ..
Topi c . CPUPROBS

Subtopic : JOBS

Aut 0OPERATOR

Userld
Queue . MAIN
PCNVD

....... TRANSFER DXTSTH MWWMWS; JCPUR; TIME Z Z 11 &ALMEZNTS

The ALMACTO1 form contains the following information:

e The Hyperlink value is the command that will be executed from the
darm message ID inthe ALARM or ALARMH views.

e TheHelplink Topic and Subtopic values specify how to locate
user-written help from the HLPIND field in the ALARM or ALARMH
views.

e The PCMD vaueisthe command that will be executed from the Ind

field of the Alert Management ALERTS view when that field contains a
C.
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Troubleshooting Alarm Definitions

Frequency Field

When you hyperlink from the Frequency field, the ALMFRQO1 formis
displayed, as shown in Figure 3-8.

Figure 3-8 ALMFRQO1 Form

ddnmmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm------------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>

WL =ALMEDI 01=ALMFRQO1=DXTSTH===* ======( NEWMONOO/ 00 E MOD) ====MVALARM==D===1

Moni tor Cycl e: 15 seconds (Time MVAlarmwaits between nonitoring cycles)

---Schedul e- - - Start St op

Ever yday Yes 00: 00 23: 59

Mondays No 00: 00 00: 00

Tuesdays No 00: 00 00: 00

Wednesdays No 00: 00 00: 00

Thur sdays No 00: 00 00: 00

Fri days No 00: 00 00: 00

Sat ur days No 00: 00 00: 00

Sundays No 00: 00 00: 00

The monitoring frequency for an alarm definition can be changed from the
ALMFRQOL1 form, as well asthe times and days of the week that the alarm
definition elements are monitored.

Troubleshooting Alarm Definitions

This section tells you how to identify errors during alarm definition creation
or modification, and explains how to ensure that an alarm is generating

messages.
The following topics are covered:

e the Verify command
e ensuring that alarm messages are generated correctly
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Troubleshooting Alarm Definitions

Using the Verify Command

During alarm definition ADD, EDIT, or BROWSE actions from the
ALMADDO1, ALMEDIO1, or ALMBROOI views, the Verify command can
be used at any time to determine what errors, if any, exist in the alarm
definition. If the alarm definition has a Library Status of Error, the Verify
command can be used to determine the reason. The Verify command causes
the alarm definition to be reparsed and any subsequent error messages to be

displayed.

Ensuring That Alarm Messages Are Generated Correctly

When developing new aarm definitions, you might want to ensure that the
alarm is being generated correctly. You can diagnose any alarm problems by
using the Current Alarms view (ALARM). Current alarms are those alarms
that have generated a Start message but have not yet generated an End
message. When an End message is produced, both the Start and End
messages are displayed in the ALARM view for one monitor cycle; then both
messages are removed.

There are two ways to display current alarm messages:

e Select Current Alarmsfrom the Alarm Diagnostics section of the
EZALARM menu.

e Type ALARM onthe COMMAND line of any MAINVIEW Alarm
Manager view.

The ALARM view isdisplayed, as shown in Figure 3-9.

Figure 3-9 ALARM View

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm------------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 2 ALT WN ===>
W -JCPUR------------- DXTSTH- - -*-------- ddmmyyyy- - hh: mm ss--- - WWS- - D- - - - 306
C Jobname T Srvd ass % CPU Utilization Cur CPU 9%CB %BRB %Dy
LR 0...... 10...... 20 Pty Secs Time Tinme CPU

MVA2PRTR S STCNRM 4.71 247 3 100.0 6.7
+W2 =ALARME============PXTSTH===* ========ddmmyyyy==hh: nrm ss====MWALARM==D===25

Ti me Sev H p Message Id Message Text

----------- Ind ------mmmiis -

hh: mm ss CRI NO NEWVONOOEOO JOBNAME: CNMNETD End of Al arm Condition

hh: nm ss CRI NO NEWWONO0S00 JOBNAME: OLTD %Dy CPU >= 10

hh: mm ss CRI NO NEWVONOOS00 JOBNAME: OLTG 9Dly CPU >= 10

hh: nm ss CRI NO NEWWONO0S00 JOBNAME: BOLCINZ 9Dy CPU >= 10

hh: nm ss CRI NO NEWWONO0S00 JOBNAME: AACDMAL 9Dy CPU >= 10

hh: mm ss CRI NO NEWVONOOS00 JOBNAME: GRS %Dy CPU >= 10

hh: mm ss MAJ NO NEWVONOOEOO JOBNAME: DB2lI RRH End of Al arm Condition

hh: mm ss MAJ NO NEWVONOOEOO JOBNAME: DB2I R1IH End of Al arm Condition

hh: mm ss MAJ NO NEWVMONOOEOO JOBNAME: DB2l RLG End of Al arm Condition
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Frequently Asked Questions

For each alarm message, the ALARM view displays

e thetime at which the dlarm was issued

» the severity of thealarm

« whether or not additional user-written help is available
e themessage ID for theaarm

e the message text

The default sort order for alarm messages is by alarm severity within
descending time.

Take the example of alarm definition NEWMONOO in Group 00, which was
created and installed into the runtime environment in “ Using the
SETALARM Command” on page 3-2. NEWMONOO is monitoring %Dly
CPU (or the field that you selected with the SETALARM command).

If alarm conditions for the % Dly CPU field are met, messages with the ID of
NEWM ONO00S00 and NEWM ONOOEQO will be generated by the alarm
definition that you installed and will be displayed in the ALARM view, as
shown in Figure 3-9.

If there are no alarm messages being produced, the threshold values in the

aarm definition might not have been met. Try editing the alarm definition to
change the threshold values, and then display the ALARM view again.

Frequently Asked Questions

This section contains the answers to some frequently asked guestions about
setting up and using MAINVIEW Alarm Manager.

How do | find out the name of a data element that | want to monitor?
Move the cursor to the data element that you want to monitor (such as the
% Delay CPU field inthe MAINVIEW for OS/390 JCPUR view) and press

the Help key. The data element name is displayed at the end of the field help
text.
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Frequently Asked Questions

How do | find out whether thresholds exist for a particular data element that | want to monitor?
There are two ways to find out:

« Useonline help by placing the cursor on the field and pressing the Help
key.

e Issuethe view customization command (CUST) in the view containing
the data element that you want to monitor. Then issue the threshold
command (T) with the column ID of the data el ement that you want to
monitor. The thresholds and element name for that field are displayed.

How frequently can MAINVIEW Alarm Manager check for an alarm condition?

The minimum frequency is every 5 seconds and the maximum is 9999
seconds. The default is 60 seconds. You can hyperlink from the Frequency
field of various MAINVIEW Alarm Manager views to define this value.

How many users can work in an alarm group?

Because alarm groups are stored in separate members (BBHTMNxx) of a
user parameter library, only one user at atime may edit or add alarm
definitions to a group.

Can any user issue the SETALARM command?

No. Only authorized users can issue the SETALARM command or perform
administrative tasks from the EZALARM menu.

How do | send alarms to MAINVIEW AutoOPERATOR?

If itisinstalled and executing on the same MV Simage as MAINVIEW
Alarm Manager, MAINVIEW AutoOPERATOR will receive dlarms
automatically. There are two rules that must be enabled in order for
MAINVIEW AutoOPERATOR to act on MAINVIEW Alarm Manager
messages: ALRMSTRT and ALRMSTOR. These rules are located in the
AAORULOO rule set.

Can | use the SETALARM and SENDThreshold commands in any product view?

Yes. If youarein aMAINVIEW product that provides windows maode views,
SETALARM and SENDThreshold will work.
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Chapter 4

Displaying Alerts

All dertsissued by MAINVIEW products are sent to the Alert Management
component of MAINVIEW Alarm Manager. The alerts that can be displayed
through Alert Management include

alarm messages generated by the Alarm Administration component
MAINVIEW AutoOPERATOR alerts

MAINVIEW SRM adlerts

MAINVIEW SY SPROG Services Exception Monitor messages

Note: Alarm messages (both Start and End messages) also appear in the

Alarm Administration ALARM view for diagnostic purposes.

This chapter describes how to use Alert Management to display MAINVIEW
dertsin windows mode. The following topics are covered:

specifying which aertsto display
entering Alert Management

using alert detail views

using alert summary views
hyperlinking to product views
exiting Alert Management
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Specifying Which Alerts to Display

Specifying Which Alerts to Display

To activate Alert Management, you have to modify BBPARM member
BBOTAOQQO asfollows:

<nval ert>

- Specify that information fromall Alert repositories
in the OS/390 image are to be displayed in this
MVALERT servi ce point:

<ssi d>
<i ncl ude> *
</'i ncl ude>

</ ssi d>

</ nval ert>

where

<mvalert> Marks the beginning of the MVALERT control sequence. Thistag must be
matched with a subsequent </mvalert> tag.

<ssid> Marks the beginning of the subsystem ID (SSID) control sequence. Thistag
must be matched with a subsequent </ssid> tag.

<include> ssidmask1 ssidmask? ...
Identifies one or more wildcard SSIDs of alert repository address spaces
(either MAINVIEW Alarm Manager or MAINVIEW AutoOPERATOR).
This tag must be matched with a subsequent </include> tag.

Address spaces with SSIDs that match one of the wildcard masks are the
source of alerts presented by Alert Management.

<exclude> ssidmaskl ssidmask? ...
Identifies one or more wildcard SSIDs of aert repository address spaces
(either MAINVIEW Alarm Manager or MAINVIEW AutoOPERATOR).
This tag must be matched with a subsequent </exclude> tag.

Address spaces with SSIDs that match one of the wildcard masks are not
used as a source of alerts presented by Alert Management.

Note: When determining whether a particular alert repository should be
included or excluded, the <exclude> sequence takes precedence.
That is, if the SSID matches a mask in the <exclude> sequence, itis
not used as a source, even if it aso matches amask in the <include>
sequence.
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Entering Alert Management

Entering Alert Management

There are two ways to access Alert Management views:
e Fromthe MAINVIEW Selection Menu

1. Select option E, Alerts and Alarms, and press Enter. The Alerts and
Alarms menu is displayed.

2. Sdlect option 1, Alert Management, and press Enter.

e Fromthe EZALARM view, position the cursor on Alert Management and
press Enter.

The EZALERT menu is displayed, as shown in Figure 4-1.

Figure 4-1 EZALERT Menu

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)-----------

COWAND ===> SCROLL ===> CSR

CURR WN ===> 1 ALT WN ===>

WL =EZALERT========DXTSTH===* ====- - ==ddmmyyyy===hh: nm ss====MWALERT==D===1

Al ert Managenent
Alert Detail Al ert Sunmary

Uy +

. Ordered by Tine | Pl ace cursor on | . Sunmmarized by Target

. Ordered by Queue Nane | nenu item and | . Sunmarized by Queue

. Ordered by Priority | press ENTER | . Al Queues
Uy +

The EZALERT menu is the starting point for using Alert Management. From
EZALERT, you can display aertsin various ways.

» Alert Detall
These views present detailed alert information sorted by
— time (the default)
— queue name
— priority
e Alert Summary

These views present summarized alert information for

— targets
— (ueues
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Using Alert Detail Views

Using Alert Detail Views

On the EZALERT menu under Alert Detail, position the cursor on Ordered
by Time and press Enter.

The ALERTS view is displayed, as shown in Figure 4-2.

Figure 4-2 ALERTS View - Alert Detail Ordered by Time
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
>WL =ALERTS===========S] SCDAVM=* =======ddmmyyyy=hh: nm ss====MW/ALERT==D===13
C Rsp Tine Ind Oigin Alert Text
~___hh:mmeh TC6D ACM720A START conmmand has tined out for AAOIC777
____hh:mmeh TC6D ACM740A AACQTC318 is not up as schedul ed
___ hh:mm Bl TFKMVA CPUHI GHCSMD CPU Wi li zation >= 20%
~__hh:mmeh MH61 ACM/20A START command has tined out for AAOVHO05
—__hh:mmeh MH61 ACM720A START command has tined out for AAQOVHO02
____hh:mmh MH61 ACM/16A Subsyst em Conmmuni cati ons | NACTI VE
AO wi Il NOT all ow any Cross System
Functions to be perforned
___hh:mm CSMCSTR . ACM/16A Subsyst em Communi cati ons | NACTI VE
AO wi Il NOT allow any Cross System
Functions to be perforned
___ hh:mm oLtV SOL TEST OLTV
____ hh:mm oLTV SOL TEST OLTV
—_hh:mmh TV ACM223W ONLY 2 SUBSYSTEM CONSOLES ALLOCATED
CSM PERFORMANCE DEGRADED.
____ hh:mm oLTV SOL TEST OLTV
___ hh:mm oLTV SOL TEST OLTV
___ hh:mm AAOVH61 CSM AAOVHOO1. STATE UP

The ALERTS view presents detailed alert information sorted by the time at
which the alert was generated. You can also display alert details sorted in
other ways, asfollows

e Sdect Ordered by Queue Name from EZALERT to display the
ALERTSQ view.

e Select Ordered by Priority from EZALERT to display the ALERTSP
view.
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Using Alert Detail Views

Priority Level of Alerts

Each alert has a specific priority level that is represented by a specific color
in the Alert Detail views. The following list shows the colors associated with
each priority level:

Priority L evel Color

Critical Red reverse video
Major Pink reverse video
Minor Yellow reverse video
Warning Blue reverse video
Informational Green reverse video
Clearing Green

Available Actions

The following primary command actions are available on the Alert Detail
views:

SORTTime  Ordersthe aerts by time (the default).

SORTQueue Ordersthe aerts by queue name.

SORTPriority Ordersthe aerts by priority.

The following line command actions are available:

DEL Deletesan alert.

H Displays user help for an alert.

To invoke the follow-up MAINVIEW AutoOPERATOR EXEC associated
with an alert, enter appropriate text into the Rsp field and press Enter. The
dataentered in the Rsp field is appended, along with aleading blank, to the
follow-up EXEC text. The complete follow-up EXEC text, including
parameters, isthen invoked in the MAINVIEW AutoOPERATOR subsystem
identified as the Query AOSS.

To invoke the MAINVIEW AutoOPERATOR PCMD (primary command),
hyperlink from the text in the Ind field when the text containsa C.
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Using Alert Summary Views

Using Alert Summary Views

On the EZALERT menu under Alert Summary, position the cursor on
Summarized by Target and press Enter.

The ALERTQSZ view is displayed, as shown in Figure 4-3.

Figure 4-3 ALERTQSZ View - Alerts Summarized by Target
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
>WL =ALERTQSZ=========S]J SCDAVM=* =======ddnmmyyyy=hh: mm ss===MWALERT==D====6
Crd Total Avg
TGT Queue Crit. Mjor Mnor Warn. Info Crng. Total Size Siz
CSTR HELPDESK 0 0 0 0 1 0 1 385 38
DIVBA * %% % %% %% 0 0 0 0 11 0 11 3336 19
MHBL ****x%*x 3 0 0 0 1 0 4 1319 20
OLTV ***xxkxx 0 0 0 1 5 0 6 1788 32
SN62 MAIN 0 0 0 0 0 0 0 0
TC6D MAI N 3 0 0 0 0 0 3 1054 35

The ALERTQSZ view presents alert information summarized by the target of
the aert. You can also display alert information summarized by queue name.
Select Summarized by Queue from EZALERT to display the ALERTQQZ
view.

Hyperlinking to Product Views

When you set up an alarm definition, MAINVIEW Alarm Manager sets up
and saves hyperlink information in the ALMACTO1 form automatically. By
default, if thereisaCintheInd field of an Alert Detail view, you can place
the cursor on that field and press Enter. Alert Management takes you to the
product view whose data el ement values generated the alert. If the alert was
generated in a previous interval, Alert Management automatically sets the
date and time to display the view asit looked when the alert was generated.

Exiting Alert Management

To exit Alert Management, type QUIT on the COMMAND line of any Alert
Management screen and press Enter. The Alertsand Alarms Menu is
displayed. To return to the MAINVIEW Selection Menu, press the End key.

BMC Software, Inc., Confidential and Proprietary Information

4-6 MAINVIEW Alarm Manager User Guide



Chapter 5 Understanding Alarm
Groups and Definitions

This chapter provides detailed information about alarm groups and alarm
definitions The following topics are covered:

e understanding alarm groups

e understanding alarm definitions
e understanding variables

e understanding status values

Understanding Alarm Groups

Alarm groups contain the definitions for one or more alarms. Each alarm
group is a separate member in your user parameter library

(hilevel. UBBPARM by default). These members are named BBHTMNXxx,
where xx is atwo-character group ID. MAINVIEW Alarm Manager contains
astarter alarm group with the group 1D of 00. Group 00 is distributed in
hilevel. BBPARM member BBHTMNOO.

Any number of alarm groups may be active at the same time. You can choose
to keep al of your dlarmsin a single group or you can create multiple groups
to separate your alarms according to user, product, or any other criteriathat
you need.

Note: Only one user at atime can edit alarmsin a particular group.

If multiple users are creating or editing alarms, each user should be
assigned a unique alarm group ID.
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Understanding Alarm Groups

To display alist of all alarm groups from EZALARM, place your cursor on
the List Alarm Groups field and press Enter.

The ALGLSTOL view is displayed, as shown in Figure 5-1.

Figure 5-1 List of Alarm Groups (ALGLSTO01)

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mmj)-----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALGLSTO01 SYSD: * ddmmyyyy==hh: mm ss====WALARM==D===1
C Gp #O Runtine Adm n Li brary Description Updat e
- ID Def Status-- Status-- Status--  ----------iiaeeiao Dat e

00 1 Active Installed Active Alarm Group 00 definition ddnmmyyyy

Thefirst timethat MAINVIEW Alarm Manager is used, Group 00 and any
other product-distributed alarm groups appear in this view. To learn how to
add a new aarm group, see Chapter 6, “Working with Alarm Groups and
Definitions”

Alarm Group Line Commands

From the ALGLSTO1 view (as shown in Figure 5-1), you can add, browse,
copy, delete, edit, or rename groups. In addition, you can display thelist of
alarm definitions within the group. For some commands, you simply type the
command in the line command field next to the group identifier. For other
commands, you must also enter an operand by typing over the valuein the
Grp ID fidld.

Table 5-1 shows the line commands that are available from the ALGLSTO01
view.

Table 5-1 Line Commands for Alarm Groups

A xx To add an alarm group, type A in any line command field and type
over the alarm group name with the name of the alarm group that you
want to add. When you press Enter, the ALGLSTO1 view lists the
new group ID. The new alarm group is empty.

B To browse an alarm group, type B in the line command field next to
the group that you want to browse. When you press Enter, the
ALGBROOL1 view is displayed in BROWSE mode.

C xx To copy an existing alarm group, type C in the line command field
next to the group that you want to copy. Then type over the existing
group ID with the new ID that you want to use. When you press
Enter, the ALGLSTO1 view lists two alarm groups that have the same
alarm definitions, but different group IDs.

D To delete an alarm group, first make sure that the group is empty and
that its Runtime Status is Inactive. Then, type D in the line command
field next to the group that you want to delete.

If the alarm group contains one or more alarm definitions, do not use
the D line command; use the F line command instead.
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Understanding Alarm Definitions

Table 5-1

Line Commands for Alarm Groups

E

To edit an alarm group, type E in the line command field next to the
group that you want to edit. When you press Enter, the ALGEDIO1
view is displayed in EDIT mode. From ALGEDIO1, you can change
the description of a group or change its Runtime or Library status.
See “Understanding Status Values” on page 5-15 for information

about using the status fields in ALGEDIOL to control the alarm group
install status.

To force the deletion of an alarm group and all of the alarm definitions
within the group, first make sure that the group’s Runtime Status is
Inactive. Then, type F in the line command field next to the group that
you want to delete.

To list the alarm definitions in an alarm group, type L in the line
command field next to the group that you want to review. When you
press Enter, the ALMLSTO2 view is displayed in BROWSE mode.

R xx

To rename an existing alarm group, type R in the line command field
next to the group that you want to rename. Then type over the
existing group ID with the new ID that you want to use. When you
press Enter, the ALGLSTO1 view shows the alarm group with its new
group ID.

Even if the renamed group was previously installed, you must reinstall
it with the new group name.

To select an alarm group and display the alarm definitions that it
contains, type S in the line command field next to the group that you
want to select. When you press Enter, the ALMLSTO1 view is
displayed in EDIT mode.

See “Understanding Alarm Definitions” on page 5-3 for more
information about alarm definitions.

Understanding Alarm Definitions

Within each alarm group, you can create alarm definitions. Each alarm
definition describes alarms for a single combination of view, product, and
context. You can control alarm definition features such as
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threshold conditions to be met before an alarm is issued

how multiple threshold conditions are combined when determining
whether an alarm isissued

message ID and the message text issued by the alarm

actions (such as hyperlinks to specific MAINVIEW product views)

frequency that MAINVIEW Alarm Manager checks to see if an alarm
should be generated

time period during which an alarm definition is active
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Understanding Alarm Definitions

You can browse an existing alarm definition to learn about some of the
MAINVIEW Alarm Manager features.

Step1  Fromthe EZALARM menu, select List Alarm Groups to display the
ALGLSTO1 view.
Step 2 Type S (Select) in the line command field next to Group 00.
The ALMLSTOL view isdisplayed, as shown in Figure 5-2.
Figure 5-2 ALMLSTO1 View
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)-----------
COMMAND ~ ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALM.STO1 SYSD: * (* /00 EDIT )====MVALARMF=D====1
C Al arnmDef Runtine Admin Li brary Vi ew Product Context Descripti
- Name---- Status-- Status-- Status-- -------- -------- oo
TGTCHK Enabl ed |Installed Enabl ed TGTACT PLEXMGR * Check tar
Step 3 Type B in the line command field next to TGTCHK and press Enter.

The ALMBROOL1 view is displayed, as shown in Figure 5-3.

Figure 5-3 ALMBROO1 View
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)-----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
W =ALMBROO1 SYSD * (TGTCHK /00 BRWBE) ====WALARM==D====
-ldentification- -Definitions-
Al arm Def Narme.. TGICHK Conditions... Defined
Goup ID........ 00 Thr eshol ds. 2
Description..... Check target status Filters...... Not Def i ned
Runtine Status.. Enabled Filters.... 0
Admin Status.... Installed Where Text.
Li brary Status.. Enabled Expr essi ons.. Defined
Messages. . ... Def i ned
Actions...... Def i ned
----- Source----- Frequency.... Defined
Product......... PLEXMGR
Context......... * -Last Updat e-
View ........... TGTACT Date......... ddmmyyyy
Scope. . ......... * Time......... hh: mm ss
Userld....... BWRTR2
System ...... SYSD

The window information line shows that your are in BROWSE mode for
aarm definition TGTCHK in Group 00.
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Understanding Alarm Definitions

In browse mode, you can look at information that you might want to include
in aarm definitions:

* threshold conditions

» filters
e expressions for each severity
*  messages
* actions
- frequency
Step 4  Position the cursor on Thresholds and press Enter.
The ALMTHROL form is displayed, as shown in Figure 5-4.
Figure 5-4 ALMTHRO1 Form
ddmmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.T.mm)-----------
COMVAND  ===> SCROLL ===> CSR

CURR WN ===> 1

C Cond El enent

ALT WN ===>

Sum Op Info

- Id-- Nane---- Typ
Cl  STATUS __ _

I NACTI VE Tar get St at

Step 5

Step 6

ALMTHROL1 displays al of the threshold conditions that exist for TGTCHK
in Group 00. Multiple conditions may exist, and can be ANDed or ORed
together in the ALMEXPOL1 form. Threshold conditions for an alarm
definition include the element name, an operator, and the threshold values for
Informational, Warning, Minor, Major, and Critical severities. Each
condition is for a particular element in the view that you are monitoring. An
alarm requires at least one condition, but you can set as many conditions as
you like, up to the number of elementsin the view that you are monitoring.

Press PF3to return to ALMBROO1 and look at filters next.

Filters that appear in an alarm definition are copied over from the product
automatically when you use the SETALARM command to build the alarm
definition. To display the filters that were set in your product view, use the
SHOWFILT primary command in that view.

The TGTCHK aarm definition does not contain any filters, but to show what
you would see if it did contain afilter, you can look at the TAPEMTP alarm
definition in Group MO.

From the ALMBROOL view showing the TAPEMTP alarm definition, place
the cursor on Filters and press Enter.
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Understanding Alarm Definitions

The ALMFLTO1 form is displayed, as shown in Figure 5-5.

Figure 5-5 ALMFLTO1 Form

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)-----------
COMWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMBROO1=ALMFLTO1=DXTSTH===* =======( TAPEMIP / M0 BRWSE) ====WALARM-=D===1

C Cond El enent Sum Op Val ue Description St at us

T B -

F1 DXGTYPC __ = = '34% Type Enabl ed

ALMFLTOL displays all of the filters that were found in the TDEVR product
view and sent to TAPEMTP. These filters include the element name, an
operator, and the filter value. Each filter is for a particular element in the
view that you are monitoring. Filters can also be added directly to this view.

Step 7 Press PF3to return to ALMBRO0O01, and then hyperlink on Expressions.

The ALMEXPOL form is displayed, as shown in Figure 5-6.

Figure 5-6 ALMEXPO01 Form

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)-----------
COMWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALMBROO1=ALMEXP01=SYSD====* ======( TGTCHK /00 BRWSBE) ====MWALARM==D====3

Severity Status Max Msg Expression

---------------- Msg Rpt --------------

Tenpl at e Def aul t ed nfa n/a &Cl

Info.... Tenplate 999 No
Warni ng. Tenpl ate 999 No
M nor... Tenplate 999 No
No
No

Maj or... Tenplate 999
Critical Tenplate 999

(STATUS = | NACTI VE)

This form shows the expression used for combining multiple thresholds and
filters. It also shows the template used to form an expression. By default (if
multiple conditions exist), the conditions are separated by AND, which
means that both conditions must be present for MAINVIEW Alarm Manager
to issue an alarm.

You can change the AND to OR in the template or for any of the five
severity levels. To change any of the expressions at a particul ar severity level
(whenin EDIT mode), just hyperlink on the severity to display the
ALMSEVxx form.
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Understanding Alarm Definitions

Step 8  If you hyperlink on Major, the ALMSEV02 form is displayed, as shown in

Figure 5-7.
Figure 5-7 ALMSEV02 Form
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)-----------
COMWAND  ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALMBROO1=ALMSEV02=DXTSTH===* ======( TGTCHK /00 BRWSBE) ===MWVALARM=D===1
Severity Status Max Expression
__________________ ng f e e e e e e e e e e e e e e e e e e e e e e e m—a
Maj or... Tenplate 999 (STATUS = | NACTI VE)

If you were in EDIT mode, you could change the values here by simply

typing over them. Then the status field would be changed to Modified. To

cause the expression to use the template again, just type T in the Status field.
Step 9  Press PF3 to return to ALMBROOL, and then hyperlink on M essages.

The ALMMSGOL1 form is displayed, as shown in Figure 5-8.

Figure 5-8 ALMMSGO01 Form
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (RV.T. ) -----------
COMMAND ~ ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALMBROD1=ALMVBR)1=SYSD====* ======( NEWMONOO/ 00 BRWSE) ====MVALARM==D====

Al arm . Message |d Message Text
Start. TGICHKSOO + &APPLID.V is &STATUS.V ON Sys: &SYSTEM V, Cnt xt: &CONTEXT. V

End.... TGICHKEOO + &APPLID.V is no |onger &STATUS.V
Alarm .. Destination Messages ordered by:

View. .. Yes +

Consol e No

Thisform enables you to see the message text that will be issued if threshold
values set off this particular alarm.
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Understanding Alarm Definitions

When you issue the SETALARM command, two types of default messages
are generated automatically:

e Start messages
The message |D defaults to alarmdefinitionnameSgroupid.
The message text defaults to & elementname.H:
& elementname.V & thresholdelementname.H operator
& thresholdelementname. T, where
— &elementname.H resolves to the column header associated with the
element name for the first (Ieftmost) field of the view that was sent to
MAINVIEW Alarm Manager when the SETALARM or SENDT
command was issued
Note: Whenyou use SETALARM or SENDT with an element that
does not have a column header, the message does not resolve
thisvariable.

— &elementname.V resolves to the actual value for the first (leftmost)
field when the alarm was issued

— &thresholdelementname.H resolves to the column header of the
element on which the threshold is set

— operator resolves to the operator that was used in the threshold
condition (for example >=)

— &thresholdelementname. T resolves to the actual threshold value
e End messages
The message | D resolves to al armdefinitionnameEgroupid.

The message text defaults to & elementnameH: & elementnameV End of
Alarm Condition, where

— &elementname.H resolves to the column header associated with the
element name for the first (Ieftmost) field of the view

— &elementname.V resolves to the actual value for the first (Ieftmost)
field

You can change these values in the ALMMSGO1 view (whenyou arein

EDIT mode) by typing over them, or you can return to the default values by
making the field blank.
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Understanding Alarm Definitions

Step 10  Fromthe ALMMSGO1 view (Figure 5-8 on page 5-7), hyperlink on M essages
Ordered By.

The ALMSRTOL1 form is displayed, as shown in Figure 5-9.

Figure 5-9 ALMSRTO1 Form

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)-----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALMBROD1=ALMSRT01=SYSD====* ======( TGTCHK /00 BRWSE) ====MWALARM==D====

C Cond El enent Sum Sort Sort Description

- Id-- Nanme---- Typ Levl Odr ------cmmmmmmmiiie e

Cl STATUS _ _ Target Status

From ALMSRTO0L, you can specify a summarization type for messages and
sort them by a particular condition in either ascending or descending order.

The sort order specified here does not really affect the order in which the
alarm messages appear in the ALARM and ALARMH views. It does,
however, affect the order in which write-to-operator (WTO) messages are
displayed and the order in which the alarm messages are sent to MAINVIEW
AutoOPERATOR. For more information about sorting messages, refer to
“Specifying Actions for an Alarm Definition” on page 6-18.

Step 11  Press PF3to return to ALMBROO1, and then hyperlink from Actions.

The ALMACTOL form is displayed, as shown in Figure 5-10.

Figure 5-10 ALMACTO1 Form

ddnmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (RV. . 1M ------=----
COMMAND ~ ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMEDI 01=ALMACTO1=DXTSTH===*======(TGTCHK /00 EDI T ) ====M/ALARM==D===1
Hyperlink... CONTEXT * PLEXMGR;, VIEW TGTACT; TIME Z Z 11 &ALMZN
TS
Hel plink. ...
Topi ¢
Subt opi ¢
Aut 0OPERATOR
Userld @ __
Queue : MAIN

PCVD. . ... .. TRANSFER * PLEXMGR; TGTACT; TIME Z Z 11 &ALMENTS
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Understanding Alarm Definitions

From this form, you can specify

a hyperlink path to be taken from the Message ID field inthe ALARM
and ALARMH views

auser-written help topic that users can link to from the HLP IND field in
the ALARM and ALARMH views

auser 1D and queue name for the resulting aert

acommand to be executed if the Ind field of the Alert Management
ALERTS view containsaC.

The default is to hyperlink to the view that generated the alert.

Step 12  Press PF3to return to ALMBROO1, and then hyperlink from Frequency.

The ALMFRQO1 form is displayed, as shown in Figure 5-11.

Figure 5-11 ALMFRQO1 Form

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)-----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALMBROO1=ALMFRQD1=SYSD=====* ======( TGTCHK /00 BRWSBE) ===MWALARM==D====1
Monitor Cycle: 60 seconds (Tine M/Alarmwaits between nmonitoring cycles)
---Schedul e- - - Start St op
Ever yday Yes 00: 00 23:59
Mondays No 00: 00 00: 00
Tuesdays : No 00: 00 00: 00
Wednesdays : No 00: 00 00: 00
Thur sdays No 00: 00 00: 00
Fri days No 00: 00 00: 00
Sat ur days No 00: 00 00: 00
Sundays No 00: 00 00: 00

From here, you can see how often this alarm definition checks the elements
that it is monitoring. By default, the monitor definition checks the threshold
conditions every 60 seconds every day, 24 hours a day.

Alarm Definition Line Commands

From the ALMLSTO1 view (as shown in Figure 5-2 on page 5-4), you can
browse, copy, delete, edit, or rename an alarm definition. In addition, you can
recover an alarm definition that has been deleted. For some commands, you
simply type the command in the line command field next to the alarm
definition name. For other commands, you must also enter an operand by

typi

ng over the valuein the AlarmDef Name field.
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Understanding Alarm Definitions

Table 5-2 shows the line commands that are available from the ALMLSTO1

view.

Table 5-2

Line Commands for Alarm Definitions

A

To add an alarm definition, type A in any line command field and
type over the alarm definition name with the name of the alarm
definition that you want to add. To have the system generate a
default name, leave the alarm definition name blank. When you
press Enter, the ALMADDO1 view is displayed in ADD mode.

To browse an alarm definition, type B in the line command field
next to the definition that you want to browse. When you press
Enter, the ALMBROOL1 view is displayed in BROWSE mode.

C XXXXXXXX

To copy an existing alarm definition, type C in the line command
field next to the definition that you want to copy. Then type over
the existing name with the new name that you want to use. When
you press Enter, ALMLSTO1 displays two identical alarm
definitions with different names.

To delete an alarm definition, first make sure that the definition’s
Runtime Status is Disabled. If the Runtime Status is Enabled,
you can disable it by typing over the Enabled value in the
Runtime Status field of the ALMLSTO1 view with Disabled.

When the Runtime Status is set to Disabled, type D in the line
command field next to the definition that you want to delete.
When you press Enter, the message BBHAA830I Alarm
Definition (MONITOR1/00 DELETE successful) is displayed.
Press Enter again to redisplay ALMLSTO1. The Library Status of
the alarm definition is now Deleted.

To edit an alarm definition, type E in the line command field next
to the definition that you want to edit. When you press Enter, the
ALMEDIO1 view is displayed in EDIT mode.

R XXXXXXXX

To rename an existing alarm definition, type R in the line

command field next to the definition that you want to rename.

Then type over the existing name with the new name that you

want to use.

When you press Enter, ALMLSTO1 displays two lines for the

alarm definition:

* The alarm definition with the old name, which now has a
Library Status of Deleted.

* The alarm definition with the new name, which has the same
Library Status that the renamed alarm definition had before it
was renamed. The Runtime Status of the renamed alarm
definition is NotFound.

The first character of an alarm definition name must be
alphabetic.

You can undelete an alarm definition that has been deleted, as
long as it is still displayed in the ALMLSTO1 view with the status
Deleted. Type U in the line command field next to the definition
that you want to recover. When you press Enter, the status of
that alarm definition returns to whatever status it had before it
was deleted.
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Understanding Alarm Definitions

Example — Copy an Alarm Definition

To copy alarm definition TGTCHK, type C in the line command field next to
TGTCHK. Then type over TGTCHK with the name MONITOR1. When you

press Enter, you will see both TGTCHK and MONITOR1 inthe ALMLSTO1
view.

Example — Delete an Alarm Definition

To delete the new alarm definition called MONITORL, type D intheline
command field next to MONITORL. When you press Enter, the following
message is displayed:

BBHAA8301 Al arm definition (MONI TORL/ 00) DELETE
successf ul

Press Enter again to return to ALMLSTOL. The Library Status and Admin
Status fields for MONITORL1 show the value Deleted.

Note: A monitor definition can only be deleted if its Runtime Statusis
Disabled.

If the ALMLSTO1 view shows a deleted alarm definition, you must type
SAVE on the command line and press Enter to save your change.
Example — Undelete an Alarm Definition

To undelete the MONITORL1 alarm definition, type U in the line command
field next to MONITOR1. When you press Enter, the following message is
displayed:

BBHAA831l Al arm definition (MONI TORL/ 00) UNDELETE
successf ul

Press Enter again to return to ALMLSTO1. The Runtime Status value of
MONITORL is now Disabled.
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Understanding Alarm Definitions

Alarm Definition Primary Commands

The primary commands shown in Table 5-3 can be entered on the
COMMAND line of theindicated views, regardless of whether aform is
imposed on the view.

Table 5-3 Primary Commands for Alarm Definitions

SAVE The SAVE primary command can be used with the ALMADDO1
or ALMEDIO1 views. It updates the parameter library PDS
member that contains the alarm group to which the alarm
definition belongs.

CANCEL The CANCEL primary command can be used with the
ALMADDO1 or ALMEDIO1 views. It discards the alarm definition
being created with the ALMADDOL view or the changes being
made with the ALMEDIO1 view without updating any alarm

group.

INSTALL The INSTALL primary command can be used with the
ALMADDO1 or ALMEDIO1 views. The alarm definition is copied
to the MAINVIEW Alarm Manager runtime environment where it
is processed according to the defined runtime status and
schedule.

VERIFY The VERIFY primary command can be used with the
ALMADDO1, ALMEDIO1, or ALMBROOL1 views. It displays any
error messages for the alarm definition.

EDIT The EDIT primary command can be used with the ALMBROO1
view. It terminates the ALMBROOL1 view that provides BROWSE
access and invokes the ALMEDIO1 view that provides EDIT
access for the same alarm definition.
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Understanding Variables

The alarm message, hyperlink text, and MAINVIEW AutoOPERATOR
PCMD text in an alarm definition can be made up of literal text and text
substituted from variables. Two types of variables are available: system and
element-related.

There are five system variables:

PRIORITY The severity of the alarm message, from 1 through 5.

SEV A synonym for PRIORITY.

ALMDATE The date that the alarm message was generated.

ALMTIME The time of day that the alarm message was generated.

ALMZNTS The date and time that the alarm message was generated, expressed
as a zone-normalized time stamp. It isintended for system use

only.

Variables are preceded by an ampersand (&) in the text. Element-related
variables always end with one of three suffixes:

H The header or description of the element is substituted for the
variable.
T The threshold value, associated with alarm message severity, is

substituted for the variable.

AY) The element’s value is substituted for the variable.

Additionally, element-related variables can specify a summarization type.
The summarization type, if present, islocated between the el ement name and
the suffix. Elements with summarization types are used in conjunction with
summarized views. Summarization types are separated from the element
name with a colon.

For example, the average of the values of the e ement containing the delay
percentage would be substituted for &ASI DLYP: AVG. V.
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There are seven summarization types:

SUM

AVG

MAX

MIN

Ccou

PER

ANY

The total value of the summarized elements.

The average value of the summarized elements.
The maximum value of the summarized elements.
The minimum value of the summarized elements.
The number (count) of summarized elements.

The total value of the summarized elements expressed as a
percentage of all elements returned for the query.

The last encountered summarized el ement.

Understanding Status Values

Two copies of an alarm definition exist within MAINVIEW Alarm Manager:

Library copy

Thelibrary copy is stored in the BBHTMNxx member of your user
parameter library. This copy contains all group information and the
information about each alarm definition within the group. Every time you
type SAVE, any changes that you make are saved to the library copy.

Runtime copy

The runtime copy contains information about the alarm definition that is
currently generating alarm messages. When you first install an alarm
definition, the library and runtime copies are identical. However, when
you update and save an aarm definition, these changes are not
automatically passed on to the runtime copy. The runtime copy continues
to generate alarm messages based on the information in the previous
version of the alarm definition (before it was saved).

To update the runtime copy, use the | (Instal) line command. This
command copies the library copy to the runtime copy so that the two
copies are again identical.
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Changing a Status Value

The status values for an alarm definition appear on the ALMADDOL,
ALMEDIO1, and ALMBROOL1 views. To change the value in a particular
status field (on ALMADDOL or ALMEDIOQ1) you can

e typeover thevalue

« perform an action — such as saving changes or using the Install command
—that causes one or more values to change dynamically

The remainder of this section explains the values for the various types of
status.

Runtime Status Values

Runtime Status tells you the status of alarm groups and alarm definitions that
are currently in the runtime environment. These values can be changed by
typing over the value in the Runtime Statusfield.

Group Runtime Status

The possible values for alarm group Runtime Status are as follows:

Active The group isinstalled in the runtime environment, and alarm
definitions within the group are able to issue alarm messages.

Inactive The group isinstalled in the runtime environment, but alarm
definitions within the group are prevented from issuing alarm
messages.

NotFound The group was not installed either automatically at PAS

initialization or after the PAS was started.

A group isinstalled automatically when the PAS starts only if the
group ID isincluded in the ALRMSFX parameter of BBPARM
member MVAPRMO00. ALRMSFX=* will cause al groupsto be
installed.

Incomplete The group was installed without any alarm definitions.
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Alarm Definition Runtime Status

The possible values for alarm definition Runtime Status are as follows:

Enabled

Disabled

NotFound

Incomplete

Error

Library Status Values

Group Library Status

BMC Software, Inc., Confidential and Proprietary Information

The alarm definition isinstaled in the runtime environment and is
able to issue messages.

The alarm definition isinstalled in the runtime environment but is
prevented from issuing messages.

The alarm definition was not installed either automatically at PAS
initialization or after the PAS was started.

A definition isinstalled automatically when the PAS starts only if
the group ID of the group it belongstoisincluded in the
ALRMSFX parameter of BBPARM member MVAPRMOQ0.
ALRMSFX=* will cause all groups to be installed.

The alarm definition was installed without any conditions.

The alarm definition produced an error in the runtime environment.

The Library Status fields let you know what will happen when the library
copy of an alarm group or alarm definition is copied into the runtime

environment.

The possible values for alarm group Library Status are as follows:

Active

Inactive

Incomplete

Error

When the group isinstalled into the runtime environment, alarm
definitions in the group are able to issue messages.

When the group isinstalled into the runtime environment,
definitions in the group are prevented from issuing messages.

The group does not contain any alarm definitions.

The hilevel. UBBPARM BBHTMNxx member for the group
contains an error.
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Alarm Definition Library Status
The possible values for alarm definition Library Status are as follows:

Enabled When the group isinstalled into the runtime environment,
the alarm definition is able to issue messages.

Disabled When the group isinstalled into the runtime environment,
the alarm definition is prevented from issuing messages.

Incomplete The alarm definition is missing information that is needed to issue
alarms.
Deleted The alarm definition has been deleted but can be restored by using

the U (Undelete) line command.

Error The alarm definition contains an error that prevents installation.

Admin Status Values

You cannot type over the value in the Admin Status field. The value changes
dynamically to reflect the difference between the library and runtime copies.

Group Admin Status
The possible values for alarm group Admin Status are as follows:

Installed The runtime copy of the group isidentical to the library copy.

Notl nstall The group was not installed either automatically at PAS
initialization or after the PAS was started.

A group isinstalled automatically when the PAS starts only if the
group ID isincluded in the ALRMSFX parameter of BBPARM
member MVAPRMO00. ALRM SFX=* will cause al groupsto be

installed.
Modified The runtime copy of the group is different from the library copy.
Error The group contains an error that prevents installation.
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Alarm Definition Admin Status

The possible values for alarm definition Admin Status are as follows:

Installed

Notl nstall

M odified

Error

The runtime copy of the alarm definition isidentical to the library

copy.

The definition was not installed either automatically at PAS
initialization or after the PAS was started.

A definition isinstalled automatically when the PAS starts only if
the group ID of the group it belongsto isincluded in the
ALRMSFX parameter of BBPARM member MVVAPRMOO.
ALRMSFX=* will cause all groups to be installed.

The runtime copy of the alarm definition is different from the

library copy.

The alarm definition contains an error that prevents installation.

Controlling When Alarms Are Triggered

Sometimes you want all alarm definitions working all the time. At other
times, you might want to prevent an alarm definition or group from issuing
messages. You can control when alarms are triggered by using the Library
Status and Runtime Status fields for alarm groups or alarm definitions. Table
5-4 shows what status an alarm group or definition should have for each

circumstance.
Table 5-4 Controlling When Alarms Are Issued
Group

Group Library | Runtime | Alarm Definition | Alarm Definition
To Issue Alarms Status Status Library Status Runtime Status
Whenever the PAS is active Active Active Enabled Enabled
While the PAS is active, but Inactive Active Disabled Enabled
not after the PAS restarts
Only after the PAS is restarted | Active Inactive Enabled Disabled
or the alarm group or definition
is installed
Never Inactive Inactive Disabled Disabled
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Chapter 6 Working with Alarm
Groups and Definitions

This chapter explains some of the basic procedures you will use when you
are working with alarm groups and alarm definitions.

The examples in this chapter cover the following topics:

e accessing alarm definitions and groups

e enabling distributed alarm definitions

e copying an existing alarm group

e copying alarm definitions within a group
e creating anew alarm group

e adding an alarm definition to a new group
« gpecifying actionsin a definition

e sorting alarm messages

Note: Because alarm groups are members of the UBBPARM data set, only
one person at atime can be working in agroup. If several people are
going through these examples, create a different group ID for each
person (such as Y'Y, WW, and so on).
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Accessing Alarm Definitions and Groups

Accessing Alarm Definitions and Groups

There are several direct navigational pathsthat are available in EZALARM
by using List Alarm Groups, List Alarm Definitions, and the Advanced
Options.

This section covers the following direct access methods:

* edit and browse access
e advanced user access

Edit and Browse Access

The MAINVIEW Alarm Manager administrative views provide either edit or
browse access to the alarm group. During the time that you have edit access,
other users do not have access to the alarm group in edit mode.

The window information line shows the type of access, the accessed alarm
group, and the alarm definition. Edit-mode views have more actions available
than browse-mode views. For instance, the ALMLSTO1 and ALMLST02
views display identical alarm definition information. And both views provide
navigational linksto the ALMADDO1, ALMEDIO1, and ALMBROOL1 views.
But the ALMLSTO1 view has edit access, so the content of the alarm group
can be changed. An alarm group cannot be changed in ALMLST02 because
it provides browse access only.

To access the ALMLSTOL1 view, use the S line command from the
ALGLSTO1 (group list) view. To accessALMLSTO02, usethelL line
command from the ALGLSTOL1 view.

Advanced User Access

Other navigational paths are available when the group ID and alarm name are
known. By using the known group IDs and alarm names, alarm group
administration can be accomplished by using a more direct path through the
ALMKEYO01 and ALMKEY 02 views.
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Accessing Alarm Definitions and Groups

Shortcut to the List of Alarm Definitions in a Group

Step1  From EZALARM, place the cursor on List Alarm Definitions and press Enter.
The ALMKEY 02 view is displayed with a Group 1D entry field, as shown in
Figure 6-1.
Figure 6-1 ALMKEYO02 View
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMKEY02========CXTSTH===* =======ddnmmyyyy==hh: mm ss====MWVALARMe=D====1
Set Up/ Modify Al arns Advanced Options
Li st Al arm G oups Curr Sel ection: List . Add Alarm Definition
. List Alarm Definitions . Edit Alarm Definition
. All AlarmDefinitions Goup ID > 00 . View Alarm Definition
Alerts Al ar m Di agnostics
. Alert Managenent . Current Alarns
. Alarm History
. Al arm Summary
Step 2  Typeanaarm group ID and press Enter.

In this example, group ID 00 was entered to display the ALMLSTO1 view for
alarm group 00. The ALMLSTO1 view has edit access. You can edit alarm
group definitionsin this view or hyperlink to ALMADDO1, ALMEDIO1, or
ALMBROO0L1 by using line commands.

For adescription of the available line commands and their functions, refer to
“Alarm Definition Line Commands’ on page 5-10.

BMC Software, Inc., Confidential and Proprietary Information

Chapter 6 Working with Alarm Groups and Definitions 6-3



Accessing Alarm Definitions and Groups

Shortcut to Adding a New Alarm Definition to a Group
Step 1  From EZALARM, place the cursor on Add Alarm Definition and press Enter.

The ALMKEY 01 view is displayed with Group ID and Alarm Name entry
fields, as shown in Figure 6-2.

Figure 6-2 ALMKEYO1 View - Add Selection
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMKEY01========CXTSTH===* =======ddnmmmyyyy==hh: nm ss====WALARM==D====1
Set Up/ Modify Al arns Advanced Options
Li st Al arm G oups Curr Selection: Add . Add Alarm Definition
. List Alarm Definitions . Edit Alarm Definition
. All AlarmDefinitions Goup ID > 00 . View Alarm Definition
Al ar m Nane > JOBDELAY
Alerts Al ar m Di agnostics
. Alert Managenent . Current Alarns
. Alarm History
. Al arm Summrary

Step 2  Typeanadarm group ID and an alarm name to identify the new alarm that
you want to add, and then press Enter.

The ALMADDOL view is displayed with the group ID and dlarm namethat is
to be added. You can set up and install the new alarm definition.

Note: Entering the alarm namein ALMKEY Ol isoptional. If an alarm

name is not provided, the system generates a default name.
The default name can be changed in the ALMADDOL view.
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Accessing Alarm Definitions and Groups

Shortcut to Editing an Alarm Definition

Step 1  From EZALARM, place the cursor on Edit Alarm Definition and press Enter.

The ALMKEY 01 view is displayed with Group ID and Alarm Name entry
fields, as shown in Figure 6-3.

Figure 6-3 ALMKEYO1 View - Edit Selection
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COMWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMKEY0Q1========CXTSTH===* =======ddnmmmyyyy==hh: nm ss====WALARM==D====
Set Up/ Modify Al arns Advanced Options
Li st Al arm G oups Curr Selection: Edit . Add Alarm Definition
List Alarm Definitions . Edit Alarm Definition
Al Alarm Definitions Goup ID > RR . View Alarm Definition
Al ar m Nane > JCSA
Alerts Al ar m Di agnostics
Al ert Managenent . Current Alarns

Al arm Hi story
Al ar m Sunmary

Step 2  Typeanaarm group ID and an alarm name to identify the alarm definition

that you want to edit, and then press Enter.

The ALMEDIO1 view is displayed with the group ID and alarm name that is
to be edited. You can view, edit, and update the alarm definition as needed.
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Accessing Alarm Definitions and Groups

Shortcut to Browsing an Alarm Definition

Step 1  From EZALARM, place the cursor on View Alarm Definition and press
Enter.
The ALMKEY 01 view is displayed with Group ID and Alarm Name entry
fields, as shown in Figure 6-4.
Figure 6-4 ALMKEYO1 View - View Selection
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMKEY01========CXTSTH===* =======ddnmmyyyy==hh: nm ss====M/ALARME=D====
Set Up/ Modify Al arns Advanced Options
Li st Al arm G oups Curr Sel ection: View Add Al arm Definition
List Alarm Definitions Edit Alarm Definition
Al Alarm Definitions Goup ID > RR View Al arm Definition
Al ar m Nane > JIOR
Alerts Al ar m Di agnostics
Al ert Managenent Current Al arns
Al arm Hi story
Al ar m Sunmary
Step 2  Typeanaarm group ID and an alarm name to identify the alarm definition

that you want to browse, and then press Enter.

The ALMBROOL view is displayed with the group ID and alarm name that

you specified.
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Enabling Distributed Alarm Definitions

Enabling Distributed Alarm Definitions

Distributed alarm definitions usually have aninitial Library Status of
Di sabl ed. For example, the MAINVIEW for OS/390 alarm definitionsin
adarm group MO areall Di sabl ed.

To enable each distributed alarm definition, follow this procedure:

Step1  Fromthe EZALARM menu, hyperlink on List Alarm Groups to display the

ALGLSTO1 view.

Step 2 Fromthe ALGLSTOL view, hyperlink on group MO.

The ALMLSTO1 view is displayed, as shown in Figure 6-5.

Figure 6-5 MAINVIEW for OS/390 Distributed Alarm Definitions
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALM_ST01=========DXTSTH===* =======(* /M) EDI T ) ===MVALARM==D==11

C Al arnDef Runtine Admi n Li brary Vi ew Product Context Descript

- Nane---- Status-- Status--- Status-- -------- -------- oo oo

E AUXSHORT Di sabl ed Installed Disabled PGDSTAT MWMWS * Auxi |l i ar
CPUHI GH Disabled Installed Disabled SYSINFO MWMWS * Hi gh CPU
CSANMAX Di sabled Installed Disabled CSASUM MWMWS * CSA Max
CSFRAMES Di sabled Installed Disabled STORAGE MWMWS * Central
DEVRESP Disabled Installed D sabled DEVSTATR WMWS * Device R
ECSAMAX Disabled Installed D sabled CSASUM MWMWS * ECSA Max
JOBCPU Di sabled Installed Disabled JCPU WMWS * Job CPU
JOBDELAY Di sabled Installed Disabled JOVER MWMWS * Jobs del
PAGERESP Di sabled Installed D sabled PGDSTAT MWMWS * Pagi ng |
SLOTBAD Disabled Installed Disabled PGDSTAT MWMWS * Bad Page
TAPEMIP Disabled Installed Disabled TDEVR MWMWS * Tape Mou

Step 3

Step 4

Step 5

From the ALMLSTOL view, enter E (Edit) in the line command field next to
the AUXSHORT alarm definition, and then press Enter.

The ALMEDIO1 view is displayed.

Inthe ALMEDIOL view, type over Disabled with Enabled in the Library
Status field.

Type INSTALL on the COMMAND line of the ALMEDIO1 view, and then
press Enter.

The AUXSHORT alarm definition is reinstalled in the runtime environment
with a status of Enabl ed.
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Copying an Existing Alarm Group

Step 6  Type SAVE on the COMMAND line of the ALMEDIOL view, and then press
Enter.

The changes to the AUXSHORT definition are saved, and the message
BBHAA817] Your changes have been successfully saved
is displayed.

Step 7 Press Enter to return to the ALMLSTO1 view.

Step 8  Repeat this procedure for each alarm definition that you want to enable.

Copying an Existing Alarm Group

Group 00 and your product-specific alarm groups already exist in
MAINVIEW Alarm Manager. To add a new alarm group by copying one of
these groups, follow this procedure:

Step1  Fromthe EZALARM menu, hyperlink on List Alarm Groups.

ALGLSTO01 isdisplayed with groups 00 and MO (for MAINVIEW for
0S/390 users), as shown in Figure 6-6.

Figure 6-6 Copying an Alarm Group

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)----------
COMWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>W =ALGLSTO01 SYSD: * ddmmyyyy==hh: nrm ss====MWALARM-=D===2
C Gp #O Runtine Admi n Li brary Descri ption Updat e
- ID Def Status-- Status-- Status--  ----------iiiieiao Dat e

00 1 Active Installed Active Alarm Group 00 definition ddnmmyyyy
cCM 11 Active Installed Active M/MWS Al arm Definitions ddmmmyyyy

Step 2  TypeC intheline command field next to group MO, and type over MO with
the two-character ID of the group that you want to add. In this example, type
over MO with Zz, and then press Enter.

The ALGLSTOL view is redisplayed with the new group ID, as shown in
Figure 6-7 on page 6-9.
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Copying Alarm Definitions within a Group

Figure 6-7 ALGLSTO1 View with Groups 00, MO, and ZZ

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)----------
COMWAND  ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>W =ALGLSTO01 SYSD: * ddmmyyyy==hh: nm ss====WALARM-=D===3
C Gp #O Runtine Admi n Li brary Descri ption Updat e
- ID Def Status-- Status-- Status--  ------emee i Dat e

00 1 Active Installed Active Alarm Group 00 definition ddnmmyyyy

Y4 11 Not Found Notlnstall Active MMWS Al arm Definitions ddmmmyyyy
C M 11 Active Installed Active M/MWS Al arm Definitions ddmmyyyy

The new group (group ZZ) contains exactly the same alarm definitions as
group MO. However, the definitionsin group ZZ will not generate any alarm
messages because they have not yet been installed into the runtime
environment.

Copying Alarm Definitions within a Group

To create anew alarm definition by copying an existing one in group ZZ,
follow this procedure:

Step1  TypeS(Select) in the line command field next to group ZZ, and then press
Enter.
The ALMLSTO1 view isdisplayed, listing all of the alarm definitions
contained in Group ZZ, as shown in Figure 6-8.
Figure 6-8 ALMLSTO1 View
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALM_ST01=========DXTSTH===* =======(* /ZZ EDIT ) ===MVALARM==D==11
C AlarnmDef Runtinme Admin Li brary Vi ew Product Context Descript
- Nane---- Status-- Status--- Status-- -------- -------- oo ooo----
AUXSHORT Not Found Not I nstall Enabl ed PGDSTAT MWMWS * Auxi |l i ar
CPUHI GH Not Found NotInstall Disabled SYSINFO MWMWS * Hi gh CPU
CSAMAX Not Found NotlInstall Disabled CSASUM MWMWS * CSA Max
CSFRAMES Not Found Not I nstall Disabled STORAGE MWMWS * Central
DEVRESP Not Found NotInstall Disabled DEVSTATR WWS * Device R
ECSAMAX Not Found Notlnstall Disabled CSASUM MWMWS * ECSA Max
JOBCPU Not Found Not I nstall Disabled JCPU WMWS * Job CPU
JOBDELAY Not Found Notlnstall Disabled JOVER WMWS * Jobs del
PAGERESP Not Found Notlnstall Disabled PGDSTAT MWMWS * Pagi ng |
SLOTBAD Not Found Not I nstall Disabled PGDSTAT MWMWS * Bad Page
TAPEMIP Not Found NotInstall Disabled TDEVR MWMWS * Tape Mou
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Copying Alarm Definitions within a Group

Notice that the Library Status of the AUXSHORT aarm definitionis

Enabl ed, but the Runtime Statusis Not Found, and the Admin Statusis
Not | nst al | because the alarm definition is not yet installed. You enabled
the AUXSHORT alarm definition in “ Enabling Distributed Alarm
Definitions’ on page 6-7.

Step2  Type C (Copy) in the line command field next to the alarm definition named

DEVRESP, but do not press Enter yet.

Step 3 Type over the name DEVRESP with a new name, such as RESPDEYV, and

then press Enter, as shown in Figure 6-9.

Figure 6-9 Copying and Renaming an Alarm Definition
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALM_ST01=========DXTSTH===* =======(* /ZZ EDIT ) ===MVALARME=D==11
C Al arnmDef Runtine Admin Li brary Vi ew Product Context Descript
- Name---- Status-- Status--- Status-- -------- -------- oo oo
CSFRAMES Not Found Not I nstall Disabled STORAGE MWMWS * Central
c respdev NotFound Notlnstall Disabled DEVSTATR WMWS * Device R
ECSAMAX Not Found NotInstall Disabled CSASUM MWMWS * ECSA Max

The new alarm definition RESPDEV is added to the ALMLSTOL view
aphabetically, as shown in Figure 6-10. Notice that it is not enabled or
installed.

Figure 6-10 RESPDEV Added to the ALMLSTO1 View

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)----------

COWAND ===> SCROLL ===> CSR

CURR WN ===> 1 ALT WN ===>

>WL =ALM_ST01=========DXTSTH===* =======(* /ZZ EDI T ) ===MVALARM==D==12
C AlarnmDef Runtinme Admin Li brary Vi ew Product Context Descript
- Nane---- Status-- Status--- Status-- -------- -------- ------- --------

CSFRAMES Not Found Not I nstall Disabled STORAGE MWMWS *

DEVRESP Not Found Notlnstall Disabled DEVSTATR WMWS *

ECSAMAX Not Found NotInstall Disabled CSASUM MWMWS *

JOBCPU Not Found Not I nstall Disabled JCPU WMWS * Job CPU
JOBDELAY Not Found NotInstall Disabled JOVER MWMWS * Jobs del

PAGERESP Not Found Notlnstall Disabled PGDSTAT MWMWS * Pagi ng |

RESPDEV Not Found NotInstall Disabled DEVSTATR WWS * Device R

Step 4  Type SAVE on the COMMAND line and press Enter to save the new alarm

definition.

Step 5  TypeE (Edit) in the line command field next to RESPDEYV, and then press

Enter.
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Copying Alarm Definitions within a Group

The ALMEDIO1 view is displayed, showing the details of the alarm

definition RESPDEYV, as shown in Figure 6-11.

Figure 6-11 ALMEDIO1 View
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
WL =ALMEDI 01=========DXTSTH===* =======( RESPDEV / ZZ EDI T ) ====MVALARMF=D===1
-ldentification- -Definitions-
Al arm Def Name.. RESPDEV Conditions... Defined
Goup ID........ zz Thr eshol ds. 2
Description..... Devi ce Response Ti ne Exceptions Filters...... Defi ned
Runtine Status.. NotFound Filters.... 2
Admin Status.... Notlnstall Where Text. Not Defi ned
Li brary Status.. Disabled Expr essi ons. .
Messages. . ... Defi ned
Actions...... Def i ned
----- Source----- Frequency.... Defined
Product......... M/MWVS
Context......... * -Last Updat e-
View ........... DEVSTATR Date......... ddmmmyyyy
Scope. .......... * Time......... hh: mm ss
Userld....... tsoid
System...... sysid

Step 6

Step 7

Step 8

You can hyperlink to other MAINVIEW Alarm Manager views from any
highlighted field. You can also type over highlighted charactersin the
Description, Runtime Status, Library Status, Product, Context, and View
fields.

Move the cursor to the Description field and type over the current description
with a new one, such as Responsetime for Devices.

In the Library Statusfield, type over Disabled with Enabled so that, when
RESPDEYV is saved, it is enabled.

Type SAVE on the COMMAND line to save the updated definition.

You are returned to the ALMLSTO1 view.

Changing the Monitoring Frequency

Step 1

Now you can change one of the alarm definition parameters.

Type E (Edit) in the line command field next to RESPDEYV, and then press
Enter.

The ALMEDIO1 view is displayed.
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Copying Alarm Definitions within a Group

Step 2 Hyperlink on the Frequency field.

The ALMFRQO1 form is displayed. The ALMFRQOL1 form enables you to
specify how often MAINVIEW Alarm Manager checks to seeif the
thresholds on the elements in the alarm definition have been met in order to
determine if a message needs to be generated. Notice that the charactersin
the Monitor Cycle and Schedule fields are input fields (highlighted) that can
be changed by typing over the existing values.

Step 3 Move the cursor to the Monitor Cycle field and type over the default of 60
seconds with 10.

By default, the Monitor Cycle field is set at 60 seconds, which means that
MAINVIEW Alarm Manager checks the elements every 60 seconds and
generates the appropriate Start and End messages based on that information.
MAINVIEW Alarm Manager supports a monitor frequency value between 5
and 9999 seconds.

Step 4  Movethe cursor to the Everyday field and type over Yes with No.

Step 5  Select specific days of the week and times of the day during which
monitoring takes place:

5.A  Movethe cursor to the Wednesdays field and type over No with Yes.

5.B  Then type over the Start field with 08:00 and type over the Stop field
with 15:00.

This means that RESPDEV will monitor device response times between
8:00 A.M. and 3:00 PM. on Wednesday, as shown in Figure 6-12. By
default, MAINVIEW Alarm Manager monitors the elements every day, 24
hours aday. You can change any start or stop time by typing over the
existing value with the value that you want.

Figure 6-12 Specifying Monitor Frequency

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm------------
COWAND ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
>WL =ALMEDI 01=ALMFRQO1=DXTSTH===* ======( RESPDEV/ ZZ E MOD) ====MWALARM==D===1
Moni tor Cycl e: 10 seconds (Time MVAlarmwaits between nonitoring cycles)
---Schedul e- - - Start St op
Ever yday No 00: 00 23: 59
Mondays No 00: 00 00: 00
Tuesdays No 00: 00 00: 00
Wednesdays Yes 08: 00 15: 00
Thur sdays No 00: 00 00: 00
Fri days No 00: 00 00: 00
Sat ur days No 00: 00 00: 00
Sundays No 00: 00 00: 00
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Creating a New Alarm Group

Step 6

Press PF3 to return to the ALMEDIO1 view.

Type SAVE on the COMMAND line to save the new monitoring frequency.

Using the Install Line Command

At thistime, your alarm definition RESPDEV and the alarm group ZZ are
not installed.

To install the alarm definition from the ALMLSTO1 view, type | (Install)
next to RESPDEV and press Enter.

RESPDEYV is now actively monitoring JCPUR, even though the rest of the
alarm definitionsin group ZZ are till inactive, as shown in Figure 6-13.

Figure 6-13 Activating an Alarm Definition and Group
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALM_ST01=========DXTSTH===* =======(* /ZZ EDIT ) ===MVALARMF=D==12
C AlarnmDef Runtinme Admin Li brary Vi ew Product Context Descript
- Nane---- Status-- Status--- Status-- -------- -------- ------- --------
JOBDELAY Not Found NotInstall Disabled JOVER MWMWS * Jobs del
PAGERESP Not Found Notlnstall Disabled PGDSTAT MWMWS * Pagi ng |
RESPDEV Enabled Installed Enabled DEVSTATR MWMWS * Response
SLOTBAD Not Found Not I nstall Disabled PGDSTAT MWMWS * Bad Page
TAPEMIP Not Found NotInstall Disabled TDEVR MWMWS * Tape Mou

Creating a New Alarm Group

To create anew alarm group, follow this procedure:

Step 1  Fromthe EZALARM menu, hyperlink on List Alarm Groups.
ALGLSTO01 isdisplayed with group 00 and a product-specific group (MO).
Figure 6-14 Adding an Alarm Group
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)----------
COMVAND  ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
>WL =ALGLST01========DXTSTH====* =======ddmmyyyy==hh: nm ss====MALARM==D===2
C Gp #O Runtine Adm n Li brary Description Updat e
- ID Def Status-- Status-- Status--  ---------------ooo- Dat e
a gg 1 Active Installed Active Alarm Group 00 definition ddnmmyyyy
M 12 Active Installed Active M/MWS Al arm Definitions ddmmyyyy
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Adding an Alarm Definition to a New Group

Step 2

Type A in the line command field next to group 00, and then type over the 00
with the two-character 1D of the group that you want to add. In this example,
type over 00 with GG, and then press Enter.

The ALGLSTOL1 view is redisplayed with the new group ID, as shown in
Figure 6-15.

Figure 6-15 New Group GG Added to ALGLSTO01

00
GG
M

ddnmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv. . 1mm)----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>

>WL =ALGLSTO01 DXTSTH: * ddmmyyyy==hh: mm ss====WALARM==D===2
C Gp #O Runtinme Admn Li brary Descri ption Updat e

- ID Def Status-- Status-- StatuS--  m-memmm e e e e e Dat e

1 Active Installed Active Alarm Group 00 definition ddnmmyyyy
0 Not Found Notlnstall Inconplete Alarm Goup 00 definition ddmmyyyy
12 Active Installed Active M/MWS Al arm Definitions ddmmyyyy

The new group (GG) is currently empty, asindicated by the value of 0 in the
#Of Def field.

Adding an Alarm Definition to a New Group

Step 1

Step 2

Step 3

Step 4

Now that a new group has been created, you can add an alarm definition to it.
You can use a procedure similar to the one described in Chapter 3, “ Setting
Up an Alarm Definition Quickly.”

To add an alarm definition for MAINVIEW for OS/390, follow this
procedure:

Type the following on the COMMAND line of the ALGLSTO1 view, and
then press Enter:

CONtext *LOCAL MVMVS,EZMVS
The EZMV S menu is displayed.
From EZMV'S, type JCPUR on the COMMAND line and press Enter.

In the JCPUR view, type SETALARM GG on the COMMAND line, but do
not press Enter yet.

Position the cursor in the % DIy CPU column and press Enter.
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Adding an Alarm Definition to a New Group

Your screen should look something like Figure 6-16.

Figure 6-16 Adding an Alarm Definition to a New Group
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.m)----------
COMWAND  ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
W -JCPUR----------- DXTSTH- - -*------- ddmmyyyy- - hh: mm ss-- - WWS--D-----91
C Jobnane T Srvd ass % CPU Utilization Cur CPU 9%CB %BRB %Dy
e R 0...... 10...... 20 Pty Secs Tinme Tinme CPU
XTSTHPAS S STCPAS 2.85 255 2 98.9 1.1
BWDI D3 T TSONRM 2.58 255 2 96.2 3.8 21.4
WL =ALMADDQ1========DXTSTH===* ======( NEWMONOO/ GG A MOD ) ====MVALARM==D===1
-ldentification- -Definitions-
Al arm Def Nanme.. NEWMONOO Condi tions... Defined
Goup ID........ GG Thr eshol ds. 1
Description..... M/MWS JCPUR exceptions on DXTS Filters...... Def i ned
Runtinme Status.. Not Found Filters.... 3
Admin Status.... Notlnstall Where Text. Not Defi ned
Li brary Status.. Enabled Expr essi ons. .
Messages. . ... Def aul t
Actions...... Def aul t
----- Source----- Frequency.... Default
Product......... MWMWS
Context......... DXTSTH -Last Updat e-
View ........... JCPUR Date......... ddmmyyyy
Scope. .......... * Time......... hh: mm ss
Userld....... tsoid
System ...... DXTSTH
Step5  TypeINSTALL onthe COMMAND line and press Enter.
Step 6  Type SAVE on the COMMAND line and press Enter.
The message BBHAA8291 Al arm defi niti on ( NEWMONOO/ GG
ADD successf ul isdisplayed.
Step 7 PressEnter again to redisplay the EZALARM menu.
Step 8  Hyperlink on the List Alarm Groups field.

Notice that the new group GG now has a Runtime Status of Active, because
the alarm definition created with the SETALARM command was install ed.
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Adding an Alarm Definition to a New Group

Adding a New Condition

You can add a new condition to an existing alarm definition by using either

of the following methods:

e the SENDT (SENDThreshold) primary command
* the Cline command

Using the SENDT Primary Command

The SENDT command is used to send additional threshold conditionsto an

existing alarm definition.

Note:

the COMMAND line.

For help on the SENDT command, type HELP SENDTHRESH on

After completing the example in “Adding an Alarm Definition to a New
Group” on page 6-14, the screen should look something like Figure 6-17.

Figure 6-17 Split Screen Showing JCPUR and ALGLSTO01
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
W -JCPUR----------- DXTSTH- - -*------- ddmmyyyy- - hh: mm ss--- WWS--D-----91
C Jobnane T Srvd ass % CPU Utilization Cur CPU 9%CB %BRB %Dy
e ¢ 10...... 20 Pty Secs Tinme Tinme CPU
AACDMA1 S STCNRM 5. 40 241 3 99.4 0.6 20.0
BWDI D3 T TSONRM 3.12 255 2 95.9 4.1 13.3
XTSTHCAS S STCPAS 1.87 245 1 96.6 3.4 13.3
AACDMB1 S STCNRM 1.38 241 1 93.1 6.9 13.3
DC$BBI S STCNRM 1.20 241 1 90.8 9.2 40.0
OTG S STCNRM 1.16 241 1 93.2 6.8 26.7
CNWNETD S STCNRM 0.98 241 1 96.8 3.2 6.7
>W2 =ALG.ST01=========DXTSTH===* ======ddnmmyyyy==hh: nm ss===MWALARM==D====
C G #O Runtine Adm n Li brary Descri ption Updat e
- |ID Def Status-- Status-- Status-- -------------------oo--- Dat e
GG 1 Active Modi fied Active Alarm Group 00 definitio ddmmyyyy
M) 12 Active Installed Active M/MWS Al arm Definitions ddmmyyyy
ZZ 13 Active Installed Active MMWS Al arm Definitions ddmmyyyy
00 2 Active Modi fied Active Alarm G oup 00 definitio ddnmmyyyy

PrRrRrRPAHCH

You can set up a second condition by using the thresholds on the % CPU
Utilization field. To add the second condition:

Step 1

Step 2

Type S (Select) next to group GG and press Enter.

Type E (Edit) next to NEWMONOO and press Enter.
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Adding an Alarm Definition to a New Group

Step 3 Hyperlink on the Thresholds field.

The ALMTHROL1 form is displayed.

Step 4  Type SENDT onthe COMMAND line, but do not press Enter yet.

Step 5  Position the cursor in the % CPU Utilization field of JCPUR, and then press

Enter.

A second condition (C2) is added to ALMTHRO1 automatically, as shown in
Figure 6-18.

Figure 6-18 NEWMONOO with Two Conditions

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>
W -JCPUR----------- DXTSTH- - -*------- ddmmyyyy- - hh: mm ss--- WWS--D-----91
C Jobname T Srvd ass % CPU Utilization Cur CPU 9%CB %BRB %Dy
----------------- 0......10......20 Pty Secs Tine Tine CPU
AAODMA1 S STCNRM 5.40 241 3 99.4 0.6 20.0
BWDI D3 T TSONRM 3.12 255 2 959 4.1 13.3
XTSTHCAS S STCPAS 1.87 245 1 96.6 3.4 13.3
AAODMB1 S STCNRM 1.38 241 1 93.1 6.9 13.3
DC$BBI S STCNRM 1.20 241 1 90.8 9.2 40.0
OLTG S STCNRM 1.16 241 1 93.2 6.8 26.7
CNWNETD S STCNRM 0.98 241 1 96.8 3.2 6.7
>W2 =ALMADDO1=ALMIHRO1=DXTSTH===* ======( NEWMONOO/ GG A MOD) ===MALARM==D===2
C Cond El enent Sum Op Info Warning M nor Major Critical Description
= ld-- NamB--- TYyp -+ ----mmm mmm e e e e eee e eee eeeiiao e
Cl  ASLWCPP ___ >= 2 5 10 %Dy CPU
C2  ASLCPPC ___ >= 2 5 10 % CPU Utili
Note: BMC Software recommends that you look carefully at the threshold

conditions before saving your alarm definition. It is possible for
thresholds to be set at alevel that causes an unreasonable number of
alarm messages to be generated. You might need to change your
threshold values to limit the number of alarm messages that are
triggered by the alarm definition.
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Specifying Actions for an Alarm Definition

Specifying Actions for an Alarm Definition

This section shows you how to specify actions for an alarm definition. To
specify actions, perform the following steps.

Step 1  From EZALARM, place the cursor on List Alarm Groups and press Enter to
display the ALGLSTO1 view.
Step 2 Type S (Select) in the line command field next to Group 00 and press Enter
to display the ALMLSTOL view.
Step 3 TypeB (Browse) in the line command field next to TGTCHK and press
Enter to display the ALMBROO1 view.
Step 4  Position the cursor in the Actions field and press Enter.
The ALMACTOL form is displayed, as shown in Figure 6-19.
Figure 6-19 Displaying Actions
ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (RV. I, M) = -« -« -« -«---
COMVAND  ===> SCROLL ===> PAGE
CURR WN ===> 1 ALT WN ===>
WL =ALMBROD1=ALMACTO1=DXTSTH===*=======( TGTCHK /00 BRWSE) ====MVALARM:==D===1
Hyperlink... CONTEXT * PLEXMGR VIEW TGTACT, TIME Z Z 11 &ALMZN
TS
Hel plink. . . .
Topi c ;. TARGETS

Subt opi ¢ : PRODUCTS

Aut 0OPERATOR

Userld
Queue . MAIN
PCMD.

....... TRANSFER * PLEXMGR, TGTACT; TIME Z Z 11 &ALMZNTS

Hyperlink

Helplink

From ALMACTO0L, the following actions can be specified for an dlarm
definition:
Defines the hyperlink path to be taken from the Message ID fidd in the
ALARM and ALARMH views. The default isto hyperlink to the view
containing the data that generated the alert.

Identifies a user-written help topic to which users can hyperlink from the
HLP IND field inthe ALARM and ALARMH views.
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Sorting Alarm Messages

AutoOPERATOR Identifies auser ID, queue, and command to be passed to Alert Management
and MAINVIEW AutoOPERATOR.

All darms generated by the alarm definition are automatically sent to
MAINVIEW AutoOPERATOR and Alert Management, if they are installed
on the same MV S image asthe MAINVIEW Alarm Manager PAS.

In the case of MAINVIEW AutoOPERATOR, the alarms are processed by
two rules: ALRMSTRT for Start messages and ALRMSTOP for End
messages. Both of these rules arein the AAORULQO rule set and are shipped
disabled. These rules, which convert the darmsto MAINVIEW
AUtoOPERATOR alerts, must be enabled to process MAINVIEW Alarm
Manager alarms.

In the case of Alert Management, the alarms are passed automatically to that
component.

By filling in the Userld, Queue, and PCMD fields, you can set specific
attributes for MAINVIEW AutoOPERATOR and Alert Management aerts.

See your MAINVIEW AutoOPERATOR administrator for information about
how to fill in these fields.

Sorting Alarm Messages

The order of alarm messagesis determined by the product providing the data
(such as MAINVIEW for OS/390), if no ordering specifications are made on
the ALMSRTO1 view.

The ALMSRTOL view alows you to control

» theorder in which WTO messages are displayed on the console if the
Consol e option on the Messages form (ALMMSGO0L1) is changed to Yes

e the order in which messages are sent to MAINVIEW AutoOPERATOR
«  which messages will be generated and which messages will be discarded,

if amaximum number of messages generated for a severity type has been
specified on the ALMEXPOL form
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Sorting Alarm Messages

To access ALMSRTOL from the ALMM SGO1 form, hyperlink from the
Messages Ordered By field. The ALMSRTOL form is displayed, as shown in
Figure 6-20.

Figure 6-20 Message Sort Form (ALMSRTO01)

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm)----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>

WL =ALMEDI 01=ALMSRT01=DXTSTH===* =======( RESPDEV /ZZ EDI T ) ===MWALARM:=D===2
Cond El ement Sum Sort Sort Description

Id-- Name---- Typ Levl Odr -------mmmmmmmmm e oo

Cc1 DXLSRVAT __ Response Tine

F3 DXGryrc __ Tape Device Unit Address

Specifying a Sort Level

If an alarm definition has multiple conditions, you can tell MAINVIEW
Alarm Manager to sort the messages in hierarchical order. You can specify a
sort level for each condition by typing a number in the Sort Levl field of
ALMSRTO0L, as shown in Figure 6-21. When you press Enter, the new levels
of sorting criteria are displayed.

Figure 6-21 Sorting Messages by Hierarchy

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>

WL =ALMEDI 01=ALMSRT01=DXTSTH===* =======( RESPDEV /ZZ EDI T ) ===MWALARM==D===2
Cond El ement Sum Sort Sort Description

Id-- Name---- Typ Levl Odr -------mmmmmmmm i

Cc1 DXLSRVAT 1 _ Response Tine

F3 DXGITYyrC __ 2 _ Tape Device Unit Address

In this example, response time is the primary sort criteria (sort level 1), and
tape device unit address is the secondary sort criteria (sort level 2). If several
instances with duplicate response times occur, those instances will be
grouped together, then further sorted by the tape device unit address within
that group.

Note: You can also specify the sort order at the same time that you are
specifying the sort level. Pressing Enter records all of your entries.
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Sorting Alarm Messages

Changing the Sort Order

You can change the sort order of messages by typing over the charactersin
the Sort Ordr field of ALMSRTOL. Specify A for ascending or D for

descending.

For example, in Figure 6-22, if several messages with duplicate response
times occur, those messages will be grouped together and the groups will be
sorted in descending order (D) by response time. Individual messagesin a
response-time group will be sorted in ascending order (A) by tape device unit

address.

Figure 6-22 Sorting Messages by Order

ddmmyyyy hh:mmss --------- MAI NVI EW W NDOW | NTERFACE (Rv.r.mm----------
COWAND ===> SCROLL ===> CSR
CURR WN ===> 1 ALT WN ===>

WL =ALMEDI 01=ALMSRT01=DXTSTH===* =======( RESPDEV /ZZ EDI T ) ===MWALARM==D===2
Cond El ement Sum Sort Sort Description

Id-- Name---- Typ Levl Ordr --------mommmmnann-

Cc1 DXLSRVAT 1 D Response Tine

F3 DXGTYrC __ 2 A Tape Device Unit Address
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Appendix A Controlling the
MAINVIEW Alarm
Manager PAS

To control and query the MAINVIEW Alarm Manager PAS, use the
MODIFY command from an MV S console. To execute a command, enter

/F mvalarm_pas,M VA=command

where mvalarm_pasis the PAS stepname and command can be one of the
following values:

ACTivate group_name Changes an alarm group’s runtime status to ACTIVE and changes the
runtime status of al installed alarm definitions in the alarm group to
ENABLED.

For example, if your PAS nameis MVAPAS and you want to activate group
AA, issue the following command:

/IF MVAPASMVA=ACT AA

CONversations Lists the conversations used to query the data tables (for diagnostic purposes
only).

CONversations ALL  Lists the conversations used to query the datatables with the alarm
definitions serviced by each conversation (for diagnostic purposes only).
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DI Sable group_name def_name
Changes the runtime status of an alarm definition in an alarm group to
DISABLED.

For example, if your PAS nameis MVAPAS and you want to disable the
alarm definition TGTCHK in the alarm group AA, issue the following
command:
/[F MVAPASMVA=DISAA TGTCHK

ENAble group_name def_name
Changes the runtime status of an alarm definition in an alarm group to
ENABLED.
For example, if your PAS nameis MVAPAS and you want to enable the
runtime status of alarm definition TGTCHK in alarm group AA, issue the
following command:
/[F MVAPASMVA=ENA AA TGTCHK

HELp Liststhe MODIFY commands.

INActive group_name Changes an alarm group’s runtime status to INACTIVE and changes the
runtime status of all installed alarm definitionsin the alarm group to

DISABLED.

For example, if your PAS name is MVAPAS and you want to make group
AA inactive, issue the following command:

/[F MVAPASMVA=INA AA

RESet MVAlert Processes BBPARM member BBOTAQ0O, which identifies the alert
repositories that provide input to Alert Management views. RESet MVAlert
enables you to modify BBOTAOO0O and use it without restarting the
MAINVIEW Alarm Manager PAS.

STAtus Lists the runtime alarm groups.

STAtusALL Lists the runtime alarm groups and aarm definitions.
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END USER LICENSE AGREEMENT
NOTICE

BY OPENING THE PACKAGE, INSTALLING, PRESSING "AGREE" OR "YES" OR USING THE PRODUCT, THE ENTITY OR INDIVIDUAL
ENTERING INTO THIS AGREEMENT AGREES TO BE BOUND BY THE FOLLOWING TERMS. IF YOU DO NOT AGREE WITH ANY OF
THESE TERMS, DO NOT INSTALL OR USE THE PRODUCT, PROMPTLY RETURN THE PRODUCT TO BMC OR YOUR BMC RESELLER,
AND IF YOU ACQUIRED THE LICENSE WITHIN 30 DAYS OF THE DATE OF YOUR ORDER CONTACT BMC OR YOUR BMC RESELLER
FOR A REFUND OF LICENSE FEES PAID. IF YOU REJECT THIS AGREEMENT, YOU WILL NOT ACQUIRE ANY LICENSE TO USE THE
PRODUCT.

This Agreement ("Agreement") is between the entity or individual entering into this Agreement ("You") and BMC Software Distribution, Inc., a
Delaware corporation located at 2101 CityWest Blvd., Houston, Texas, 77042, USA or its affiliated local licensing entity ("BMC"). "You" includes
you and your Affiliates. "Affiliate" is defined as an entity which controls, is controlled by or shares common control with a party. THIS
AGREEMENT WILL APPLY TO THE PRODUCT, UNLESS (1) YOU AGREED TO A WEB BASED LICENSE AGREEMENT WITH BMC WHEN
ORDERING THE PRODUCT, IN WHICH CASE THAT WEB BASED LICENSE AGREEMENT GOVERNS THE USE OF THE PRODUCT, OR (2)
IF YOU DID NOT AGREE TO A WEB BASED LICENSE AGREEMENT WITH BMC WHEN ORDERING THE PRODUCT AND YOU HAVE A
WRITTEN LICENSE AGREEMENT WITH BMC, THEN THAT WRITTEN AGREEMENT GOVERNS THE USE OF THE PRODUCT. THE
ELECTRONIC AGREEMENT PROVIDED WITH THE PRODUCT AS PART OF THE INSTALLATION OF THE PRODUCT WILL NOT APPLY. In
addition to the restrictions imposed under this Agreement, any other usage restrictions contained in the Product installation instructions or release
notes shall apply to Your use of the Product.

PRODUCT AND CAPACITY. "Software" means the object code version of the computer programs provided, via delivery or electronic
transmission, to You. Software includes computer files, enhancements, maintenance modifications, upgrades, updates, bug fixes, and error
corrections.

"Documentation” means all written or graphical material provided by BMC in any medium, including any technical specifications, relating to the
functionality or operation of the Software.

"Product" means the Software and Documentation.

"License Capacity" means the licensed capacity for the Software with the pricing and other license defining terms, including capacity restrictions,
such as tier limit, total allowed users, gigabyte limit, quantity of Software, and/or other capacity limitations regarding the Software. For licenses
based on the power of a computer, You agree to use BMC's current computer classification scheme, which is available at http://www.bmc.com or
can be provided to You upon request.

ACCEPTANCE. The Product is deemed accepted by You, on the date that You received the Product from BMC.

LICENSE. Subject to the terms of this Agreement, as well as Your payment of applicable fees, BMC grants You a non-exclusive, non-transferable,
perpetual (unless a term license is provided on an order) license for each copy of the Software, up to the License Capacity, to do the following:

(a) install the Software on Your owned or leased hardware located at a facility owned or controlled by You in the country where You acquired the
license;

(b) operate the Software solely for processing Your own data in Your business operations; and
(c) make one copy of the Software for backup and archival purposes only (collectively a "License").

If the Software is designed by BMC to permit you to modify such Software, then you agree to only use such modifications or new software
programs for Your internal purposes or otherwise consistent with the License. BMC grants You a license to use the Documentation solely for Your
internal use in Your operations.

LICENSE UPGRADES. You may expand the scope of the License Capacity only pursuant to a separate agreement with BMC for such expanded
usage and Your payment of applicable fees. There is no additional warranty period or free support period for license upgrades.

RESTRICTIONS: You agree to NOT:
(a) disassemble, reverse engineer, decompile or otherwise attempt to derive any Software from executable code;

(b) distribute or provide the Software to any third party (including without limitation, use in a service bureau, outsourcing environment, or
processing the data of third parties, or for rental, lease, or sublicense); or

(c) provide a third party with the results of any functional evaluation or benchmarking or performance tests, without BMC'’s prior written approval,
unless prohibited by local law.

TRIAL LICENSE. If, as part of the ordering process, the Product is provided on a trial basis, then these terms apply: (i) this license consists solely
of a non-exclusive, non-transferable evaluation license to operate the Software for the period of time specified from BMC or, if not specified, a 30
day time period ("Trial Period") only for evaluating whether You desire to acquire a capacity-based license to the Product for a fee; and (ii) Your
use of the Product is on an AS IS basis without any warranty, and BMC, ITS AFFILIATES AND RESELLERS, AND LICENSORS DISCLAIM ANY
AND ALL WARRANTIES (INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A
PARTICULAR PURPOSE AND NON-INFRINGEMENT) AND HAVE NO LIABILITY WHATSOEVER RESULTING FROM THE USE OF THIS
PRODUCT UNDER THIS TRIAL LICENSE ("Trial License"). BMC may terminate for its convenience a Trial License upon notice to You. When
the Trial Period ends, Your right to use this Product automatically expires. If You want to continue Your use of the Product beyond the Trial
Period, contact BMC to acquire a capacity-based license to the Product for a fee.

TERMINATION. This Agreement shall immediately terminate if You breach any of its terms. Upon termination, for any reason, You must uninstall
the Software, and either certify the destruction of the Product or return it to BMC.



OWNERSHIP OF THE PRODUCT. BMC or its Affiliates or licensors retain all right, title and interest to and in the BMC Product and all intellectual
property, informational, industrial property and proprietary rights therein. BMC neither grants nor otherwise transfers any rights of ownership in the
BMC Product to You. BMC Products are protected by applicable copyright, trade secret, and industrial and intellectual property laws. BMC
reserves any rights not expressly granted to You herein.

CONFIDENTIAL AND PROPRIETARY INFORMATION. The BMC Products are and contain valuable confidential information of BMC
("Confidential Information”). Confidential Information means non-public technical and non-technical information relating to the BMC Products
and Support, including, without limitation, trade secret and proprietary information, and the structure and organization of the Software. You may not
disclose the Confidential Information to third parties. You agree to use all reasonable efforts to prevent the unauthorized use, copying, publication
or dissemination of the Product.

WARRANTY. Except for a Trial License, BMC warrants that the Software will perform in substantial accordance with the Documentation for a
period of one year from the date of the order. This warranty shall not apply to any problems caused by software or hardware not supplied by BMC
or to any misuse of the Software.

EXCLUSIVE REMEDY. BMC's entire liability, and Your exclusive remedy, for any defect in the Software during the warranty period or breach of
the warranty above shall be limited to the following: BMC shall use reasonable efforts to remedy defects covered by the warranty or replace the
defective Software within a reasonable period of time, or if BMC cannot remedy or replace such defective copy of the Software, then BMC shall
refund the amount paid by You for the License for that Software. BMC'’s obligations in this section are conditioned upon Your providing BMC
prompt access to the affected Software and full cooperation in resolving the claim.

DISCLAIMER. EXCEPT FOR THE EXPRESS WARRANTIES ABOVE, THE PRODUCT IS PROVIDED "AS IS." BMC, ITS AFFILIATES AND
LICENSORS SPECIFICALLY DISCLAIM ALL OTHER WARRANTIES, INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AND NON-INFRINGEMENT. BMC DOES NOT WARRANT THAT THE
OPERATION OF THE SOFTWARE WILL BE UNINTERRUPTED OR ERROR FREE, OR THAT ALL DEFECTS CAN BE CORRECTED.

DISCLAIMER OF DAMAGES. IN NO EVENT IS BMC, ITS AFFILIATES OR LICENSORS LIABLE FOR ANY SPECIAL, INDIRECT,
INCIDENTAL, PUNITIVE OR CONSEQUENTIAL DAMAGES RELATING TO OR ARISING OUT OF THIS AGREEMENT, SUPPORT, AND/OR
THE PRODUCT (INCLUDING, WITHOUT LIMITATION, LOST PROFITS, LOST COMPUTER USAGE TIME, AND DAMAGE OR LOSS OF USE
OF DATA), EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, AND IRRESPECTIVE OF ANY NEGLIGENCE OF BMC OR
WHETHER SUCH DAMAGES RESULT FROM A CLAIM ARISING UNDER TORT OR CONTRACT LAW.

LIMITS ON LIABILITY. BMC'S AGGREGATE LIABILITY FOR DAMAGES IS LIMITED TO THE AMOUNT PAID BY YOU FOR THE LICENSE
TO THE PRODUCT.

SUPPORT. If Your order includes support for the Software, then BMC agrees to provide support (24 hours a day/7 days a week) ("Support”). You
will be automatically re-enrolled in Support on an annual basis unless BMC receives notice of termination from You as provided below. There is a
free support period during the one year warranty period.

(a) Support Terms. BMC agrees to make commercially reasonable efforts to provide the following Support: (i) For malfunctions of supported
versions of the Software, BMC provides bug fixes, patches or workarounds in order to cause that copy of the Software to operate in substantial
conformity with its then-current operating specifications; and (ii) BMC provides new releases or versions, so long as such new releases or versions
are furnished by BMC to all other enrolled Support customers without additional charge. BMC may refuse to provide Support for any versions or
releases of the Software other than the most recent version or release of such Software made available by BMC. Either party may terminate Your
enrollment in Support upon providing notice to the other at least 30 days prior to the next applicable Support anniversary date. If You re-enroll in
Support, BMC may charge You a reinstatement fee of 1.5 times what You would have paid if You were enrolled in Support during that time period.

(b) Fees. The annual fee for Support is 20% of the Software’s list price less the applicable discount or a flat capacity based annual fee. BMC may
change its prices for the Software and/or Support upon at least 30 days notice prior to Your support anniversary date.

VERIFICATION. If requested by BMC, You agree to deliver to BMC periodic written reports, whether generated manually or electronically, detailing
Your use of the Software in accordance with this Agreement, including, without limitation, the License Capacity. BMC may, at its expense, audit
Your use of the Software to confirm Your compliance with the Agreement. If an audit reveals that You have underpaid fees, You agree to pay such
underpaid fees. If the underpaid fees exceed 5% of the fees paid, then You agree to also pay BMC's reasonable costs of conducting the audit.

EXPORT CONTROLS. You agree not to import, export, re-export, or transfer, directly or indirectly, any part of the Product or any underlying
information or technology except in full compliance with all United States, foreign and other applicable laws and regulations.

GOVERNING LAW. This Agreement is governed by the substantive laws in force, without regard to conflict of laws principles: (a) in the State of
New York, if you acquired the License in the United States, Puerto Rico, or any country in Central or South America; (b) in the Province of Ontario,
if you acquired the License in Canada (subsections (a) and (b) collectively referred to as the "Americas Region"); (c) in Singapore, if you acquired
the License in Japan, South Korea, Peoples Republic of China, Special Administrative Region of Hong Kong, Republic of China, Philippines,
Indonesia, Malaysia, Singapore, India, Australia, New Zealand, or Thailand (collectively, "Asia Pacific Region"); or (d) in the Netherlands, if you
acquired the License in any other country not described above. The United Nations Convention on Contracts for the International Sale of Goods is
specifically disclaimed in its entirety.

ARBITRATION. ANY DISPUTE BETWEEN YOU AND BMC ARISING OUT OF THIS AGREEMENT OR THE BREACH OR ALLEGED
BREACH, SHALL BE DETERMINED BY BINDING ARBITRATION CONDUCTED IN ENGLISH. IF THE DISPUTE IS INITIATED IN THE
AMERICAS REGION, THE ARBITRATION SHALL BE HELD IN NEW YORK, US.A.,, UNDER THE CURRENT COMMERCIAL OR
INTERNATIONAL, AS APPLICABLE, RULES OF THE AMERICAN ARBITRATION ASSOCIATION. IF THE DISPUTE IS INITIATED IN A
COUNTRY IN THE ASIA PACIFIC REGION, THE ARBITRATION SHALL BE HELD IN SINGAPORE, SINGAPORE UNDER THE CURRENT
UNCITRAL ARBITRATION RULES. IF THE DISPUTE IS INITIATED IN A COUNTRY OUTSIDE OF THE AMERICAS REGION OR ASIA
PACIFIC REGION, THE ARBITRATION SHALL BE HELD IN AMSTERDAM, NETHERLANDS UNDER THE CURRENT UNCITRAL
ARBITRATION RULES. THE COSTS OF THE ARBITRATION SHALL BE BORNE EQUALLY PENDING THE ARBITRATOR'S AWARD. THE
AWARD RENDERED SHALL BE FINAL AND BINDING UPON THE PARTIES AND SHALL NOT BE SUBJECT TO APPEAL TO ANY COURT,
AND MAY BE ENFORCED IN ANY COURT OF COMPETENT JURISDICTION. NOTHING IN THIS AGREEMENT SHALL BE DEEMED AS
PREVENTING EITHER PARTY FROM SEEKING INJUNCTIVE RELIEF FROM ANY COURT HAVING JURISDICTION OVER THE PARTIES
AND THE SUBJECT MATTER OF THE DISPUTE AS NECESSARY TO PROTECT EITHER PARTY'S CONFIDENTIAL INFORMATION,



OWNERSHIP, OR ANY OTHER PROPRIETARY RIGHTS. ALL ARBITRATION PROCEEDINGS SHALL BE CONDUCTED IN CONFIDENCE,
AND THE PARTY PREVAILING IN ARBITRATION SHALL BE ENTITLED TO RECOVER ITS REASONABLE ATTORNEYS' FEES AND
NECESSARY COSTS INCURRED RELATED THERETO FROM THE OTHER PARTY.

U.S. GOVERNMENT RESTRICTED RIGHTS. The Software under this Agreement is "commercial computer software" as that term is described in
48 C.FR. 252.227-7014(a)(1). If acquired by or on behalf of a civilian agency, the U.S. Government acquires this commercial computer software
and/or commercial computer software documentation subject to the terms of this Agreement as specified in 48 C.F.R. 12.212 (Computer Software)
and 12.211 (Technical Data) of the Federal Acquisition Regulations ("FAR") and its successors. If acquired by or on behalf of any agency within
the Department of Defense ("DOD"), the U.S. Government acquires this commercial computer software and/or commercial computer software
documentation subject to the terms of this Agreement as specified in 48 C.F.R. 227.7202 of the DOD FAR Supplement and its successors.

MISCELLANEOUS TERMS. You agree to pay BMC all amounts owed no later than 30 days from the date of the applicable invoice, unless
otherwise provided on the order for the License to the Products. You will pay, or reimburse BMC, for taxes of any kind, including sales, use, duty,
tariffs, customs, withholding, property, value-added (VAT), and other similar federal, state or local taxes (other than taxes based on BMC's net
income) imposed in connection with the Product and/or the Support. This Agreement constitutes the entire agreement between You and BMC and
supersedes any prior or contemporaneous negotiations or agreements, whether oral, written or displayed electronically, concerning the Product
and related subject matter. No modification or waiver of any provision hereof will be effective unless made in a writing signed by both BMC and
You. You may not assign or transfer this Agreement or a License to a third party without BMC’s prior written consent. Should any provision of this
Agreement be invalid or unenforceable, the remainder of the provisions will remain in effect. The parties have agreed that this Agreement and the
documents related thereto be drawn up in the English language. Les parties exigent que la présente convention ainsi que les documents qui s’y
rattachent soient rédigés en anglais.
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