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About This Guide

This guide provides information about installing and managing the NetMaster for File
Transfer Agent - CONNECT:Direct. The agent software can run on avariety of platforms
(UNIX, Windows NT, OS/400, and Tandem) and each is discussed in this guide.

Who Should Read This Guide

This guide is written for system administrators who may perform one or both of the
following roles:

= Platform Administrator - managesUNI X, WindowsNT, OS/400, or Tandem platforms
onaregular basis. Usersinthisroleinstall, distribute, and configurethe agent software
on asingle platform.

= CONNECT:Direct Administrator - manages CONNECT:Direct on one or more
platforms. This user administers the agents across multiple platforms.

Prerequisite Knowledge
Toinstall and administer the agents, these administrators should be familiar with the
day-to-day operation and management of:
= The platform onto which they are installing the agent
= CONNECT:Direct
= NetMaster for File Transfer
= TCPIP
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How to Use This Guide

Thisguide includesinformation that iscommon to all agentsaswell as platform-specific
agent information. Platform-specific information for each agent is contained in separate
parts. Each part presents conceptual information, installation instructions, management
tasks, and troubleshooting information as they apply to a specific platform.

All Users

All usersshouldread Chapter 1 which providesagenera overview of how theagent works.
This overview appliesto al platforms.

Platform Administrators

Platforms administrators should read the installation chapter that applies to the
agent/platform they are working with.

CONNECT:Direct Administrators

CONNECT:Direct administrators should read Chapter 1 and the management chapter in

the part for the agent/platform for which they are responsible. If problems arise, they
should also read the troubleshooting chapter.

Conventions Used in This Guide

The following conventions apply in this guide:

Product name

The NetMaster for File Transfer Agent - CONNECT:Direct may aso be referred to
in text asthe File Transfer Agent.

Index entries
In the index, UNIX Agent-specific entries are indicated by (UX), Windows NT
Agent-specific entries are indicated by (NT), OS/400 Agent-specific entries are
indicated by (OS), and Tandem Agent-specific entries are indicated by (TN).
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M ainframe applications
Thisguide concernsitself primarily with therelationship between NetMaster for File
Transfer Agent - CONNECT:Direct and the Computer Associates mainframe
application NetMaster for File Transfer. The mainframe application is a separate
product, and is not included with NetMaster for File Transfer Agent -
CONNECT:Direct.

Menus
An ingtruction to choose a menu option is shown as. choose menu bar item-menu
option. For example:

Choose File-Open.

Commands and other user entries
Commands and user entries are shown in monospace font. Italic entriesindicate a
value that you supply. For example:

copy sourcefile targetfile

Optional parameters and arguments that have several choices are shown between
brackets ([ ] ), separated by avertical bar. For example,
[ PARML | PARM] . Do not type the brackets.

Default values for parameters and arguments are shown under | i ned. If an
argument is not specified on the command line, the default value for that parameter
is always used. For example:

set default=[config.ini | filenanme.ini]]

Mandatory valuesthat have several choices are shown between braces, separated by
avertical bar. For example, { OPTI ON1 | OPTI ON2} . Do not type the braces.

File and application names
Distributed system file names and internal applications are shown in mixed upper
and lower case and in monospace font. For example, SOLVEAgent .

Dialog boxes and windows
Names of dialog boxes and windows are shown in bold type. For example:

Respond to the prompt in the Start Up dialog box.

Fieldsand lists
Field and list names are shown as they appear on the panel, dialog, or window. For
example:

Select anew region from the Region list.
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Keyboard keys

Aninstruction to press a key on the keyboard is shown in this format:
Pressthe ENTER key.
or

Press ENTER.

Buttons

Aninstruction to click abutton that appears on adiaog or window is shown in this
format:

Click the Help button.
or
Click Help.

Related Documentation

XVii

This guide does not provide specific information about NetMaster for File Transfer or
CONNECT:Direct. However, you may wish to reference these manuals while using
NetMaster for File Transfer Agent - CONNECT:Direct:

Management Services—the Management ServicesUser'sGuideand the Management
Services Administrator Guide

NetMaster for File Transfer—the Unicenter NetMaster File Transfer Management
Implementation, Administration, and Operations Guide and the Unicenter NetMaster
File Transfer Management Release and Migration Guide

The Unicenter Mainframe Network Management Installation and Setup Instructions,
the Automation Services Common User Guide, and the Automation Services
Administrator Guide

CONNECT:Direct for UNIX User’s Guide
CONNECT:Direct for Windows NT User’s Guide
CONNECT:Direct for OS/400 User’s Guide
CONNECT:Direct for Tandem User’s Guide
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Support for Customers

If you cannot find the information you need in this guide, you should:

= Forthe UNIX Agent, refer to the man pagesinstalled on your system (acompletelist
of available man pagesisfound in Chapter 7, UNIX Man Pages).

= Phone your help desk—you might find the solution you need in your own support
group.
= Contact Technical Support to record your problem.
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Chapter 1

About NetMaster for File Transfer Agent -
CONNECT:Direct

1

The NetMaster for File Transfer Agent - CONNECT:Direct (also referred to as the File
Transfer Agent) is an open systems agent for the mainframe application NetM aster for
File Transfer (formerly known as SOLV E:Operations for File Transfer), V2.1 or later.

Overview

The File Transfer Agent performs the following functions:

= Monitorsthefile transfer processes of CONNECT:Direct running on the same
platform as the File Transfer Agent

= Passesmonitoring commandsto CONNECT:Direct from NetM aster for File Transfer
running on the MV S mainframe

= ForwardsCONNECT:Direct eventsto the corresponding CONNECT: Direct manager
(CDMGR) in the NetMaster for File Transfer region

Commands, responses, and event messages exchanged between the mainframe and the
File Transfer Agent travel over a TCP/IP network.
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Licensing

The File Transfer Agent works with two products:

= CONNECT:Direct, which is afile transfer application developed and distributed by
Sterling Commerce. CONNECT:Direct generates event messages that indicate the
success or failure of afile transfer event.

= NetMaster for File Transfer, which acts as a management application that oversees
the status of the CONNECT:Direct environment and the overall datatransfer process.
NetMaster for File Transfer centrally manages cross-platform file transfer systems
and transmission status, issues automatic aerts to notify operators of unexpected
events, and enables problem diagnosis.

The File Transfer Agent is distributed without alicense. Licensing is controlled by the
mainframe application NetMaster for File Transfer, which is licensed to connect to a
specific number of agents.

If you have any gquestions concerning your current license status, contact Technical
Support.

Supported Platforms

1-2

The File Transfer Agent provides file transfer management and monitoring capabilities
for the following platforms:

=  UNIX

= WindowsNT
= 0S/400

= Tandem

Each platform runs a File Transfer Agent designed specifically for that platform. These
agents are referred to as:

= TheUNIX Agent

=  TheWindows NT Agent
= The OS/400 Agent

= The Tandem Agent
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Ingeneral, theFile Transfer Agent performsthe samefunctionsonal platforms. However,
dueto differencesin platform architecture, some componentsand operational specifics of
each agent are necessarily different. These differences are discussed in the corresponding
parts that appear later in this guide.

The components that are common to each agent are the:

= Agent Server

= Command Server

= Event Server

Additionally, event and statistics collection components are installed when the File
Transfer Agent isinstalled. As with the basic agent components, the event and statistic

collection components vary in each agent, based on platform implementation
requirements.

Figure 1-1 illustratesthe basic components and their relationship with NetMaster for File
Transfer and CONNECT:Direct.

Agent Server

TheAgent Server listensfor connection requestsfrom NetMaster for File Transfer onlocal
port 2636. When a new connection request arrives, the Agent Server determines whether
it isacommand request or an event information request, and transfers the connection to
either the Command Server or the Event Server. Once the connection has been transferred
to the appropriate component, port 2636 is free to receive the next connection request.
Connections to the mainframe remain open until terminated by the mainframe.

Command Server

The Command Server processes acommand request sent by either a mainframe operator
or an automatic response of NetMaster for File Transfer, and executes the command on
CONNECT:Direct. Whenthecommand fini shes, the Command Server passestheresponse
back to the issuing mainframe.

Thereisone Command Server for each mai nframe connection to the File Transfer Agent.
The Command Server executes CONNECT:Direct commands one at atime, in the order
received, returning the response from one command before executing the next command.
Aslong as the connection is open, the Command Server will send CONNECT:Direct
command responses to the mainframe.
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Figure1l-1. NetMaster for File Transfer Agent - CONNECT:Direct Functional Diagram

Mainframe System

MVS Mainframe running:
- CONNECT:DIRECT for MVS
- NetMaster for File Transfer

On the distributed system:

CONNECT:Direct manages local file
transfer operations. The File Transfer
Agent collects event information
about these operations, and forwards
the information to NetMaster for File
Transfer running on the mainframe.

On the mainframe:

CONNECT:Direct for MVS manages
mainframe file transfers. NetMaster for
File Transfer monitors CONNECT:Direct
on the mainframe, and on the distributed
systems through the File Transfer Agent.
NetMaster for File Transfer issues
commands to the distributed instance of
CONNECT:Direct through the Agent; the
Agent returns command results to
NetMaster for File Transfer.

NetMaster
for File Transfer

CONNECT:Direct
for
UNIX, Windows NT,
OS/400, or Tandem

Distributed System
(UNIX, Windows NT, OS/400, or Tandem)
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Event Server

The Event Server sends file transfer events and CONNECT:Direct status events to the
mainframe, acting asabridge between CONNECT:Direct and NetMaster for File Transfer
on the mainframe. The Event Server waitsfor CONNECT:Direct events. When an event
arrives, the Event Server reformats the event and sends it to NetMaster for File Transfer
on the mainframe.

Thereisone Event Server for each mainframe connection to the File Transfer Agent. The
Event Server connection to the mainframe remains open until terminated by the
mainframe. Aslong as the connection is open, the Event Server will send
CONNECT:Direct events to the mainframe.

CONNECT:Direct Event and Statistics Collection Components

In general, CONNECT:Direct file transfer events and status events are collected and sent
to the Event Server, which forwards this information to NetMaster for File Transfer on
the mainframe.

For component information for a specific agent, see the corresponding part that appears
later in this guide.
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Chapter 2

UNIX Agent Concepts

2

Thischapter explainsthecomponentsand operational conceptsuniquetothe UNIX Agent.

The UNIX Agent monitors the activity of CONNECT:Direct for UNIX running on the
same system as the UNIX Agent. The UNIX Agent also passes management commands
from NetMaster for File Transfer to CONNECT:Direct for UNIX.

P01-088 Chapter 2. UNIX Agent Concepts 2-1



UNIX Agent Components

A conceptual diagram of the internal and external operation of the UNIX Agent isshown
in Figure 2-1. When a CONNECT:Direct command or event information request is
initiated on the mainframe, NetMaster for File Transfer opens a connection to port 2636

on the targeted UNIX system. The following UNIX Agent components process the
connection.

Figure2-1. UNIX Agent Conceptual Diagram

I UNIX System _I

TCP/IP Port 2636
A * A

inetd

IP

UNIX Agent

MVS Mainframe running:
- CONNECT:DIRECT for MVS
- NetMaster for File Transfer

Black = File Transfer Agent Components
Gray = Other Applications
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Agent Server

The UNIX i net d daemon verifies the request and passesit to the Agent Server. Based
on the type of request, the Agent Server starts either the Command Server or the Event
Server.

Command Server

NetMaster for File Transfer running on the mainframe allows mainframe operators (or
automatic responses) to issue commands to CONNECT:Direct for UNIX viathe UNIX
Agent.

When a command isissued from the mainframe, the Agent Server determines the
connection to be an command request, creates a Command Server if oneis not aready
running for that mainframe, and passes the command to the Command Server. The
Command Server executes the CONNECT:Direct for UNIX command and returns the
response to the mainframe. The Agent Server creates one Command Server for each
mainframe connection to the UNIX Agent.

Each Command Server executes commands one at atime, in the order they are received.
The Command Server returns the response from one command before executing the next
command.

Event Server and Event Collector

The Event Server sendsfile transfer events and CONNECT:Direct status events to the
mainframe. It acts as abridge between the Event Collector and amainframe. Thereisone
Event Server for each mainframe connection to the UNIX Agent.

When an Activate request isissued from the mainframe, the Agent Server determinesthe
connectionto be an event request, and createsan Event Server if oneisnot already running
for that mainframe.

Whenthe Event Server isstarted, acompanion process, the Event Collector, isal so started.
The Event Collector gathersfile transfer information from the Exit Log, and passes this
information to the Event Server, which forwardsit to NetMaster for File Transfer on the
mainframe.

User Exits and the Exit Log

Toobtain CONNECT:Direct for UNIX filetransfer events and statistics, the UNIX Agent
installation program repl acesthe standard CONNECT:Direct for UNIX statisticsexitwith
one supplied withthe UNIX Agent. Theoriginal user exit isretained, and can be put back
into use at any future time when the UNIX Agent software is uninstalled.
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When you specify the replacement of the CONNECT:Direct for UNIX exit, the UNIX
Agent installation program installsthe sof t CDexi t user exit and an associated shell
scripts, sof t CDst at s. Theinstallation program also modifies the CONNECT:Direct
for UNIX i ni t parm cf g filetousesof t CDexi t instead of the standard
CONNECT:Direct for UNIX statistic exit.

Thesof t CDst at s shell scriptiscalled by sof t CDexi t ; sof t CDexi t aso creates
and manages the UNIX Agent Exit Log. The shell script takesthe CONNECT:Direct
statisticsinformation passedtoit by sof t CDexi t and placesthedatainthe UNIX Agent
Exit Log.

The UNIX Agent Event Collector retrievesthe datafrom the Exit Log, and forwardsit to
the Event Server, which sends it on to the mainframe.

When the Exit Log contents reach 500 records, the file is deleted and recreated. The Exit
Log isupdated and maintained aslong as CONNECT:Direct for UNIX isrunning and the
sof t CDexi t isavailable.

Using Standard User Exits

If you want to continue to use the standard CONNECT:Direct for UNIX user exits, you
can instruct the installation program to leave the standard user exitsin place. To do this,
you must modify the CONNECT:Direct for UNIX exits manually; instructions on how to
do thisare provided in Chapter 8, Modifying Existing CONNECT: Direct Exit Files. In
most facilities, this should not be necessary, and you are advised to allow theinstallation
program to install the replacement files.

Mainframe Connections

2-4

To have the UNIX Agent interact with NetMaster for File Transfer running on the
mainframe, you must ask the mainframe system administrator to undertake the following
setup procedures on the mainframe:

= DefineaCDMGR manager resource for the remote UNIX system that is running the
agent software

s Define CDMON monitor resources to the CDMGR resource
= Activate the manager resource

Instructions for these procedures are found in the NetMaster for File Transfer
Implementation, Administration, and Operations Guide.
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With the activation of the manager resource, mainframe operators have access to all of
the CONNECT:Direct for UNIX monitoring and management features. This includes
starting and stopping the link to the remote system, control of queued CONNECT:Direct
processes, message visibility and alert monitoring.

Multiple Connections

More than one region or mainframe may berunning NetMaster for File Transfer, and may
be interested in monitoring or managing CONNECT:Direct for UNIX on agiven UNIX
system. The UNIX Agent supports connections with multiple mainframe regions, aswell
as connections to multiple mainframes. Only one connection per region is allowed.

The Agent Server starts one Event Server/Collector and one Command Server for each
separate region or mainframe requesting information from the UNIX system; therefore,
multiple Event Servers/Collectors and Command Servers may be running at any given

time. All Event Servers/Collectors gather event information from the same Exit Log.

When the mainframe connection is broken (for whatever reason), the UNIX Agent shuts
down the Event Server/Collector and the Command Server that was started for that
mainframe.
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Chapter 3

Installing the UNIX Agent

3

Thischapter describeshow toinstall the UNIX Agent onaUNIX workstation. Instructions
for uninstalling the product areal so presented. If youwould liketoinstall the UNIX Agent
on additional UNIX workstations, see Chapter 4, Distributing the UNIX Agent.

Hardware and Software Requirements

Thissection describesthe UNIX hardware and softwarerequirementsfor the UNIX Agent.

System Requirements
The UNIX Agent requirestheinstallation of HP-UX, Solaris, or AIX operating systems.
The supported versions of each operating system are:
=  HP-UXV11.00 or later
= Solaris2.5.1 or later
s AIXV43or later

Compiler Requirements

As part of the recommended installation procedure, the installation program will install
thesof t CDexi t user exit (see User Exits and the Exit Log, on page 2-3, for more
information). As part of this process, the installation program first searchesfor aC
compiler on the local system, and, if oneisfound, compilesthe sof t CDexi t user exit
beforeinstalling it in the directory $SOLVE_FT/ | i b, where $SOLVE_FT isthe
directory path set by the user prior to installation.
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If aC compiler isnot found, the installation program installs a precompiled version of the
user exit. Thisprecompiled exit isbased on CONNECT:Direct for UNIX Version 3.1, but
does not include any of the Version 3.1 fixes.

Prior to installation, you are advised to install a C compiler on your system, and include
itinyour PATH statement.

Note: If youinstall any CONNECT:Direct for UNIX maintenancerel eases, check the
instructionsto seeif you need to recompile the user exits after applying the
maintenancerel ease. Instructions on how to recompilethesof t CDexi t user
exitareinthefile $SOLVE_FT/ | i b/ sr c/ README.

Cooperating Software Requirements
The UNIX Agent is designed to interact with the following products:
= CONNECT:Direct for UNIX V3.1 0r V3.3

CONNECT:Direct for UNIX must beinstalled and running on each UNIX system on
which the UNIX Agent will be installed. This requirement ensures that necessary
CONNECT:Direct information is available to the UNIX Agent installation program.

= NetMaster for File Transfer (formerly known as SOLV E:Operations for File
Transfer) 3.3 or later

While not directly related to the installation and distribution of the UNIX Agent,
NetMaster for File Transfer must be installed, properly configured, and running on
the mainframe. This requirement ensures you can issue file transfer event and
command requests from the mainframe to communicate with the UNIX Agent.

See Mainframe Connections, on page 2-4, for additional information about these
procedures.

TCP/IP Connectivity Requirements

You must be able to establish TCP/IP connections between the mainframe(s) running
NetMaster for File Transfer and the UNIX workstation(s) running the UNIX Agent.

On the mainframe, TCP/IP connectivity requires TCPaccess or IBM TCP/IP.

NetMaster for File Transfer 3.3 or later supports TCPaccess, Communications Server, and
IBM TCP/IP for MV'S. For more information, seeits Installation and Setup Instructions.
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Pre-installation Checklist

Before installing the UNIX Agent, review the following checklist:

Itemsto Check Before Installing Done?
1 Isthe target workstation running HP-UX V11.00 or later, Solaris [
2.5.1 or later, or AIX V4.3 or later?
2. IsCONNECT:Direct for UNIX V3.1 or V3.3 instaled and running 0O
on the UNIX workstations on which the UNIX Agent isto be
installed?

3. Haveyou determined the directory wherethe UNIX Agent software [
isto beinstalled?

The UNIX Agent can beinstalled to any user-specified location in
the file system.

4, I's adequate free space available in the intended destination (5 MB  [J
for HP-UX and Al X; 5.5 MB for Solaris)?
Does your system have adequate recommended memory resources
(500 KB)?

5. Isthe UNIX workstation that isreceiving the UNIX Agent software [
able to establish a TCP/IP connection with the mainframe?
Use the pi hg command to check the connection status.

6. Doestheinstaller have root privileges? 0
Youmust havetheproper UNIX permissionsto accessthedirectories
specified in thisinstallation procedure; generally, this means that
root or super-user authority is required to install and configure the
UNIX Agent.

7. What isthe CD drive device name and location in the file system? [J
Thisinformation is required during the installation procedure.

8. Haveyou decided if youwant theinstallation programtoreplacethe []
CONNECT:Direct for UNIX statistics user exit?

For more information about the user exits, see User Exits and the
Exit Log, on page 2-3.
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Itemsto Check Before Installing (Continued)

9. Is NetMaster for File Transfer V3.3 or later installed, properly
configured, and running on the mainframe?
See Mainframe Connections, on page 2-4 for more information.

10. Do you have a C compiler installed on your system, and entered in
your PATH statement?

See Compiler Reguirements, on page 3-1, for more information.

If you are running the UNIX agent on an HP or Sun Solaris system,
then update your /etc/hosts file with the | P address and host name of
the NetMaster for File Transfer region.

For example, if the NetMaster for File Transfer regionisrunning on
asystemwith an | P address of 111.222.333.44 host.name.com, then
add this entry to the /etc/hostsfile.

Installation and Administration Guide
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This section describes the steps necessary to install and configure the UNIX Agent on a
workstation, with a description of the function of each command and, where appropriate,
the expected results of performing that command.

The UNIX Agent is distributed on a CD-ROM. These installation instructions are for
installing the UNIX Agent from a CD-ROM. If you must install the UNIX Agent from
tape, contact Technical Support. Installation instructions are included with the tape.

The following instructions are common for HP-UX, Solaris, and Al X, unless otherwise
stated.

Step 1 - Review the Pre-installation Checklist

Ensure that you have addressed all the items in the pre-installation checklist starting on
page 3-3.

- Define an Installation Directory
Log on as user r oot — all installation procedures must be performed as user r oot .

You must first specify the directory in which you want the UNIX Agent to be installed.
Thisdirectory is represented by the variable $SOLVE_FT.

1. Definetheinstalation directory by issuing the following command:
export SCLVE_FT=pat hnane
where pat hnane isthe directory path you want to use.

2. Createtheinstallation directory and then go to that directory by issuing the following
commands:

nkdi r $SOLVE_FT
cd $SOLVE FT

For example, to define the installation directory as/ usr / SSWFT, issue the following
commands:

export SCLVE_FT=/usr/ SSWT

nkdi r $SOLVE_FT
cd $SOLVE FT
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Step 3 - Install the Required Installation Components

1. Insert the NetMaster for File Transfer Agent - CONNECT:Direct CD-ROM into the
CD drive. Note that CD drive device names may differ from system to system. If you
are not sure of the name of the CD drive device you are using, consult aqualified
UNIX technician or engineer.

2. Mount the CD drive and load the installation components using the following
commands appropriate for your operating system:
HP-UX
/ etc/ mount /cdrom
where/ cdr omis an existing directory for the CD drive.

Open and read the READVE file in the root directory for general information on
the CD-ROM.

To install the UNIX Agent program files whilein the $SOLVE_FT directory,
issue the following UNIX command:

tar xpf /cdronf UNI X/ OS/ SOFTAU34. TAR
where OS isthe operating system designator, as follows:
For HP11.00use  HP_UX 1100

For example, to install to an HP11.00 operating system inthe $SCLVE_FT
directory, issue the following command:

tar xpf /cdrom UNI X/ HP_UX 1100/ SOFTAU34. TAR
When the required components are installed, proceed to Sep 4 - Run the UNIX
Agent Installation Script, on page 3-7.

Solaris

On Solarissystems, the CD driveisautomounting. The contents of the CD-ROM
are displayed asthe directory / cdr omf cdr onD.

Open and read the READIVE filein theroot directory for general information about
the CD-ROM.

To install the UNIX Agent program files whilein the $SOLVE_FT directory,
issue the following UNIX command:

tar xpf /cdronf cdronD/UNI X/ sol ari s/ softau34.tar

When the required components are installed, proceed to Sep 4 - Run the UNIX
Agent Installation Script, on page 3-7.
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AlX

/etc/mount -v cdrfs -r /dev/cdO /cdrom

where/ dev/ cdO0 isthedevicefile, and/ cdr omisan existing directory for the
CD drive.

Open and read the READIVE file in the root directory for genera information on
the CD-ROM.

Toinstall the UNIX Agent program fileswhilein the $SOLVE_FT directory,
issue the following UNIX command:

tar xpf /cdronmi UNI X/ ai x/ softau34.tar

When the required components are installed, proceed to Sep 4 - Run the UNIX
Agent Installation Script, on page 3-7.

Step 4 - Run the UNIX Agent Installation Script
1. Gotothe$SOLVE_FT/ bi n directory:
cd $SOLVE_FT/ bin

2. Runtheinstallation script by issuing the. / sof t _i nstal | command specifying
the - f option, as described below:

o Manudly edit your CONNECT:Direct statistics exit to include acall to the
sof t CDexi t user exitincluded withthe UNIX Agent software. Instructionson
how to edit the CONNECT:Direct statistics exit to add the shell script callsare
contained in the man page sof t CDst at s( 1) (reproduced in Chapter 8,
Modifying Existing CONNECT:Direct Exit Files).

o Specify the-f option if you want to send the log to another file. By default, the
./soft _install command writesthe output of theinstall processto alog
filenamed $SOLVE_FT/ soft _i nstal | .1 og.

For example, toinstall the UNIX Agent, replace your existing CONNECT:Direct user
exits, and send thelog to thefile/ t np/ SCLVE: agent . i nstal | . | og, usethe
following command:

./soft_install -g -f /tnp/SOLVE: agent.install.log
The installation program writes output to the screen and to the specified log file.

During the install ation process, the Agent Configuration File dialog box appears
(Figure 3-1), asking you to enter or accept information required to create the Agent
Configuration file.
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Figure3-1. Agent Configuration File Dialog Box

I SOLVE:Operations — Agent Configuration File
Enter values for the Agent Configuration File:

C:D Client &P1 Config (NDMAFICFG) "upt-’cdSSDandmfcfgfcIiapifndmapi.cfg |

C:D Process Manager Initparm Config |f0pt-’cd3303fndmfcfgf:host:finitparm.cfg

COMNMECT:Direct CLI Command (direct) I."DpUCdSSDandmfbinfdirect

COMMECT:Direct Admin User Name Iruot
Polling Interval for checking C:D status ISD

&llow C:0 Submit command i

Allow C:D Stop command 0

Allow UNIX Shell commands ir
Select CONNECT:Direct version for this Agent:

N w3, 1l
& 3.3

oK | Cancell Help |

For most installations, in the first three fields of the dialog box display the
CONNECT:Direct configuration file and command paths currently in use on the
system on which you are installing the UNIX Agent. If you make no changes to the
initial values, the UNIX Agent isinstalled using these values. If you want to install
the UNIX Agent and configure it with different directory paths for the various
CONNECT:Direct for UNIX components, enter the changes on this dialog box.

In certain circumstances, thesefiel dsmay beblank. For example, theinstall ation script
may be unable to determine these directory paths, or you may beinstalling the UNIX
Agent beforeyou install CONNECT:Direct. Inthefirst case, you must determinethe
directory paths yourself, and then enter them in the fields; in the second case, finish
installing the UNIX Agent, then install CONNECT:Direct, determine the directory
paths and enter them here.

Note: If you want to update or change any of the parameters on the Agent
Configuration File dialog box at alater time, you can access the dialog box
directly from the UNIX command line, using the command:

$SOLVE_FT/ bi n/ soft_config
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5. IntheAgent Configuration File diaog, changeor accept thevaluesinthefollowing
fields. When you are finished, click OK to save the parameters and close the dialog
box:

C:D Client API Config (NDMAPICFG)
Specifiesthe full path name for the CONNECT:Direct Client API configuration
file. Thisisthe value that is normally assigned to the environment variable
NDVAPI CFG. Accept the default value or enter an alternate path.

C:D Process Manager Initparm Config
Specifies the full path name for the CONNECT: Direct Process Manager
i ni t parm cf g configuration file. Accept the default value or enter an
aternate path.

CONNECT:Direct Command
Specifiesthefull path name for the CONNECT:Direct di r ect command. For
example:

[ usr/ cduni x/ ndni bi n/ di rect.

Accept the default value or enter an alternate path.

CONNECT:Direct Admin User Name
Specifiesthe user name under which the Event Server and Command Server will
run. This user name requires CONNECT:Direct Admin authority. The default
user nameisr oot . Accept the default value or enter an alternate user name.

Palling Interval for checking C:D status
Specifies theinterval (in seconds) at which the Event Server checks the status
of the CONNECT:Direct Process Manager to make sure it is still running. The
default pollinginterval valueis300. Accept the default value or enter an alternate
polling interval.

Allow C:D Submit command
Specifies whether mainframe users can issue the CONNECT:Direct submi t
command to start file transfers. By default the check box is selected to alow the
command. To prevent usersfromissuing thesubmi t command, clear thischeck
box.

Allow C:D Stop command
Specifies whether mainframe users can issue the CONNECT:Direct st op
command to terminate the CONNECT:Direct Process Manager. By default, the
check box isthe cleared to prevent users from issuing the st op command. To
alow userstoissuethe st op command, select the check box.

P01-088 Chapter 3. Installing the UNIX Agent 39



3-10

Allow UNIX Shell commands
Specifieswhether mainframe userscanissue UNIX shell commands. By defaullt,
commands are not allowed.

Mainframe usersissue UNIX commands by prefixing the UNIX command with
sys,forexample: sys ps - ef . Thecommand permissionsarethose attached
to the CONNECT:Direct Admin User Name specified above.

Caution: If the CONNECT:Direct Admin User Nameisr oot and this
option is selected, mainframe users should be informed of their
responsibilitiesasther oot user. You may wish to coordinate the
setting of this option with the mainframe system administrator.

Select CONNECT: Direct version for this Agent
Select one of the options displayed:

= V3.1lif youarerunning CONNECT:Direct Version 3.1
= V3.3if you are running CONNECT:Direct Version 3.3
6. Whentheinstalation script isfinished running, refer tothei nst al | . | og fileand
check to see if any errors were noted. Examine the Configuration File Processing

section of thelog to seeif there are any additional installation tasksthat must be done
manually.

Step 5 - Set HOSTNAME Variable

Perform this step if the UNIX hosthame of the system on which you installed the UNIX
Agent contains:

= Morethan eight characters
= Special UNIX characters, suchas$, \, and < >

or if thereisany other reason you do not want to use the actual host name asthe CDMGR
name.

If these conditions do not apply to your installation, proceed to Step 6.
To set the HOSTNAME variable:
1. Opentheconfigurationfile($SOLVE_FT/ et ¢/ sof t CD. conf ) withatext editor.
2. Attheend of file definitions, add the following definition:
HOSTNAME=al t er nat e

whereal t er nat e isthe substitute host name you want to use.
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For example, if you change your local host name from al pha to bet a, but do not
want to reconfigure NetMaster for File Transfer on the mainframe, you can use this
variable to set the HOSTNAME variable to the old host name:

HOSTNAME=al pha
3. Savethefile.

Step 6 - Set CD_NODENAME Variable

Perform this step only if the name of the UNIX system on which CONNECT:Direct for
UNIX isrunningisnot the sameasthe UNIX system onwhichthe UNIX Agentisrunning.
Thisistypically the case when using shared filesin a"high availability" environment,
running under a software package such as Hewlett-Packard’'s MC ServiceGuard. If this
condition does not apply to your installation, proceed to Step 7.

To set the CD_NODENAME variable:
1. Opentheconfigurationfile($3SOLVE_FT/ et ¢/ sof t CD. conf ) withatext editor.
2. Attheend of file definitions, add the following definition:

CD_NCDENAME=o0t her _node_nane

where ot her _node_nane isthe name of the system running CONNECT:Direct
for UNIX.

3. Savethefile

Step 7 - Stop and Start CONNECT:Direct for UNIX

At this point, you must stop and start CONNECT:Direct for UNIX. From the UNIX
command line, issue the following command:

$SOLVE_FT/ bi n/ cdr eset

where$SOLVE_FT isthedirectory path set by theuser prior toinstallation. Thiscommand
will stop and then restart the CONNECT:Direct Process Manager, cdpngr .

Step 8 - Configure Mainframe Resources

The UNIX Agent receives commands from the mainframe, and sends information to
NetMaster for File Transfer running on the mainframe.

Before aNetMaster for File Transfer region running on the mainframe can recognize and
communi catewith the UNIX Agent software, someconfiguration tasksmust becompleted
within the NetMaster for File Transfer region. These tasks include defining rules,
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schedules, and resources to manage a CONNECT:Direct file transfer service on aUNIX
system.

Tointeract withthe UNIX Agent, the mai nframe system administrator must undertakethe
following setup procedures on the mainframe:

Note: Specific instructions for the following procedures are explained in the
NetMaster for File Transfer Implementation, Administration, and Operations
Guide.

1. Definea CONNECT:Direct Manager (CDMGR) resource (manager type is UNIX)
for the remote UNIX system that is running the UNIX Agent software.

The CDMGR manager name must match the host name of the remote UNIX system
that is running the UNIX Agent software, or the aternate host name specified with
the CD_HOSTNANE variable. To determine the host name:

a.  Ontheremote UNIX system, open aterminal session.
b. Enter the following command:

host nane

The host name of the UNIX system is returned.

2. Optionally define CONNECT:Direct Monitor (CDMON) resourcesfor the CDOMGR
resource you defined in item 1, above.

3. Activate the CONNECT:Direct Manager resource.

After the manager resource is activated, mainframe operators have access to al of the
CONNECT:Direct for UNIX monitoring and management features described in the
NetMaster for File Transfer |mplementation, Administration, and Operations Guide.
These features include starting and stopping the link to the remote system, control of
gueued CONNECT:Direct processes, message visibility, and alert monitoring.

Completion

This completes the installation of the UNIX Agent. If you have not yet installed
CONNECT:Direct for UNIX, remember to return to the Agent Configuration File
dialog box and enter the CONNECT:Direct directory paths after you install
CONNECT:Direct for UNIX, as described on page 3-7.
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Once properly installed and configured, the UNIX Agent is essentially self-operating,
needing little or no operator attention.

Note: Itisnot possibleto manualy start the UNIX Agent fromthe UNIX system. As
explained in Chapter 2, UNIX Agent Concepts, the UNIX Agent isinactive
until aconnectionisinitiated from themainframe. At that time, the UNIX Agent
isautomatically activated upon receipt of avalid TCP/IP connection request
from the mainframe, and is deactivated when the mainframe connection is
terminated.

If you want to verify operation of the UNIX Agent, start asimple file transfer using
CONNECT:Direct running on the same UNIX system on which the UNIX Agent is
installed. Then monitor the file transfer events as they appear in the File Transfer log in
NetMaster for File Transfer on the mainframe.

= If youwant to distribute the UNIX Agent to other UNIX systems, see Chapter 4,
Distributing the UNIX Agent.

= Toread about how tothe UNIX Agent operates, see Chapter 2, UNIX Agent Concepts.

= Toread about how to managethe UNIX Agent components, see Chapter 5, Managing
the UNIX Agent.

Uninstalling the UNIX Agent

To uninstall the UNIX Agent, issuethesoft _i nstal | command, specifyingthe-u
option to uninstall al components of the UNIX Agent. These instructions are common
for HP-UX, AlX, and Solaris.

The output of the uninstall procedure iswritten to the screen, and to the default log file
$SALVE_FT/soft _uninstall. |l og.

1. Loginasuserr oot onthe system onwhichyouwant to uninstall the UNIX Agent.

2. Changeto the UNIX Agent installation directory:
cd $SOLVE_FT/ bin

where $SOLVE_FT isthe directory path variable defined by the user prior to
installation.
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Uninstall the UNIX Agent by issuingthesof t _i nst al I command specifying the
- u option:

./soft _install -u

Alogfileiscreated as$SOLVE_FT/ soft _i nstal | . | og. If you want to send
the log to another file, specify the - f option. For example, to send the log to the file
[t mp/ SOLVE: Qper ati ons. soft _uni nstal | .| og,issuethefollowing
command:

./soft_install -u -f /tnp/ SOLVE: Operations.soft_uninstall.log

When theuninstall procedureiscomplete, refertothesof t _uni nstal | . | ogfile
and check to seeif any errorswere noted. Examinethe Configuration File Processing
section of thelog to seeif there are any additional uninstall tasks that must be done
manually.

You may also want to delete the file system hierarchy that contained the product after
it is uninstalled.

If you manually modified the CONNECT:Direct statistics exit instead of using the
supplied user exit (as described on page 3-7), you must manually remove the code
you added to the exit before restarting CONNECT: Direct for UNIX.

This completes the uninstall procedure.
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Chapter 4

Distributing the UNIX Agent

A

As an agent for the mainframe application NetMaster for File Transfer V2.1 or later, the
UNIX Agent will most likely beinstalled on a number of UNIX systemsin agiven
enterprise. This chapter explains how to use the SOLVE Distribution Utility (installed
withthe UNIX Agent) to distributethe UNIX Agent softwarefromitsoriginal installation
system to multiple UNIX systemsthat use the same operating system.

The SOLVE Distribution Utility can be run using a graphical user interface, or directly
from the UNIX command line. This chapter covers operation of the graphical user
interface; for information about the command line mode, refer to the sol vedi st (1)
man page.
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Method of Distribution

42

Distributing softwareto multiple systemsisacomplex task, primarily because of the many
variables encountered, such asdifferent hardware, operating systems, system procedures,
and security policies. The SOLVE Distribution Utility (sol vedi st ) packaged with the
UNIX Agent addresses this complexity by using standard File Transfer Protocol (FTP) to
distribute the UNIX Agent software. The utility can also be used to distribute any file
hierarchy.

Distribution Overview

To distribute the UNIX Agent software, you must start the SOLVE Distribution Utility,
and then enter information required to complete the distribution, such asthetarget system
names, target directories, and user names. After you enter thisinformation and click Start,
the distribution utility will:

= ftptoeach selected systemin turn.

= Open a connection using the supplied user name and password.

= Copy each file from the source directory into the target directory.

= Abort the file transfer to the current target if any errors are encountered.
= Generate alog file on the source system.

= Invokethe UNIX Agent installation script.

At any point during the process, you are able to abort the file transfer.

Distribution Requirements

The distribution process has the following requirements, which must be met before the
UNIX Agent can be successfully distributed:

= The person distributing the software must do so asthe root user on the source system.

= Thepersondistributing the software must havearoot (or root equival ent) user account
on each of the destination systems.

= Thetarget directory into which the distributed softwareis to be placed must not exist
on the target system.

Installation and Administration Guide P01-088



P01-088

Distribution must be between matching operating systems. In other words, to distribute
the HP-UX 10.20 version of the UNIX Agent, the UNIX Agent software must beinstalled
on an HP-UX 10.20 system, and from there it can be distributed to other HP-UX 10.20
systems. Distributing the Al X or Solaris version of the UNIX Agent software likewise
requiresfirstinstalingit onan Al X or Solarissystem, and then distributing it to machines
with like operating systems.

You should aso note the following operational attributes:

= Only directoriesand normal filesare copied during distribution. Special files such as
links, block and character special files, named pipes, network special files, and sockets
areignored.

= Filepermissionsare preserved if both theloca and remote FTP programs support the
SITE (non-standard) chnod command. If not, normal FTP rules for setting file
permissions apply. Miscellaneous mode bits (Set-user-id, Set-group-id and Set Sticky
bit) are not preserved.

= Theowner and group ID of the copied files will be those of the user account used to
log on to the remote host.

Security Considerations

The SOLVE Distribution Utility uses FTPto copy filesfrom one host to another. The FTP
protocol requires that a user name and password be supplied when logging on to each
remote host. For convenience, the install er/distributor can use the SOLV E Distribution
Utility to create atemporary list that specifies a user name and password for each target
system. Thelist is created with the User Names and Passwords dialog box (see

page 4-9).

File Permissions

Many implementations of FTP support hon-standard extensions, called SITE commands.
These extensions are used to extend the capabilities of FTP. One common extension isthe
support of the chnod command, which can be used to set the permissions of aremote
file after it has been copied from the local host. This command is used by the SOLVE
Distribution Utility where available. If the command is not available, normal file
permissions are applied to the file. That is, directories have file permissions of 777 and
files have permissions of 666, subject to the user'sunask( 1) setting.

Chapter 4. Distributing the UNIX Agent 4-3



A warning message iswrittentothesol vedi st . | og fileinthe user’s home directory
on the source system if the chnbd command is not supported on a given host. If this
message appears, you must log in to the remote host and manually set the file permissions
to executable for $SOLVE_FT/ bi n/ soft _i nst al | after the copy process has
completed. If you copy the SOLVE Distribution Utility as part of your distribution, you
must also assign executable permission to the contents of

$SALVE_FT/ sol vedi st/ bin.

The chmod command is supported in the FTP program that is supplied with the HP-UX
and Al X operating systems, but not with the Solaris operating systems.

Logging
Alogfile soft _install.l og,iscreatedinthe $SOLVE FT directory of the
distributing system each time the distribution utility isrun (the $SCLVE_FT directory is
specified by theuser at thetimeof installation; see Step 2 - Definean Installation Directory;,
on page 3-5).

If thefileis already present, the SOLVE Distribution Utility overwritesit. Thislog file
contains information about the progress and success or failure of the operation.

The contents of the log are also displayed in the M essages section of the SOLVE
Distribution Utility dialog box where they are color-coded according to severity. Each
messageis prefixed with sol vedi st - S, where S indicates the severity of the message
and may be one of the following letters:

| Informational (black)
Warning (brown)
Error (red)

Critical (red inverse)

O m s

General Distribution of Software and Other Information

The SOLVE Distribution Utility is provided to distribute the UNIX Agent, but can be used
to transfer other files and directories. Information about using the SOLVE Distribution
Utility for general file distribution is contained in the online help files provided with the
SOLVE Distribution Utility. Click theHel p button onany dial og box to view theassociated
helpfile.
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The SOLVE Distribution Utility process can also be invoked directly from the UNIX
command line, without the SOLVE Distribution Utility graphical interface. Detailed
information on the technical aspects of the SOLVE Distribution Utility and its command
lineoperation areavailableinthesol vedi st (1) man page, distributed withthe UNIX
Agent.

This man page also contains information concerning the use of the SOLVE Distribution
Utility for general distribution.

Pre-distribution Checklist

P01-088

Before beginning distribution, complete the following tasks:
Itemsto Check Before Distributing Done?

1 For each system that will receive the distributed software, check [
items 1-8 from the Pre-installation Checklist on page 3-3.

2. Determine the exact operating system version for each targeted (]
system.
3. For each targeted system, determine and record: O

- Thefull path for the CONNECT:Direct command used to start
the Command Line Interface

- Thefull path name of the CONNECT:Direct Client AP
configuration file (NDVAPI CFGQ)

- Thefull path name of the CONNECT:Direct Process Manager
configuration file (i ni t par m cf g)

4, Make sureyou haveavalid root (or r oot equivalent) user account [
on each machine on which you intend to distribute the UNIX Agent.

If you havedifferent user namesand passwordson different systems,
the SOLV E Distribution Utility graphical interface alows you to
create atemporary list of user names and passwords for the target
systems you have selected prior to running the distribution process.

5. Verify that parent directories exist for the target directory you will [
create on each system when you distribute the UNIX Agent.

For consistency and convenience, use the same directory path that
is used in the source system.
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Itemsto Check Before Distributing (Continued) Done?

6. Ensure that FTPisworking on all targeted systems, and that your [
user name and password are accepted for FTP transfers.

Distributing the UNIX Agent Software

The SOLVE Distribution Utility copiesfilesfrom the source systemto thetarget system(s)
using standard File Transfer Protocol (FTP). For example, if you have your UNIX Agent
filesinasourcedirectory called/ usr/ SOFT_FT, and specify atarget directory of / usr,
the SOFT_FT source directory (and al of thefilesinit) will be copied into the/ usr
target directory.

1. Fromthe UNIX command line, start the SOLVE Distribution Utility graphical user
interface with the command:

$SOLVE_FT/ sol vedi st/ bi n/ sol vedi st

where $SOLVE_FT isthe directory path defined at the time of installation (see Step
2 - Define an Installation Directory, on page 3-5).

Note: A debuglog canbecreated by adding the- debug option to thecommand;
this causes adetailed transcript of the distribution operationsto be written
toafilecalled $SHOVE/ sol vedi st . debug. Seethesol vedi st (1)
man page for complete command information.

The Mode Selection dialog box appears, as shown in Figure 4-1.

4-6 Installation and Administration Guide P01-088



P01-088

Figure4-1. Mode Sdlection Dialog Box

i SOLVE: Distribution Utility - Mode Selection

Select the type of distribution to perform:

# Install SOLVE:Operations File Transfer Agent for UWIX . . .
SOLVE:Distribution

Utili
w Un-install SOLYE:Operations File Transzfer Agent for UNIX ty

w General Software Distribution

Ok | Cancel | Help |

2. Fromthe Mode Selection dialog box, click Install SOLVE:Operations for File
Transfer Agent for UNIX. Then click OK.

Toview information about the other sel ectionson thedial og box, click theHelp button.

3. Thelnstall Information dialog box appears, asshownin Figure 4-2. Click theHelp
button at the bottom of the dialog box for an explanation of the fields, buttons and
other controls on this dialog box.
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Figure4-2. Install Information Dialog Box

i SOLVE: Distribution Utility - Install Information

Where

Known Hosts Selected Hosts

andy % Select —> |Station213
/

defiant
earth

barney =tation2lh
i | stationZl?

chrish
£

P I

Enter user names and passwornds... |

=

Other Host I

What

Source Directory I.?’usr'.?’SSI.dFT

Target Directory I.f’usr'.f’SSI.dFT

How

Remote Command After Copy |fusrfSSI.tIFbeinfsoFt_inStal1 -5 —f Ausrs/SSWFT/soft_install,log
Force Replacement of CiD Exits M
Install Logfile |fusrf88l.dFTfsoFt_instal1‘109

Change agent configuration file,,.

Messages

zolvedizt-1 finding host names in Jetclhosts .,

zolvedizt-1 found 8 names in /fetc/hosts

solvedist-1 Finding host names using MNIS ...

zolvedizt-l could not get host list from NIS:

solvedizt-l - ypoaty 1831-142 the domainname has not been set on this machine,
solvedizt-I finding host names using nslookup ...

zolvedizt-1 uzing domain name reston,omd,sterling,com

zolvedizt-I found 53 names using nelookup

{
Start | | Exit | < Back | Help | i EEE‘?\ITJREE
| ] |

4. Onthelnstall Information dialog box, select one or more targeted hosts from the
Known Hosts list and place the host name(s) in the Selected Hosts list by clicking

the Select button.

Caution;

are distributing from.
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UNIX Agent software must be distributed between matching operating
systems. The SOLVE Distribution Utility does not discriminate between
the operating systems of each Known Host, but smply lists al available
hosts. Therefore, when selecting atarget host, you must ensure that the
operating system of the selected machine is the same as the machine you



5. If atarget systemisnot listed in the Known Hosts list, enter the host namein the
Other Hostfield, and pressthe Tab key onyour keyboardto activatethe Sel ect button.
Click the Select button to move the host name from the Other Host field to the
Selected Hosts list.

To remove a host name from the Selected Hosts list, select the host name and click
the Desel ect button; the host namemovestotheKnown Hosts list. (Other Host entries
can aso be moved to the Known Hosts list in thisway).

6. When you have finished selecting target hosts, click the Enter user names and
passwor ds button. The User Names and Passwords dialog box appears, as
shown in Figure 4-3. Click the Help button at the bottom of the dialog box for an
explanation of the fields, buttons and other controls on this dialog box.

Figure4-3. User Names and Passwords Dialog Box

i1 SOLVE: Distribution Utility - Uzer Hames and Passwords

Select host to enter user name and password:
User Hame Password Host

oot Fkkkk station2l5
root FokokknK station2l6
root Rokokksk station218

Enter user name and password for selected host:
HostlstationQiB

Copy

Paste
User Namelroot |

el

Passwordl****** Fill

Show passwords _| |

0K | Cancel | Save | Help |

7. FromtheUser Names and Passwords diaog, select atarget host from the Host
list, and enter avalid user name and password for the selected host. The user name
and password must be valid and must have root level privileges on the target system,
or the distribution process will fail.

Continueto enter user names and passwords for any remaining target hosts, using the
Copy, Paste, and Fill buttonsif you want to apply a user name and password to
multiple hosts.

Click the OK button on the User Names and Passwords dialog box when you
are done to close the dialog box and return to the Install Information dialog.
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8.

10.

11.

12.

13.

In the Target Directory field, enter the path name of the target system directory to
which you are distributing the UNIX Agent. By default, thisfield displays the same
valueasthe Source Directory field. Thisdirectory must not exist ontheremote UNIX
system prior to distribution, but its parent directory must exist. For example, for a
directory path of / a/ b/ ¢,/ a/ b must exist, but / ¢ must not.

If you want to place the UNIX Agent in adifferent directory on the remote UNIX
system, change the directory name here.

Click the Force Replacement of C:D EXxits check box to have the SOLVE
Distribution Utility automatically replace your existing CONNECT:Direct user exits
on the target system(s) with user exits supplied with the UNIX Agent. The existing
exitsremain in place but are no longer used. Thisis the recommended installation
method. If this check box isnot selected, existing user exits are not replaced, and the
UNIX Agent software will not function properly on the target system(s).

If you do not want to replace your existing CONNECT:Direct user exits with the
modified user exits supplied with the UNIX Agent, you must edit your
CONNECT:Direct file open exit and statistics exit to include a call to shell scripts
included with the UNIX Agent. See User Exits and the Exit Log, on page 2-3, for
more information.

Instructions on how to edit the existing exitsto add the shell script callsare contained
inthe man pagessof t CDf i | e(1) andsof t CDst at s( 1) (reproducedin
Chapter 7, UNIX Man Pages).

Selecting this check box addsthe - g option to theinstall procedure command shown
in the Remote Command After Copy field.

IntheInstall Logfile field, accept the default path namefor the log file that iswritten
to by theinstallation procedure, or enter an alternatefilenameand full path definition.
Any changes are reflected in the install procedure command shown in the Remote
Command After Copy field.

If you need to enter new configuration information for the CONNECT:Direct
configuration files on the target hosts you have selected, click the Change agent
configuration file button. Otherwise, the configuration information that isin effect
on your source system will be copied to the target systems. Click the Help button at
the bottom of the dialog box for an explanation of thefields, buttonsand other controls
on this dialog box.

Click the OK button when you have finished entering information on the Agent
Configuration File dialog box.

When all information has been entered and the list of target hosts completed, click
the Start button to begin the distribution process.
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14. TheQuestion dialogbox (Figure 4-4) appears, askingif youwant to copy the SOLV E
Distribution Utility to the target systems. The SOLVE Distribution Utility is not
necessary to the proper operation of the UNIX Agent. However, if you wish to run
the SOLVE Distribution Utility on the remote system, you may want to includeitin
the file transfer. Otherwise, you can save some room in the remote file system by
omitting it.

Figure4-4.  Question Dialog Box

2 SOLVE: Distribution Utility - Question

The SOLYE: Distribution Utility {solwvedizt} has been found in
Ausr/S5SNFT/zolvedist

% approximately 4508 kilobytes will be copied with
zolvedist

% approximately 1772 kilobytes will be copied without
solvedist

Tio you want to copy solvedist?

Do Not Copy | Copy |

To omit the SOLVE Distribution Utility from thefiletransfer, click Do Not Copy; to
include the SOLVE Distribution Utility in the file transfer, click Copy.

15. The Confirm Copy diaog box appears, as shown in Figure 4-5.
Figure4-5. SOLVE:Operations - Confirm Copy Dialog Box

A SOLVE: Distribution Utility - Confirm Copy

The directory Ausr/SSWFT and its contents will be copied to
the directory Ausr/SSWFT on each selected host,

# approximately 1772 kilobytes will be copied

AT

% the target directory must not exist on the selected hozts

Prezs Continue to begin copying. or press Cancel to abort the
operation,

Continue | Cancel |

To proceed, click Continueor click Cancel to stop the distribution processand return
tothe Install Information dialog box.

Any discrepanciesin the entered information (anon-valid user name or password, for
example) cause the distribution processto stop, and an error message iswritten to the
Messages areaand tothesol vedi st . | og filein the user’shomedirectory. Any
files that have been written to the targeted system remain in place.
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16. If thedistribution processfails, check thelogfile, correct theidentified fault and click
the Start button again.

If you wish to stop the distribution process, click the Stop button.

Oncethe UNIX Agent softwareis successfully installed, distributed, and configured, itis
ready to operate asdescribedin Chapter 2, UNIX Agent Concepts, and can beadministered
as described in Chapter 5, Managing the UNIX Agent.

Note: The SOLVE Distribution Utility usesthe chnmod command to set file
permissions, where available. Some systems do not support the chnod
command. In this case, you must set the file permissions manually after the
agent software has been distributed. See File Permissions, on page 4-3, for
additional information.

Remotely Uninstalling the UNIX Agent

4-12

The SOLVE Distribution Utility includes the ability to uninstall the UNIX Agent on
targeted systems.

Uninstallationisastrai ghtforward operation; other thanthedefault settings, no parameters,
commands or options need to be specified.

Becausethe uninstallation processisexecuted by thesof t _i nst al | script that resides
on the remote system, the uninstall command can be simultaneously directed to any
combination of the supported operating systems, HP-UX, AlX and Solaris. It is not
necessary to send the command to grouped operating systems, as required by the
distribution process.

The user name that you specify on the Uninstall Information dialog box must be
authorizedto executetheuninstall procedure ontheremote system, or theuninstall attempt
will fail (that is, r oot or super-user accessis required).

To uninstall the UNIX Agent software on aremote system:

1. Onthelocal system, start the SOLV E Distribution Utility by issuing the following
command from the command line;

$SOLVE_FT/ sol vedi st/ bi n/ sol vedi st

The Mode Selection dialog box appears.
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2. OntheMode Selection diaog box, click the Uninstall SOLVE:Operations File
Transfer Agent for UNIX radio button, and then click the OK button.

3. OntheUninstall Information dialog box (Figure 4-6), select one or more targeted
hosts from the Known Hosts list and place the host name(s) in the Selected Hosts
list by clicking the Select button.

Figure4-6. Uninstall Information Dialog Box

A SOLVE: Distribution Utility - Uninstall Information

Where

Known Hosts Selected Hosts

stationZ12 % Select —> | stationZl3

stationzld

station2lh
stationZlB |

stationZd? —
stationZl8 £ /

- i Pl i

Other Host |

Enter user names and passwords... |

What

Source Directory I.f’usr'.f’SSI.dFT

Target Directory I

How

Remote Command After Copy I.f’usr'/SSI.dFT/bin/soFt_instal1 -u —f Ausr/S5NFTAsoft_uninstall, lo

Un-install Logfile I.f’usr'.f’SSI.dFT.f’soFt_uninstal 1.1og

Messages

solvedizt-1 finding host names in Jetchosts .,

zolvedist-I found 8 names in Jetchosts

solvedist-1 finding host names using NIS ...

zolvedizt-M could not get host list from NIS:

zolvedizt-W - ypcaty 1831-142 the domainname has not been set on this machine,
zolvedizt-I finding host names uzing nelookup ...

zolvedizt-1 uzing domain name reston,omd.sterling,com

zolvedist-1 found 59 names using nzloockup

Start | | Exit | < Back | Help | EEE‘?\ITJREE I

| C ] 0% |

4. When you have finished selecting target hosts, click the Enter user names and
passwor ds button to access the User Names and Passwords dialog box.

™

5. Select atarget host from the Host list, and enter avalid user name and password for
the selected host. The user name and password must be valid on the remote UNIX
system, or the uninstall processwill fail. Continueto enter user names and passwords
for any remaining target hosts, using the Copy, Paste, and Fill buttonsif you want to
apply auser name and password to multiple hosts. Click the OK button on the User
Names and Passwords dialog box when you are done.
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6. Ensurethat the Source Directory field entry reflectsthe parent directory path for the
agent software on the remote system. For example, for adirectory path of / a/ b/ c,
where directory / ¢ isthe directory containing the agent software, specify / a/ b.

7. Click the Start button to run theuninstall process on the remote system(s). Command
results are displayed in the Messages area, and are written to the
soft _uninstall .| og filein $SOLVE_FT directory on the source system.

When the uninstall processis complete, click the Exit button on the Uninstall
Information dialog box to exit the SOLVE Distribution Utility.

Note: If you manually modified the CONNECT:Direct statistics and file open exits
instead of using the supplied user exits (as described in Step 9, on page 4-10),
you must manually remove the code you added to the exits before re-starting
CONNECT:Direct for UNIX.
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Chapter 5

Managing the UNIX Agent

5

After the UNIX Agent isproperly installed and configured it is essentially self-operating,
needing little or no operator attention. However, you may need to monitor the jobs
associated with the UNIX Agent in the event thereis a problem.

This chapter discusses:

= Modifying the UNIX Agent configuration file

= Shutting down UNIX Agent components

= Deactivating the UNIX Agent

= Determining the status of the UNIX Agent

= Activating UNIX Agent debug message logging

= Issuing CONNECT:Direct for UNIX control commands

Modifying the UNIX Agent Configuration File

The UNIX Agent uses a configuration file to define information needed by its various
components. Thefileis created as $SOLVE_FT/ et ¢/ sof t CD. conf , where
$SOLVE _FT istheinstallation directory variable set by the user prior to installation.

During the installation process, the installer enters configuration information into the
configurationfilewiththe Agent Configuration File dialog box, asdescribedin Step 4
onpage 3-7. Thisdialog box appearsautomatically during theinstallation and distribution
processes.
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To modify the configuration file after theinstall ation and distribution processis complete:
1. Start the Agent Configuration File dialog box with the command:
$SOLVE_FT/ bin/soft_config

2. Enter the new information in the proper fields, and click OK to update the
configuration file.

3. Click Cancel to close the dialog box.

Thechangeswill not be put into effect until all componentsof the UNIX Agent are stopped
and restarted.

Note: In certain instances, it may be necessary for the installer to define the
HOSTNAME and CD_NODENANME variablesin the configuration file. To create
or modify these entries, you must open the configuration file with atext editor
and make the changes manually. See page 3-10 for instructions.

Shutting Down UNIX Agent Components

5-2

UNIX Agent components are started and stopped automatically, as described in UNIX
Agent Components, on page 2-2. However, you may want to shut down the components
manually. To do so, use standard UNIX system administration methods to determine the
Process Identification (PID) number and issuetheki | | command.

The processes of interest are:

= SOLVEd — Agent Server
s softCDesd — EventServer
s soft CDec — Event Collector

s softCDhcsd — Command Server

Shut down any Event Servers, Event Collectors, and Command Serversfirst, and then
shut down the Agent Server. Thefollowing example showsfinding and shutting down the
Agent Server:

#:/ usr/ SSWFT/ bi n>ps -ef| grep SOLVEd
root 29169 27703 2 09:42:46 ttyp2 0: 00 grep SOLVEd
root 29138 1 0 09:41:59 ttyp2 0: 00 SOLVEd

#: [ usr/ SSWFT/ bi n>ki || 29138
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Remember that multiple Event Servers and Command Servers can be running
simultaneoudly, depending on the number of mainframe regions being served.

Deactivating the UNIX Agent

P01-088

You may want to deactivate the UNIX Agent for purposes such as maintenance or trouble
shooting. Depending on your reason for deactivating the UNIX Agent, there are two
methods you can use, each with a different purpose.

Disabling the UNIX Agent on the UNIX System

This method of deactivating the UNIX Agent ensures that it cannot be reactivated from
the mainframe (for example, by issuing an ACTIVATE command).

1. Shut down any UNIX Agent componentsthat are running (as described on page 5-2).
2. Openthe/ etc/inetd. conf configuration file with atext editor.
3. Locate the following lines (they should be at or near the end of the file):

# SCLVE di spat cher daenon (Sterling Software, Inc.)

solve streamtcp nowait root /usr/SSWT/Iib/SOLVEd SOLVEd -c
[ usr/ SSWFT/ et ¢/ SOLVEd. conf

4. Typeanumber sign (#) at the beginning of the second lineto disablethe UNIX Agent.
For example:

# SCLVE di spat cher daenon (Sterling Software, Inc.)

# solve streamtcp nowait root /usr/SSWT/Iib/SOLVEd SOLVEd -c
[ usr/ SSWFT/ et ¢/ SOLVEd. conf

5. Savethefile.

If NetMaster for File Transfer continues to run on any partner mainframes, be sure to
notify the mainframe system administrator that the UNIX Agent has been deactivated, as
commands and event requests directed to the UNIX Agent will be ignored.

To reactivate the UNIX Agent, remove the number sign and save thefile.

Chapter 5. Managing the UNIX Agent 5-3



Terminating the UNIX Agent CDMGR on the Mainframe
This method terminates all UNIX Agent processes on the specified UNIX system.

To do so, from the mainframe, issue a TERMINATE command against the CDOMGR
resource defined for the UNIX Agent.

To reactivate the UNIX Agent, issue an ACTIVATE command from the mainframe.

Determining the Status of the UNIX Agent

During the normal operation of the UNIX Agent, you may want to find out which
mainframeregions are currently connected to the UNIX Agent, or, in the case of multiple
mainframe connections, which Event Server or Command Server isassoci ated with which
mainframe region.

Determining Mainframe Connection Status

To determine which mainframeregions are currently connected to the UNIX Agent, issue
the command:

$SOLVE_FT/ bi n/ sof t _sessi ons
where$SOLVE_FT istheinstallationdirectory variableset by theuser prior toinstallation.

Add the - d option to the command to obtain a detailed listing of Event Server and
Command Server processes.
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Determining Command Server and Event Server Connection Status

You can determine connection information for an individual Command Server or Event
Server by sendingaHUPsignal to the server of interest. Thiscreatesan entry inthesyslog
file/ var / adm user . | og that includesthe mainframe domain name, thetimethelast
event or command was sent, and (when applicable) the name of the last command sent.

To send aHUP signal:

1. Issuethefollowing command:
$SOLVE_FT/ bi n/ soft_sessions -d

2. Fromthecommand output, find the processid (PI D) for the Command Server or Event
Server of interest.

3. Issuethe HUP signal by issuing the following command:
kill -HUP pid
where pi d isthe processid from step 2.

4. Check thesydlog file/ var/ adm user . | og for information about Command
Server or Event Server.

P01-088 Chapter 5. Managing the UNIX Agent 5-5



Activating UNIX Agent Debug Message Logging

5-6

It ispossibleto log debugging messages from the Event Server and the Command Server.
These messages are directed to the UNIX syslog daemon, and to the file
[ var/adm user. | og.

Note: The actual name of theuser . | og file may vary. For a description of the
syslog daemon and its configuration file, seethe sysl ogd manpage.

To activate debug message logging:

1. Openthefile$SOLVE_FT/ et ¢/ SOLVEd. conf with atext editor. The genera
format of thefileisasfollows:

SOLVE: Operations for File Transfer server configuration file created
by soft_install on Tue Jul 28 at 11:08:53 EDT

[ protocol s]
FTEVENT = /fusr/ SSWFT/ | i b/ sof t CDesd
FTCVND = [ usr/ SSWFT/ | i b/ sof t CDcsd

2. Add the - d option to the command entry for the Event Server or Command Server,
as desired. For example:

FTEVENT = [ usr/ SSWFT/ | i b/ soft CDesd -d
FTCWN\D = /fusr/ SSWFT/ | i b/ soft CDcsd -d

In this example, these entries activate debug message |ogging for both the Event and
Command Servers.

3. Savethefile

Debug message logging begins with the next Event Server or Command Server that is
started.

To deactivate debug message logging:

1. Openthefile$SOLVE_FT/ et ¢/ SOLVEd. conf with atext editor.
2. Removethe - d option from the server of interest.

3. Savethefile.

Any UNIX Agent serversthat were started with the - d option in place will continue to
generate messages until they are shut down.
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Issuing CONNECT:Direct for UNIX Control Commands
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The UNIX Agent provides several commands for controlling CONNECT:Direct for
UNIX. These commands are normally used internaly by the UNIX Agent, but they can
be issued from the command line as well:

Use this command

$SOLVE_FT/ bi n/ cdst op

$SOLVE_FT/ bi n/ cdst art

$SOLVE_FT/ bi n/ cdr eset

$SOLVE_FT/ bi n/cdutility
[ st epnane nnn]

Chapter 5.

Managing the UNIX Agent

To do this

Stops the CONNECT:Direct Process Manager,
cdprgr . This command can also be executed
from the NetMaster for File Transfer mainframe
product, if authorized during the UNIX Agent
installation, by issuing the command:

sys $SOLVE_FT/ bi n/ cdst op

Starts the CONNECT:Direct Process Manager,
cdpngr . This command can also be executed
from the NetMaster for File Transfer mainframe
product, if authorized during the UNIX Agent
installation, by issuing the command:

sys $SOLVE _FT/ bi n/ cdstart

Stops and starts the CONNECT:Direct Process
Manager, cdpngr . This command can aso be
executed from the NetMaster for File Transfer
mainframeproduct, if authorized duringthe UNIX
Agent installation, by issuing the command:

sys $SOLVE_FT/ bi n/ cdr eset

Provides status information on the
CONNECT:Direct Process Manager, cdpnyr .
The st epnane parameter returns the stepname
from the specified process nnn, if the processis
currently executing.
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Chapter 6

Troubleshooting the UNIX Agent

This chapter describes some of the problems you might encounter when using the UNIX
Agent, and offers some possible solutions.

Problem Category Page
1. Distribution 6-2
2. Failure 6-4
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1. Distribution

Problem 1: Distribution of files is aborted due to an error

There are severa preliminary requirements that must be satisfied before successful file
transfer can take place. If any of these requirements are not met, the transfer process will
fail.

Solution:
Ensure that the following conditions are met:
= FTPispresent and operating correctly on both the source and target systems.
= The correct source directory is specified.
= The specified target directory does not exist on the target system(s).
= The user name and password being used are valid on the target system(s).
= The user name and password being used have write access to the target directory.

= Thetarget systemis currently accessible viayour network (usethe/ et ¢/ pi ng
command to verify the path).

Problem 2:  Desired host does not appear in the Known Hosts list on the Installation
Information dialog box

A list of known hostsis compiled using information obtained from the/ et ¢/ host s
file, the NIS server and from the output of nsl ookup. If the desired host is not present
in any of these locations, the host name will not appear in the Known Hosts list.

Solution:

Enter the host name of the desired host in the Other Host field, and click on the Select
button to add the host name to the Selected Hosts list.
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Problem 3:  The installation script does not run after files are transferred

The Remote Command After Copy field ontheInstallation Information dialog box
alowsyou to enter the name of acommand that isto be invoked on each target host after
all files have been successfully copied. The output from the command will beincludedin
the log file and displayed in the Messages area. By default, thisfield displays to the
NetMaster for File Transfer installation command (sof t _i nst al | ) if the Source
Directory isthe $SCLVE_FT directory.

Solution:

= Ensurethat the directory path described in the Remote Command After Copy field
matches that entered in the Source Directory field, followed by:

[ bin/soft_install

See the example shown in Figure 4-2, Install Information Dialog Box, on page 4-8.

= Ensurethat you have distributed the correct format of the UNIX Agent to the target
system; distribution must be between matching operating systems. In other words, to
distribute the HP-UX 10.20 version of the UNIX Agent, the agent software must be
installed on an HP-UX 10.20 system, from there it can be distributed to other HP-UX
10.20 systems. Distributing the Al X or Solaris version of the UNIX Agent likewise
requiresfirst installing it on an AIX or Solaris system, and then distributing it to
machines with like operating systems.
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2. Failure

Problem 1: The UNIX Agent fails

The UNIX Agent has been found to fail at certain fix levels of CONNECT:Direct for
UNIX. Thisfalureisnot due to any anomaliesin the UNIX Agent. The failure has been
noted on the following platform, and at the following fix level:

= Sun 2.51 running CONNECT:Direct 3.1 for UNIX at fix level 01/19/98

There may be other platforms and other fix levels where this problem is experienced.
The symptom appears in the CONNECT:Direct log:

On HP 10.20:

XSM36121 -> Fail Reason = SMGR fail ed to send a FMH71 during process exec
OnSun25.1

"Message sent to File Open User exit program Message type:source file
open".

Solution:

Contact your Sterling Commerce customer support representative and request the latest
fix level for your version of CONNECT:Direct for UNIX.
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Problem 2: XSMG612] CONNECT:Direct for UNIX message

The UNIX Agent activates but CONNECT:Direct for UNIX processes fail with error

message XSMG6121. Additionally, the following messages may appear in the
file_exit.!logfile

recv_neg failed sanity check

ddd mmmdd hh: mm ss 1999: Error receiving nessage from
recv_exit_nsg

Solution:

The CONNECT:Direct for UNIX user exit version does not match the CONNECT:Direct
software version; that is, the user exit may be for CONNECT:Direct V3.1 or V3.3 base

maintenance, while the CONNECT:Direct software that is running on this UNIX system
has the August 1999 maintenance patch.

Recompile the CONNECT:Direct user exit with the correct version of the
CONNECT:Direct software (see Compiler Requirements, on page 3-1).
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Chapter 7

UNIX Man Pages

7

Table 7-1 liststhe manual, or man, pagesthat are availablefor the UNI X components used
by UNIX Agent and provides a brief description of each component.

To view these pages use the UNIX man( 1) utility. For example, to view the man page
for sol vedi st , enter the following command:

man sol vedi st

Table 7-1. UNIX Agent Man Pages

Man Page Component Description

cdreset (1) Shell script that stops and restarts the
CONNECT:Direct for UNIX Process Manager
(cdprgr).

cdstart (1) Shell script that starts the CONNECT:Direct for UNIX

Process Manager (cdpngr).

cdst op(1) Shell script that stops the CONNECT:Direct for UNIX
Process Manager (cdpnygr).

cdutility(1) A utility program that queries the status of the
CONNECT:Direct for UNIX Process Manager
(cdpngr ) and makes this information available to other
components of the UNIX Agent.
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Table 7-1. UNIX Agent Man Pages (Continued)

Man Page

Component Description

soft_config(l)

soft _install (1)

soft _sessi ons(1)

sof t CD. conf (5)

sof t CDcsd( 8)

sof t CDesd( 8)

sof t CDexec(1)

sof t CDexi t (8)

sof t CDf i | e( 1)

sof t CDstats(1)

Shell script that creates and manages the Agent
Configuration File dialog box.

Shell script that installs and uninstalls the UNIX Agent.

Shell scriptthat reports the mainframe regions currently
connected to the UNIX Agent.

Configuration file that defines information needed by
other components of the UNIX Agent; built during the
installation process. This file can be modified with the
Agent Configuration File dialog box.

This is the Command Server component of the UNIX
Agent. It brokers commands issued from the
mainframe agent to the local instance of
CONNECT:Direct for UNIX.

This is the Event Server component of the UNIX Agent.
It sends file transfer events to the mainframe agent.

Shell script that assists in executing commands issued
from the mainframe to components in the local system.

Sterling Software daemon that manages
communication between the CONNECT:Direct for
UNIX file open and statistics exits, the

sof t CDst at s(1) andsof t CDf i | e('1) shellscripts,
and the exit log file. If instructed to do so by the user,
sof t CDexi t ( 8) is defined to be the file open and
statistics exits at the time of installation of the agent
software.

Shell script that takes file open parameters passed to
it by sof t CDexi t ( 8) and writes them to the exit log.

Shell script that takes statistics parameters passed to
it by sof t CDexi t (8) and writes them to the exit log.
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Table 7-1. UNIX Agent Man Pages (Continued)

Man Page

Component Description

SOLVEd( 8)

SOLVEd. conf (5)

sol vedi st (1)

This is the Agent Server component of the agent
software; it handles initial communications with the
mainframe agent (NetMaster for File Transfer).

Configuration file for the UNIX Agent; built during the
installation process.

The SOLVE Distribution Utility distributed with the UNIX
Agent; distributes specified directories and files to
multiple UNIX systems via File Transfer Protocol.
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Chapter 8

Modifying Existing CONNECT:Direct Exit Files

To interact properly with CONNECT:Direct for UNIX, the UNIX Agent requires a
statistics exit that differs from the standard exits used by CONNECT:Direct. During the
install ation process, you can sel ect an optionto forcereplacement of the CONNECT: Direct
exit. Thisisthe recommended installation method.

Selecting the replacement option causes the install program to install a new user exit
provided with the UNIX Agent, and to modify the CONNECT:Directi ni t parm cfg
filesothatit usesthenew exit; theexisting exititself isnot changed, overwritten, or del eted.

If you want to continue using the existing exit file, you must modify it manually to include
acal to aUNIX Agent software shell script. Because you may want to see how thisis
doneprior toinstalling the UNIX Agent software, the man page that containsinformation
for the modificationsis reproduced in this chapter.

If the CONNECT:Direct exit isnot replaced or modified, the UNIX Agent will not operate
properly.
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SOFTCDSTATS(1) Man Page Listing

SOFTCDSTATS( 1) Sterling Software, |nc. (99/ 09/ 28) SOFTCDSTATS( 1)
softCDstats \- Statistics Exit Shell Script
SYNOPSI S

$SOLVE_FT/ bi n/ sof t CDstats stats_record
The $SOLVE FT directory is the base directory where the UNI X Agent is installed.

PARAMETERS
stats _record
is the statistics record passed to the exit by CONNECT: Direct. It is a
requi red paraneter.

DESCRI PTI ON ) o ) ) )
This shell script takes the statistics record passed to it and wites it to the

Exit Log File, if the record contains a CONNECT: Direct process nunber which
indicatesthat thisrecordconcernsafiletransfer. It iscalledbythestatistics
exit installed with the UNI X Agent software.

Records i ndicating CONNECT: Direct initializationor termnationare alsowitten
to the Exit Log File.

Thi s shel |l script nmaintains the maxi numsi ze of the Exit Log File at 500 records.
When this limt is reached, the Exit Log File is deleted and recreated.

HOW TO CALL FROM EXI STI NG USER EXI T o ) o )
If the user wants to continue using the existing CONNECT: Di rect statistics exit,

he nmust include a call to this shell script for proper operation of the UN X
Agent. This requires nodi fying the existing Ccode, reconpiling, and copying the
new nodul e to the proper | ocation (as defined in the CONNECT: Direct initparmcfg
file.

The follow ng sanpl e code shows where to insert these |ines:

> char  sof t CDnsg[ 4096] ;
case STATISTICS_LOG MSG :

> sprintf(softCDnsg, )
"/ usr/ SSWFT/ bi n/ sof t CDstats \"9s\"",
rcv_msg. stat_msg. stat_I| og);
> syst en{ sof t COnsQ) ;
br eak;

Not es about the sanpl e code:
* 3 newlines nust be inserted in the existing user exit source. They are
marked with a '>".
* | nvoking 'softCDstats’ rnust include the full pathname. |In this sanple,
"Jusr/ SSWT' is the base directory for the UNI X Agent.
* The variable 'rcv_nsg.stat_nsg.stat_|og’ is taken fromthe CONNECT: Di r ect
sanpl e user exit ’'exit_skeleton.c’.

UNI NSTALL NOTE
If you un-install UN X Agent, remenber to renove the above code from your user

exit. The call to 'softCDstats’ will no | onger work.
SEE ALSO )
softCDfile (1), softCDexit (8)
AUTHOR

sof t CDst at s was devel oped by Sterling Software, |nc.
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Chapter 9

Windows NT Agent Concepts

The Windows NT Agent monitors the activity of CONNECT:Direct for Windows NT
running on the same system as the Windows NT Agent. The Windows NT Agent also

passes management commands from NetMaster for File Transfer to CONNECT:Direct
for Windows NT.

This chapter explains the components and operational concepts unique to the Windows
NT Agent.
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Windows NT Agent Components

The Windows NT Agent is made up of several different components. These components
are discussed in this section. Figure 9-1 shows how the components work together.

Figure9-1. Windows NT Agent Conceptual Diagram

I_ Windows NT System —

TCP/IP Port 2636

IP

Windows NT
Agent

MVS Mainframe running:
- CONNECT:DIRECT for MVS
- NetMaster for File Transfer

Black = File Transfer Agent Components
Gray = Other Applications
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Agent Server

The Agent Server listensfor connection requests from NetMaster for File Transfer onthe
mainframe on local port 2636. The Agent Server creates a Command Server and Event
Server for each mainframe connecting to this instance of the Windows NT Agent. When
anew connection request arrives, the Agent Server passes the request to either the
Command Server or the Event Server, depending on the connection request type.

Connectionsto the mainframe remain open until terminated by the mainframe. The Agent
Server runs until it is shut down manually, or until Windows NT is shut down.

Command Server

NetMaster for File Transfer running on the mainframe allows mainframe operators (or
automatic responses) to issue commands to CONNECT:Direct for Windows NT viathe
Windows NT Agent.

When a command isissued from the mainframe, the Agent Server passes the command
to the Command Server. The Command Server executes the CONNECT:Direct for
Windows NT command and returns the response to the mainframe.

The Command Server connection to the mainframe remains open until terminated by the
mainframe. Commands are executed one at atime, in the order received. The Command
Server returns the response from one command before executing the next command.

Event Server

The Event Server sendsfile transfer events and status events to the mainframe, acting as
a bridge between the Event Collector and NetMaster for File Transfer running on the
mainframe.

NetMaster for File Transfer on the mainframe sends an event connection request to port
2636 on the targeted Windows NT system. The Agent Server determines the connection
to be an event request, and creates an Event Server.

The Event Server receives events from the Event Collector. When an event arrives, the
Event Server reformats it and sends it to the mainframe.

The Event Server connection to the mainframe remains open until terminated by the
mainframe. Aslong asitisopen, the Event Collector sendsnew CONNECT:Direct events
to the Event Server, which then sends them to the mainframe.
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Event Collector

The Event Collector monitors CONNECT:Direct for Windows NT. It runs as a Windows
NT service and starts automatically when the Windows NT system is started when the
service isin Automatic mode. When CONNECT:Direct file transfer events and status
events occur, the Event Collector sends these events to the Event Server. The Event
Collector sends the following events:

= Oneevent for each file transfer: afile transfer stop event (either SUCCESS or
FAILURE)

= A single event to indicate the status of CONNECT:Direct for Windows NT (either
UP or DOWN)

The Event Collector runsuntil WindowsNT isshutdown, or until it isshut down manually.

Mainframe Connections

To havethe Windows NT Agent interact with NetMaster for File Transfer running on the
mainframe, you must ask the mainframe system administrator to undertake the following
setup procedures on the mainframe:

= DefineaCDMGR manager resource for the remote Windows NT system that is
running the agent software

s Define CDMON monitor resources to the CDMGR resource
= Activate the manager resource

Instructions for these procedures are found in the NetMaster for File Transfer
Implementation, Administration, and Operations Guide.

With the activation of the manager resource, mainframe operators have access to all of
the CONNECT:Direct for Windows NT monitoring and management features, including
starting and stopping the link to the remote system, control of queued CONNECT:Direct
processes, message visibility and alert monitoring.
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Multiple Connections

More than one region or mainframe may be running NetMaster for File Transfer, and may
be interested in monitoring or managing CONNECT:Direct for Windows NT on agiven
WindowsNT system. TheWindowsNT Agent can connect with multiple mainframesand
multiple mainframe regions. For connections to mainframe regions, only one connection
per region is allowed.

TheAgent Server startsone Event Server or one Command Server for each separateregion
or mainframe request received by the Windows NT system; therefore, multiple Event
Serversand Command Serversmay berunningat any giventime. Only oneEvent Collector
is needed, regardless of the number of Event Servers that are running.

When the mainframe connection isbroken (for whatever reason), the WindowsNT Agent
shuts down the Event Servers and the Command Servers that were started for that
mainframe.
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Chapter 10

Installing the Windows NT Agent

10

This chapter describes how to install the Windows NT Agent on aWindows NT system.
Instructions for uninstalling the product are also presented.

Hardware and Software Requirements

This section describes the Windows NT hardware and software requirements for the
Windows NT Agent.

System Requirements
The Windows NT Agent requires:
= Intel Pentium processor, or better
s Microsoft Windows NT, Version 4.0, Service Pack 3, or later
= Enough free disk space, depending on the type of installation:

o If you plan to distribute the Windows NT Agent to other Windows NT systems,
13 MB freespaceisrequired for theWindowsNT Agent softwareand distribution
files.

o If youplantoruntheWindowsNT Agent on asingle WindowsNT system, 8 MB
free space is required for the Windows NT Agent software.

= 64 MBRAM
s CDdrivefor initial installation
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Cooperating Software Requirements

The Windows NT Agent is designed to interact with the following products:

s CONNECT:Direct for WindowsNT Version 1.3.0 or CONNECT: Direct for Windows
NT Workstation and Server Version 3.3.0

CONNECT:Direct for Windows NT must be installed and running on each Windows
NT system on which the Windows NT Agent will be installed. This requirement
ensures that necessary CONNECT:Direct information is available to the Windows
NT Agent installation program.

Note:  We recommend that you apply CONNECT:Direct maintenance dated
08NOV 2000 or later for morereliable operation of CONNECT:Direct for
Windows NT.

= NetMaster for File Transfer (formerly known as SOLV E:Operationsfor File Transfer)
Version 4.0 or later

While not directly related to the installation and distribution of the Windows NT
Agent, NetM aster for File Transfer must beinstalled, properly configured, and running
on the mainframe. This requirement ensures you can issue file transfer event and
command requestsfrom the mainframe to communicate with the WindowsNT Agent.

See Sep 5 - Configure Mainframe Resources, on page 10-9, for additional information
about these procedures.

TCP/IP Connectivity Requirements

You must be able to establish TCP/IP connections between the mainframe(s) running
NetMaster for File Transfer and the Windows NT system(s) running the Windows NT
Agent.

On the mainframe, TCP/IP connectivity requires TCPaccess or IBM TCP/IP.

NetMaster for File Transfer 3.3 or later supports TCPaccess, Communications Server, and
IBM TCP/IP for MVS. For more information, seeits Installation and Setup Instructions.
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Pre-installation Checklist

Before installing the Windows NT Agent, review the following checklist:

Itemsto Check Before Installing

1

Isthe target system running Microsoft Windows NT Version 4.0,
Service Pack 3, or later?

Have you determined the directory where the Windows NT Agent
software isto be installed?

The Windows NT Agent can be installed to any user-specified
location in the file system.

| sadequatefree space availablein theintended destination (13 MB),
along with recommended memory resources (64 MB)?

IstheWindowsNT system that isreceiving the Windows NT Agent
software able to establish a TCP/I P connection with the mainframe?

Usethe pi ng command to check the connection status.

Doesthe installer have the correct permissions?

The Windows NT Agent must be installed by the userid that is
defined as the default CONNECT:Direct SDK Client Connection
userid. Otherwise, the Windows NT Agent will not activate.

Is CONNECT:Direct for Windows NT installed and running on the
same Windows NT system on which the Windows NT Agent isto
beinstalled?

The CONNECT:Direct for Windows NT server must be running so
that the Windows NT Agent installation program can obtain the
CONNECT:Direct service name.

Is NetMaster for File Transfer installed, properly configured, and
running on the mainframe?

See Mainframe Connections, on page 9-4 for more information.
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Installing the Windows NT Agent

This section describes the steps required to install the Windows NT Agent on asingle
Windows NT system.

Step 1 - Review the Pre-installation Checklist
Ensurethat you have addressed all the itemsin the pre-installation checklist on page 10-3.

Step 2 - Install the Windows NT Agent Software
To install the Windows NT Agent software from the CD-ROM:
1. If Windows NT isnot running, start it now. Close any open applications.

2. Insert the NetMaster for File Transfer Agent - CONNECT:Direct CD-ROM into the
CD drive.

3. Fromthe Windows NT Start menu, choose Run. From the Run dialog box, click
Browse and navigate to the\ W NNT directory on the CD drive. Double-click the
i nstall.exefile

4. Respond to the prompts during the installation program, modifying the defaults if
needed.

5. Theinstallation program copiesthe WindowsNT Agent program filesto the specified
destination location and then prompts you to configure the Windows NT Agent
software:

Configure SOLYE Agent Services
@ Two windows NT Semvices have been defined:

[11 SOLYE Agent
[2] SO0LVE Agent for COMMECT:Direct

Both mugt log on az a walid COMMECT: Direct user.
Do wou want to azzign the uzer (D now?
If you do not, you must do it later by executing:

Start ---> Settings --» Control Panel > Services

e Mo Cahcel
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Inthisstep, youassignavalid user D and password to the SOLV E Agent service and
the SOLVE Agent for CONNECT:Direct service. Because these services
communicatewith CONNECT:Direct, the user ID must beavaid CONNECT:Direct
user ID.

You can use the same user 1D for each of the services, athough it is not required.

a. Click Yesto assign the user IDs now. The Windows NT Services window
appears. Scroll down thelist of services until you find the SOLV E Agent and the
SOLVE Agent for CONNECT:Direct services:

Services
Service Status Startup Close |
Femate Procedure Call [RPC) Locator M anual ﬂ
Remaote Procedure Call [RPC) Service Started Automnatic Start |
Schedule M anual
Server Started Autamatic Stop |
SOLVE Agent
SOLYE dgent for COMMECT Direct &l
TCPAP MNetBIOS Helper Started Autamatic Bkl |
Telephony Service b arwial —
UPS Manwial Startup... |
Wiork station Started Autarmatic =
H! Prafiles. .. |
Startup Parameters:
| Help |

Note: Toassigntheuser IDsat alater time, click No. Theinstallation program
continues (see step 5).

Before using the Windows NT Agent, you must assign
CONNECT:Direct for WindowsNT user IDstothe SOLV E Agent and
the SOLVE Agent for CONNECT:Direct services.

Toassigntheuser IDs, select Start-Settings-Control Panel-Services.

b. Inthe Service column, select the SOLVE Agent for CONNECT:Direct service.
Then click Startup. The Service dialog box appears:
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Service

Service; SOLVE Agent for COMMECT:Direct

— Startup Type

Lol i

'@ Manual Cancel |

" Disabled Help |
—Log On Ag;

& Spstem Account
[ Allow Service to Interact with Desktop

€ This Account: I J
Bagsinnd: |
[Eamtirm I
Eazsmn:

¢. Under Startup Type, select Automatic.

Thissetting automatically startsthe WindowsNT Agent at system startup, and is
therecommended setting. If you sel ect Manual, theWindowsNT Agent will have
to be manually started each timeit is to be used.

d. Under Log On As, select This Account, then click the browse (...) button. The
Add User diaog box appears:

Add User
List Mames From: I@UMDLAES j
MNames:
ﬁ Adrniry (2 drrin) Adrmiristrator for Cisco Fesource Manad <
ﬁ Adrniristrator Built-in account for administering the col
ﬁ bin [Intemet Guest Account) Intemet Server Anompmous Access
ﬁ Guest Built-ity account for guest access to the
ﬁ gener] e
ﬁ howard
£ igor
€ ack hd|
Sdd Ifembers... Search... |
Add Name: I
Ok I Caticel Help
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e. Selectauser ID fromthe Names column and then click Add. The name appears
in the Add Name field.

Note: Theuser ID must beavaid CONNECT:Direct for Windows NT user
ID.

f. Click OK toreturntothe Service dialog box. The nameyou selected appearsin
the This Account field.

g. InthePassword and Confirm Password fields, enter the password associated
with the user ID shown in the This Account field. Remember, passwords are
case-sengitive. Click OK to return to the Windows NT Services window.

h. Inthe Service column, click on the SOLVE Agent service. Then click Startup.
The Service dialog box appears.

i. Repeat steps c through h to configure the SOLVE Agent service.

j.  After configuring the SOLV E Agent service, from the Services windows, click
Start to start the SOLVE Agent service. Starting the SOLV E Agent service
automatically starts the SOLVE Agent for CONNECT:Direct service.

k. Click Closeto close the Windows NT Services window.

6. Theinstallation program savesthe configuration settingsand then promptsyouif you
want to be able to distribute the Windows NT Agent software to other Windows NT
systems:

Distribute from here? E2

Do wou want to be able to distribute SOLYE Agent from
thiz system?

Mo | Cancel |

o Click Yesif youwant to distribute the Windows NT Agent to other WindowsNT
systems. Theinstallation program copies some additional filesto theinstallation
directory and then exits.

o Click Noif thisisthe only system on which you want to run the Windows NT
Agent. The installation program exits.

The Windows NT Agent is how installed.
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Step 3 - Set HOSTNAME Parameter

Perform this step only if the host name of the WindowsNT system on which youinstalled
the Windows NT Agent contains:

= Morethan eight characters

= Special characters, such as.

Double quotes["]
Single quotes[’]
Brackets[()]
Commas|,]
Periods|.]
Underscores|[_]
Spaces| ]

or if thereisany other reason you do not want to use the actual host name asthe CDMGR
name.

o o o o o g o

If these conditions do not apply to your installation, proceed to Step 4.
To set the HOSTNAME parameter:

1. Inthe SOLVEagent \ bi n directory, open the SOLVEagent . i ni filewith atext
editor.

2. ChangetheHOSTNAME parameter to specify thehost name of the WindowsNT system
on which CONNECT:Direct for Windows NT isinstalled:

HOSTNAME=al t er nat e
whereal t er nat e isthe substitute host name you want to use.

For example, if you change your local host name from al pha to bet a, but do not
want to reconfigure NetMaster for File Transfer on the mainframe, you can use this
parameter to set the HOSTNAME parameter to the old host name:

HOSTNAME=al pha
3. Savethefile and exit the text editor.
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Step 5 - Configure Mainframe Resources

TheWindows NT Agent receives commands from the mainframe, and sends information
to NetMaster for File Transfer running on the mainframe.

BeforeaNetMaster for File Transfer region running on the mainframe can recognize and
communicate with the Windows NT Agent software, some configuration tasks must be
compl eted within the NetMaster for File Transfer region. These tasks include defining
rules, schedules, and resources to manage a CONNECT:Direct file transfer service on a
Windows NT system.

To interact with the Windows NT Agent, the mainframe system administrator must
undertake the following setup procedures on the mainframe:

Note: Detailed instructions for these procedures are explained in the NetMaster for
File Transfer Implementation, Administration, and Operations Guide.

1. Definea CONNECT:Direct Manager (CDMGR) resource (manager typeisNT) for
the remote Windows NT system that is running the Windows NT Agent software.

The CDMGR manager name must match the host name of the remote Windows NT
system that is running the Windows NT Agent software, or the alternate host name
specified with the HOSTNAME parameter in the SOLVEagent . i ni file. To
determine the host name:

a.  Ontheremote Windows NT system, open a Command Prompt window.
b. Enter the following command:

host nane

The host name of the Windows NT system is returned.

2. Optionally define CONNECT:Direct Monitor (CDMON) resources for the CDMGR
resource you defined in step 1, above.

3. Activate the CONNECT:Direct Manager resource.

After the manager resource is activated, mainframe operators have access to al of the
CONNECT:Direct for Windows NT monitoring and management features described in
the NetMaster for File Transfer | mplementation, Administration, and Operations Guide.
These features include starting and stopping the link to the remote system, control of
gueued CONNECT:Direct processes, message visibility, and alert monitoring.
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Completion
This completes the installation and configuration of the Windows NT Agent.

To verify operation of the Windows NT Agent, start asimplefile transfer using
CONNECT:Direct running on the same Windows NT system on which the Windows NT
Agentisinstalled. Then monitor thefiletransfer eventsasthey appear inthe File Transfer
log in NetMaster for File Transfer on the mainframe.

If you want to distribute the Windows NT Agent to other Windows NT systems, see
Chapter 11, Distributing the Windows NT Agent.

To read about how to manage the Windows NT Agent components, see Chapter 12,
Managing the Windows NT Agent.

Uninstalling the Windows NT Agent

When you uninstall theWindowsNT Agent software, all associated program filesand the
installation directory are deleted from your system. However, if any file within the
installation directory or any of its subdirectories is open when uninstalling the software,
the installation directory and any open file remains on your system.

To uninstall the Windows NT Agent software:

1

Log on to the system from which you want to uninstall the Windows NT Agent
software.

Close any files within the Windows NT Agent installation directory (or any of its
subdirectories) that are open.

Click Start-Programs-Control Panel-Add/Remove Programs.
The Add/Remove Programs Properties diaog box appears.
Select SOLVE Agent from the list and then click Add/Remove.
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Chapter 11

Distributing the Windows NT Agent

11

Asan agent for the NetMaster for File Transfer mainframe application, the Windows NT
Agent will most likely be installed on a number of Windows NT systems where the
CONNECT:Direct for Windows NT server isrunning in a given enterprise.

This chapter explains how to distribute the Windows NT Agent softwarefromitsoriginal
installation system to additional Windows NT systems.
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Pre-distribution Checklist

11-2

After initia installation is complete, you can distribute the Windows NT Agent software
to other Windows NT systems. Before beginning distribution, complete the following:

Items to Check Before Distributing

1

For each system that will receive the distributed software, check

items 1 through 6 from the Pre-installation Checklist on page 10-3.

Doesthe installer have access to avalid user account with
administrator privileges on the target system(s)?

Do you have the following information for each target system:

The user ID and password that the SOLV E Agent services will
run under on the remote Windows NT system.

The user ID must be the user ID that is defined as the default
CONNECT:Direct SDK Client Connection user ID. Otherwise,
the Windows NT Agent will not activate.

The domain for the user ID.

Thedirectory path wherethe Windows NT Agent software will
beinstalled ontheremote WindowsNT system. For consistency
and convenience, you should use the same directory path that
you used during the initial installation on the source system.

The host name of the Windows NT system on which you will
distribute the Windows NT Agent software.

ThepathfortheDi st ri but e subdirectory ontheloca system.

The directory on the remote Windows NT system to which the
installation program will be copied. The default directory is:

c:\tenp

IsCONNECT:Direct for Windows NT installed and running on the
local system and on all target systems?

Installation and Administration Guide

Done?
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O
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Distributing the Windows NT Agent

During theinitia installation procedure you were prompted with the Distribute from
here? dialog box. If you answered Yes, asubdirectory named Di st ri but e wascreated
inthe SOLVEagent directory, containing the following files:

= install.exe-theWindowsNT Agent installation program
= install.ini -theconfiguration filefor remote installation

= install.cdp -theskeleton of aCONNECT:Direct Process File to distribute and
install the Windows NT Agent software on aremote Windows NT system

To distribute the Windows NT Agent software, you must first edit theinformationin two
of the above files and then submit them to Windows NT.

To distribute the Windows NT Agent software to other Windows NT systems:

1. LogontotheWindowsNT system onwhich you initialy installed the Windows NT
Agent.

2. Useatext editor toopenthei nstal | . i ni file(see samplefile on page 11-4) and
make the following changes.

a. Changethe SOLVEAGENT= record to specify the NT domain, user ID, and
password that the SOLV E Agent serviceswill run under on the remote Windows
NT system. Theuser ID must beavalid CONNECT:Direct user I D on the remote
system.

For example, to specify that the SOLVE Agent serviceswill runon NT domain
NTAREAL, under user ID SysAdmin whose password is 12C95, enter:

SOLVEAGENT=NTAREA1\ SysAdnmi n 12C95

b. By default, the Windows NT Agent will beinstalled on the remote system at this
location:

c:\ Program Fi | es\ SOLVEAgent

If youwant toinstall the Windows NT Agent in adifferent directory, changethe
I NSTALLDI R= record to specify the directory path where the Windows NT
Agent softwareistobeinstalled ontheremote WindowsNT system. For example,
toingtall the Windows NT Agent at the root level directory, enter:

I NSTALLDI R=c: \ SOLVEAgent
c. Savethefile.

3. Editthei nst al | . cdp file(seethebold entriesin the samplefile on page 11-5) and
make the following changes:
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a. Changethe REMOTE= record to specify the node name of the CONNECT:Direct
server on the Windows NT system on which you are going to distribute the
Windows NT Agent software:

REMOTE=r enot e_C. D _node_nane

b. The&HOME= record specifiesthepathfortheDi st ri but e subdirectory onthe
local system:

- If you are using the default installation directory, you do not need to change
this record.

- If youareusing aninstallation directory different than the default, changethe
&HQOVE= record to specify that directory.

¢. Changethe &TARGET= record to specify the directory on the remote Windows
NT systemtowhichtheinstallation program will be copied. Thedefault directory
isc:\tenp.

The directory you specify must exist on the target system.
d. Savethefile and exit the text editor.

4. Using CONNECT:Direct for Windows NT, submit thei nst al | . cdp file. This
process copies the installation program and the configuration file to the remote
Windows NT system. The installation program is then executed in automatic mode
so that no operator interaction is required.

To use CONNECT:Direct for Windows NT to submit thei nst al | . cdp file

a. If the SOLVE Agent for CONNECT:Direct service is not started, start it using
either the Admin Toolsfeaturein CONNECT:Direct or theinstructionsin Sarting
the Windows NT Agent, on page 12-5.

b. Start the CONNECT:Direct Requester.

c. Fromthe Requester, select File-Open. NavigatetotheDi st ri but e directory
andthen selecti nst al | . cdp.

d. Submit thefile.

5. Repeat steps 1 through 4 for each remote Windows NT system on which you want to
distribute the Windows NT Agent software.

Sample install.ini File

[Di stribute]
| NSTALLDI R=C: \ SOLVEAgent
SOLVEAGENT=NTAREA1\ SysAdni n 12C95
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Sample install.cdp File

SAi nst PROCESS
REMOTE=SYSTEML /*$W ndows NT$*/
HOLD=NO
CLASS=1
PRTY=10
EXECPRTY=10
RETAI N=NO
&HOVE="c: \ agent 1\ di stri but e"
&TARGET="c: \t enmp"
/*Distribute and renote install SO.VEagent for W ndows NT*/

CopyFil e COPY FROM (
FI LE=" &HOVE\ REMOTE~1. EXE"
LOCAL /*$W ndows NT$*/)
TO (
REMOTE / *$W ndows NT$*/
FI LE=" &TARGET\ r enpt ei nst al | . exe"
Dl SP=( RPL, <def aul t >))
| F (CopyFile EQ 0)

Copyl ni COPY FROM (
FI LE=" &HOVE\ REMOTE~1. | NI "
LOCAL /*$W ndows NT$*/)
TO (
REMOTE /*$W ndows NT$*/
FI LE=" &TARGET\renot ei nstal | .ini"
Dl SP=( RPL, <def aul t >))
| F (Copylni EQ 0)

Install RUN TASK REMOTE ( PGVEW NNT)
SYSOPTS=" pgm &TARGET\ r enot ei nst al | . exe)
args(/s)

deskt op(yes)"
ElF
ElF
PEND
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Chapter 12

Managing the Windows NT Agent

12

The Windows NT Agent runsasaWindows NT service and isessentially self-operating.
However, you may need to monitor the processes that are associated with the Windows
NT Agent if there is a problem.

This chapter discusses:

= TheWindows NT Agent processes and how to view their status
= Stopping and starting the Windows NT Agent

= Usingthelogfiles

= Modifying the Windows NT Agent configuration file
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Processes

The Windows NT Agent uses the following processes.
Table 12-1. Windows NT Agent Processes

Process

What it does

SOLVEagent . exe

j rew. exe

SOLVEagent CD. exe

This process provides an interface between the Agent
Server (j r ew. exe) and the Windows NT Service
Control Manager (SCM). The Windows NT SCM tells
SOLVEagent . exe to start or stop, which, in turn starts
or stops the Agent Server.

SOLVEagent . exe isinstalled as a Windows NT service
under the name SOLVE Agent. Itis normally installed in
Automatic mode, meaning thatitis started whenever the
Windows NT system is started.

This process is the Agent Server, which is the actual
agent that handles connections from the mainframes
and creates Command Servers and Event Servers. It is
a Java application executing under the Java run-time
environment, not a Windows NT service.

This is the process started or stopped by

SOLVEagent . exe.

This process is the Event Collector.

SOLVEagent CD. exe is installed as a Windows NT
service under the name SOLVE Agent for
CONNECT:Direct. It is installed in Automatic mode,
meaning that it is started whenever the Windows NT
system is started.
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The Windows NT Agent also uses the following CONNECT:Direct for Windows NT
processes.

Table 12-2. CONNECT:Direct for Windows NT Processes

Process What it does

cdnt . exe This process is the CONNECT:Direct for Windows NT
server process. It is installed as a Windows NT service
under the name CONNECT:Direct - nodename, where
nodename is the name of the CONNECT:Direct node.

di rect. exe This process is the CONNECT:Direct for Windows NT
command line interface program. The Agent Server uses
this program to issue commands to CONNECT:Direct for
Windows NT.

Viewing Process and Service Status

Use a combination of the following Windows NT tools to manage the processes and
services associated with the Windows NT Agent and CONNECT:Direct for WindowsNT.

= Task Manager

When the Windows NT Agent is functioning properly, the following processes are
listed on the Processes tab in the Image Name column.

o cdnt.exe

o jrew exe

o SOLVEagent . exe

o SOLVEagent CD. exe

To access the Task Manager, position the cursor over the Windows NT task bar, and
then click the right mouse button. From the pop-up menu, select Task Manager. The
Windows NT Task Manager window appears.

= Event Viewer

CONNECT:Direct for Windows NT writes significant events to the Windows NT
Event Log. You can use the Event Viewer to view these events.
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To access the Event Viewer, click Start-Programs-Administrative Tools
(Common)-Event Viewer. The Event Viewer window appears.

s Services

WhentheWindowsNT Agentisfunctioning properly, thefollowing servicesarelisted
in the Services window. Their status and how they are started is also listed:

o CONNECT: Direct - nodenane

o SOLVE Agent

o SOLVE Agent for CONNECT: Direct

To access the Services window, click Start-Settings-Control Panel. From the
Control Panel window, double-click Services. The Services window appears.

Stopping and Starting the Windows NT Agent

12-4

After the Windows NT Agent is properly installed and configured, it is essentially
self-operating, needing little or no operator attention. However, there may be times when
you need to manually stop or start the Windows NT Agent.

Stopping and starting the Windows NT Agent involves stopping and starting the SOLVE
Agent service and the SOLVE Agent for CONNECT: Di r ect service.

Stopping the Windows NT Agent

Because the SOLVE Agent service will alwaystry to start the SOLVE Agent for
CONNECT: Di r ect service when it has stopped, you should always stop the SOLVE
Agent servicefirst.

To stop the Windows NT Agent:
1. Click Start-Settings-Control Panel-Services.
The Services window appear.
2. Selectthe SOLVE Agent service. Then click Stop.
3. Selectthe SOLVE Agent for CONNECT: Di rect service. Then click Stop.
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Starting the Windows NT Agent

Normally, the Windows NT Agent starts automatically at system startup. However, if the
WindowsNT Agent is configured to be started manually, or if you have manually stopped
the Windows NT Agent, use the following instructions to restart it:

1. Click Start-Settings-Control Panel-Services.

The Services window appears.
Select the SOLVE Agent service. Then click Start.

After the SOLVE Agent service starts, it automatically starts the SOLVE Agent
for CONNECT: Di rect service.

Both servicesshould display astatus of Started inthe Status column of the Services
window. If they do not, refer to Chapter 13, Troubleshooting the Windows NT Agent.

Windows NT Agent Log Files

The Windows NT Agent uses two log files to record important information about the
operation of the agent services:

SOLVEagent . | og isthelogfile containing events generated by the SOLVE Agent
service.

SOLVEagent CD. | og isthelog file containing events generated by the SOLVE
Agent for CONNECT:Direct service.

To view thelog files, open them with atext editor.

By default, thelog files reside in the SOLVEagent \ | og directory. You can specify
another directory for the log files by changing the LOGPATH parameter in the Windows
NT Agent configuration file.

Note: TheWindowsNT Agent does not manage the size of thelog files. These files

can grow in size very quickly (especially when debug mode is set to on in the
Windows NT Agent configuration file) and should be renamed and archived

regularly. When thelog filesare archived, the Windows N T Agent detects that
the log files do not exist and creates new files as necessary.
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Modifying the Windows NT Agent Configuration File

12-6

The Windows NT Agent uses a configuration file to define information needed by its
various components. The fileisnamed SOLVEagent . i ni andislocated inthe bi n
directory of the Windows NT Agent installation directory. The file's contents consist of
functional groups and within each of these groups there are parameter and value pairs:

[ gr oupnane]
par anmet er =val ue

To modify the configuration file:

1. Inthe SOLVEagent \ bi n directory, open the SOLVEagent . i ni filewith atext
editor.

2. Make changesto the parameters as described in Group and Parameter Descriptions,
on page 12-7.

3. Savethefile and exit the text editor.

Default Configuration File
The default configuration file that is shipped with the Windows NT Agent is as follows:

[ SOLVEagent ]

DEBUG=0

DUMP=0

LOGPATH=D: \ Pr ogr am Fi | es\ SOLVEagent\ | og
HELPPATH=D: \ Pr ogr am Fi | es\ SOLVEagent \ doc
# HOSTNAME=al t er nat e_host nane

[ Tasks]
Pr ocesshbni t or =1

[ ProcessMoni t or]
POLLI NG=180

[ Servi ces]
Cont r ol =2630
FTSer vi ce=2636

[ FTSer vi ce]

EVENTS_PORT=2636

EVENTS_ADDR=224. 199. 0. 229

CD_SERVI CENAME=CONNECT Direct v1.3.0 - nodenane

[ SOLVEagent CD|
POLLI NG=120
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Group and Parameter Descriptions

[SOLVEagent]
This group specifiesinitialization values for the Windows NT Agent.

DEBUG
Turns the Windows NT Agent debugging facility off and on. Values can be 0
(off) or 1 (on). The default valueis 0 (off). When debugging is on (DEBUG=1),
the Windows NT Agent logs additional detailed messagesin the log filesin
verbose mode. See the description of the LOGPATH parameter below for
additional information about the log files.

DUMP
Turnsthe WindowsNT Agent dumping facility off and on. Values can be O (off)
or 1 (on). When the dumping facility is on (DUMP=1), the Windows NT Agent
dumpsall sent and received datain hex and character formats. The default value
is 0 (off).

LOGPATH
Specifiesthe directory path where the Windows NT Agent log filesreside. This
valueisrelativeto the path where the Windows NT Agent softwareresides. The
default value LOGPATH=I og createslog filesin the SOLVEagent \ | og
directory.

HELPPATH
Not used with this version of the Windows NT Agent.

HOSTNAME
Specifies an override value for the host name (for example,
HOSTNAME=CD400). If the value is blank, then the system uses the host name
assigned to the local host. By default, this parameter is commented out. To set
this parameter, remove the comment (#) and specify an aternate host name.

Set this parameter only if the host name of the Windows NT system on which
you installed the Windows NT Agent contains:

= Morethan eight characters
= Specid characters, suchas$, \ and < >

or if thereisany other reason you do not want to use the actual host name asthe
CDMGR name.

For example, if you change your local host name but do not want to reconfigure
NetMaster for File Transfer on the mainframe, use the HOSTNAIVE parameter to
set the host name to old host name.
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[Tasks]
Thisgroup specifies additional tasksthe Windows NT Agent should start at start-up
time. Currently, there is only one task, which is the Process Monitor.

ProcessM onitor
Specifies whether the Process Monitor isto be started. Values can be 0 (do not
start Process Monitor) or 1 (start Process Monitor). The default valueis 1.

[ProcessM onitor]
This group specifies attributes relating to the Process Monitor task.

POLLING
Specifies the interval, in seconds, at which the Process Monitor checks on
CONNECT:Direct and the Event Collector. The default valueis 180.

[Services]
This group specifiesinitialization values for the services provided by the Windows
NT Agent.

Control
Specifiesa TCP/IP port used internally by the Windows NT Agent. The default
valueis 2630, which is recommended when only one copy of the Windows NT
Agent isinstaled on the Windows NT system. When multiple Windows NT
Agents are installed on the same Windows NT system, ensure each Windows
NT Agent usesadifferent valuefor the server port. Examples of valid valuesare
26301, 26302, although any free port can be used.

FT Service
Specifiesthe TCP/IP port on which the WindowsNT Agent accepts connections
from mainframeclients. Thedefault valueis 2636, which isrecommended when
only onecopy of theWindowsNT Agentisinstalled ontheWindowsNT system.
When multiple Windows NT Agents are installed on the same Windows NT
system, ensure each Windows NT Agent uses a different value for the server
port. Examples of other valid values are 26361, 26362, although any free port
can be used.

[FTService]
This group specifies attributes relating to the FT Service service.

EVENTS _PORT
Specifiestheport that the WindowsNT Agent usesto receive CONNECT: Direct
filetransfer statistics. It is used by the Windows NT Agent in conjunction with
EVENTS_ADDR (seebelow). The default valueis 2636. Makethisvalue aways
equal to that of the FTSer vi ce parameter in the [Services| group.
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EVENTS _ADDR
Specifies the address that the Windows NT Agent usesto receive
CONNECT:Direct file transfer statistics. It is used by the Windows NT Agent
in conjunction with EVENTS_PORT (see above). Specify the address using the
dotted form, for example:

EVENTS_ADDR=224. 199. 0. 229

Note: The EVENTS ADDR value must be a multicast socket designation
and must start with 224. Do not change this address to that of the
Windows NT system you are working on.

CD_SERVICENAME
Specifies the CONNECT:Direct for Windows NT server process. Thisvalueis
set during installation of the Windows NT Agent.

[SOLVEAgentCD]

This group specifies attributes relating to the Windows NT Agent Events Collector
that collects CONNECT:Direct file transfer statistics.

POLLING

Specifiesthefreguency, in seconds, at which the Event Collector checksfor new
events. The default value is 120.
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Chapter 13

Troubleshooting the Windows NT Agent

13

This appendix describes some of the problems you might encounter when using the
Windows NT Agent, and offers some possible solutions.

Problem Category Page
1. Initial Installation 13-2
2. Operation 13-2
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1. Initial Installation

Problem:  Duringinstallation, the installation program detects that CONNECT:Direct
is not installed on the Windows NT system

Thisisindicated by the following warning:
waming |

COMMELCT:Direct iz not installed on this
spstem.

'SOLVE Agent for COMMECT :Direct’ service
will not be: installed.

Solution:

Cancel the installation program and install CONNECT:Direct for Windows NT on the
Windows NT system on which you areinstalling the Windows NT Agent. Then beginthe
Windows NT Agent installation procedure again.

To cancel the installation:

a. Fromthe Warning dialog, click OK.

b. Onthe Configure SOLVE Agent Services diaog, click Cancel.

c. Onthelnstall diaog, click Exit Setup.

d. OnthePerform Rollback diaog, click Yes. The uninstall program removes
any filesthat were copied.

2. Operation

Problem 1: The Windows NT Agent will not start
Thisisindicated by the following:

= A message appearsthat saystheindicated service could not be started. Typically this
message is associated with error 1069, indicating the service did not start due to a

logon failure.
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= TheTask Manager window doesnot display either the SOLVEagent . exe process
or the SOLVEagent CD. exe process.

= TheServices window showsthe SOLVE Agent serviceand/orthe SCLVE Agent
for CONNECT: Di rect service status as Stopped.

Solution:

= Verifythat theuser ID assignedtothe SOLVE Agent serviceandthe SOLVE Agent
for CONNECT: Di rect serviceisavaid CONNECT:Direct user ID.

= Verify that the password assigned to the SOLVE Agent service and the SOLVE
Agent for CONNECT: Di rect serviceisvaid. Remember, passwords are
case-sensitive.

To verify thisinformation:
1. Click Start-Settings-Control Panel-Services.

2. FromtheServices window, selecttheSOLVE Agent serviceortheSOLVE Agent
for CONNECT: Di rect service.

Click Startup.

Make any necessary changes to the user 1D and password.

Problem 2: NetMaster for File Transfer on the mainframe is not receiving events from
CONNECT:Direct for Windows NT

While viewing the NetMaster for File Transfer CDMGR File Transfer Log, no
CONNECT:Direct for WindowsNT events are displayed. For example, when you initiate
afiletransfer on the Windows NT system, you should see file transfer status stop events
displayed in the mainframe file transfer log.

Solution:
On the Windows NT system:

= Ensurethat the SOLVE Agent service andthe SOLVE Agent for
CONNECT: Di r ect service are running. These services should be listed in the
Windows NT Services window with astatus of Started. If the services are stopped,
start them. See Stopping and Sarting the Windows NT Agent, on page 12-4 for
additional information about starting the services.
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= Alsocheckthelogfilesforthe SOLVE Agent serviceandthe SOLVE Agent f or
CONNECT: Di r ect service for messages that would give an indication to the why
the servicesare not started. Thelog filesareinthe SOLVEagent \ | og directory and
are named SOLVEagent . | og and SOLVEagent CD. | og.

Contact Technical Support if the solutions above do not solve the problem.

Problem 3:  The Application log is full

The Application log is part of the Windows NT Event Viewer and records events logged
by applications. In some releases of Windows NT running Service Pack 3.0, the
Application log becomes flooded with PERFLIB events when the Windows NT Agentis
installed and running.

Solution:
Depending on the requirements of your system, consider the following solutions:

= If you are running Microsoft Windows NT with Service Pack 3, you may want to
upgrade to Service Pack 4.

= Changethelog settingsin the Event Viewer so that older entries are overwritten, thus
preventing the log from filling.

Open the Event Viewer and select Log-Log Settings. Inthe Event Log Settings
dialog box, change the event log wrapping to Override Events as Needed.

Problem 4:  You shut down CONNECT:Direct for Windows NT, but it starts again

The SOLVE Agent serviceisresponsiblefor automaticaly starting the SOLVE Agent
for CONNECT: Di r ect servicewhentheSOLVE Agent for CONNECT: Di r ect
serviceisnot running.

Solution:

Stop the SOLVE Agent servicefirst. Then stop the SOLVE Agent for
CONNECT: Di r ect service. Check the NetMaster for File Transfer CDMGR File
Transfer Log for a message indicating the SOLVE Agent for CONNECT: Di r ect
serviceisnot running.
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Problem 5:  The SOLVE Agent for CONNECT:Direct service is not responding

While trying to perform a CONNECT:Direct for Windows NT function (for example,
trying to stop CONNECT:Direct for Windows NT), the function is not performed.

Solution:

Use the Windows NT Agent sapi d utility to reset the CONNECT:Direct for Windows
NT server process (cdnt . exe).

To usethe utility, enter the following command from a Command Prompt window or the
Run command line:

sapid cdnt.exe kill
Thecdnt . exe processes disappears from the Task Manager window.

If the SOLVE Agent serviceandtheSOLVE Agent for CONNECT: Di r ect service
are running, they will restart cdnt . exe. After the SCLVE Agent for

CONNECT: Di r ect serviceisrestarted, amessage stating that the SOLVE Agent f or

CONNECT: Di rect serviceisrunning isdisplayed in the NetMaster for File Transfer
CDMGR File Transfer Log.
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Chapter 14

0S/400 Agent Concepts

14

The OS/400 Agent and its components run as OS/400 jobs and form part of an OS/400
subsystem. The OS/400 Agent:

= Monitorsthefiletransfer processesof CONNECT:Direct running onthesame AS/400
computer system as the OS/400 Agent.

= Passesmonitoring commandsto CONNECT:Direct from NetMaster for File Transfer
running on the mainframe.

= Periodically checks with CONNECT:Direct for new events, filters any new events,
and passes the events to NetMaster for File Transfer running on the mainframe.

Figure 14-1 displays an overview of the OS/400 Agent and how it relates to
CONNECT:Direct running on an AS/400 system and NetMaster for File Transfer running
on the mainframe.
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0S/400 Agent Components

The OS/400 Agent is made up of several different components. Figure 14-1 shows how
the components work together. The components are described bel ow.

Figure 14-1. OS400 Agent Conceptual Diagram

0S/400 System —

TCP/IP Port 2636

I= ) S

0S/400
Agent

Note: Agent
Controller

. . not shown
MVS Mainframe running: ~ '----- N--------1- P

- CONNECT:DIRECT for MVS
- NetMaster for File Transfer

Black = File Transfer Agent Components
Gray = Other Applications
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Agent Server

The Agent Server manages Event Servers, Command Servers, and the Process Monitor.
The Agent Server listens for connection requests from the mainframe client on an agreed
port, usually port 2636. See Changing the OS400 Agent Parameters, on page 16-7 for
information on configuring the local port.

Based on thetype of connection request, the Agent Server startseither aCommand Server
or an Event Server. The connection remains open until terminated by the mainframe.

The Agent Server and its related processes run together in an OS/400 job, called
SARUNAG, which controls another OS/400 job, called QIVACMDSRV.

Command Server

NetMaster for File Transfer running on the mainframe allows mainframe operators (or
automatic responses) to issue commandsto CONNECT:Direct for OS/400 viathe OS/400
Agent.

When a command is issued from the mainframe, the Agent Server determines the
connection to be a command request, creates a Command Server if oneis not already
running for that mainframe, and passes the command to the Command Server. The
Command Server executes the CONNECT:Direct for OS/400 command and returns the
response to the mainframe. The Agent Server creates one Command Server for each
mainframe connection to the OS400 Agent.

Each Command Server executes commands one at atime, in the order they are received.
The Command Server returns the response from one command before executing the next
command.

Event Server

The Event Server sendsfile transfer events and CONNECT:Direct status events to the
mainframe. It acts as abridge between the Event Collector and amainframe. Thereisone
Event Server for each mainframe connection to the OS/400 Agent.

NetMaster for File Transfer on the mainframe sends an event connection request to port
2636 on the targeted OS/400 system. The Agent Server determines the connection to be
an event request, and creates an Event Server if oneis not already running for that
mainframe.

The Event Servers receives events from the Event Collector. When the Event Collector
sendsan event, each Event Server receivesit, reformatsit and sendsit to the corresponding
mainframe.
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Process Monitor

The Process Monitor checks the state of CONNECT:Direct for OS/400, the Event
Collector, and the Statistics Collector every 20 seconds. Every time one of these processes
changes state (from running to not running, or from not running to running), the Process
Monitor sends a status event to the mainframe. The polling interval can be varied by
changing the OS/400 A gent parameters. For further information see Changing the OS400
Agent Parameters, on page 16-7.

Agent Controller

When the OS/400 Agent subsystem starts, thefirst OS/400 Agent job started isthe Agent
Controller, whichisresponsiblefor starting al other components of the OS/400 Agent. It
is also responsible for shutting down the components in response to requests to end the
0S/400 Agent, the subsystem, or the whole AS/400 system.

The SOLVE Agent Controller runs as asingle OS/400 job, called SARUNSA.

Statistics Collector

The Statistics Collector requestsfile transfer and status statistics from CONNECT: Direct
for OS/400 and sends them to the Event Collector.

The Statistics Collector runs as a single 0S/400 job called SARUNSC.

Event Collector

Every 30 seconds, the Event Collector checks for new events that may have taken place
in CONNECT:Direct for OS/400. When new file transfer events and status events are
detected, the Event Collector forwards them to the Event Servers. Theinterval between
Event Collector new event checkscan bevaried by changingthe OS/400 Agent parameters.
For further information see Changing the OS/400 Agent Parameters, on page 16-7.

The Event Collector sends the following event types:

s Filetransfer START events
s Filetransfer end events—either END or FAILURE
= CONNECT:Direct status events—either UP or DOWN

The Event Collector runs as an OS/400 job, called SARUNEC, which controls another
0S/400 job, called QIVACMDSRV.
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Mainframe Connections

To have the OS/400 Agent interact with NetMaster for File Transfer running on the
mainframe, you must ask the mainframe system administrator to undertake the following
setup procedures on the mainframe:

= Definea CDMGR manager resource for the remote AS/400 system that is running
the agent software

= Define CDMON monitor resources to the CDMGR resource you defined
= Activate the manager resource

Instructions for these procedures are found in the NetMaster for File Transfer
Implementation, Administration, and Operations Guide.

With the activation of the manager resource, mainframe operators have access to all of
the CONNECT:Direct for OS/400 monitoring and management features, including
starting and stopping the link to the remote system, control of queued CONNECT:Direct
processes, message visibility and alert monitoring.

More than one region or mainframe may be running NetMaster for File Transfer, and may
beinterested in monitoring or managing CONNECT:Direct for OS/400 on agiven AS/400
system. The OS/400 A gent can connect with multi ple mainframesand multiple mainframe
regions. For connectionsto mainframeregions, only one connection per regionisallowed.

TheAgent Server startsone Event Server or one Command Server for each separateregion
or mainframe request received by the AS/400 system; therefore, multiple Event Servers
and Command Servers may be running at any given time. Only one Event Collector is
needed, regardless of the number of Event Servers that are running.

When the mainframe connection is broken (for whatever reason), the OS/400 Agent shuts
down the Event Servers and the Command Servers that were started for that mainframe.
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Mainframe Connections to and from the OS/400 Agent

14-6

For clarity, Figure 14-1 showsonly oneinstance of amainframe connected to one OS/400
Agent. In this case, the OS/400 Agent sends commands to, and receives responses from,
asingleinstance of CONNECT:Direct for OS/400. However, there are other connection
variations. For example:

= Multiple OS/400 Agents can be connected to the sameinstance of CONNECT:Direct
for OS/400.

In this case, each OS/400 Agent must have a unique port number.

= Multipleinstancesof NetMaster for File Transfer can be connected tothe same OS/400
Agent.

= Multiple OS/400 Agentscan be connected to multipleinstances of CONNECT:Direct
for OS/400 on the same AS/400 system.

In this case, each OS/400 Agent must have a unique port number.

Additionally, each OS/400 Agent must operatewithadifferent library list. The OS/400
Agent contacts the first instance of CONNECT:Direct that it findsin the library list.

Note: A NetMaster for File Transfer region can monitor only one instance of
CONNECT:Direct for OS/400 on any one OS/400 system.

To have the OS/400 Agent interact with NetMaster for File Transfer running on the
mainframe, you must ask the mainframe system administrator to undertake the following
setup procedures on the mainframe:

= Definea CDMGR manager resource for the remote OS/400 system that is running
the agent software

= Define CDMON monitor resources for the CDMGR resource you defined
= Activate the manager resource

Instructions for these procedures are found in the NetMaster for File Transfer
Implementation, Administration, and Operations Guide.

With the activation of the manager resource, mainframe operators have access to all of
the CONNECT:Direct for OS/400 monitoring and management features, including
starting and stopping the link to the remote system, control of queued CONNECT:Direct
processes, message visibility and alert monitoring.
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Installing the 0OS/400 Agent

15

This chapter describes how to install and uninstall the OS/400 Agent.

Hardware and Software Requirements

This section describes the OS/400 hardware and software requirements for the OS/400
Agent.

System Requirements
The OS/400 Agent requires:
= An AS/400 system based on 64-bit RISC PowerPC AS processors
= 0S/400 V4 R2, or later, installed
If OS/400 V4 R2isinstalled, you also need PTF 5769999 MF18555 installed
= AS/400 Developer Kit for Java (licensed program 5769JV1) installed
= TC1 Product (TCP/IP Connectivity Utilities for AS/400) installed and configured
= Host Servers option of OS/400 installed
= 4 MB disk space
= CDdrive

P01-088 Chapter 15.  Installing the 0S/400 Agent 15-1



15-2

Cooperating Software Requirements
The OS/400 Agent is designed to interact with the following products:

= CONNECT:Direct for OS/400 Version 3.1.00 (Accumul ative Maintenance is 3.1.00
with Fix D3100F902A) or Version 3.3.00.

CONNECT:Direct for OS/400 must be installed, configured, and running on the
0S/400 system where the OS/400 Agent is running to receive commands from, and
send responses to, the mainframe, and to generate file transfer events.

= Netmaster for File Transfer (formerly known as SOLV E:Operationsfor File Transfer)
Version 3.3 or later.

Netmaster for File Transfer must be installed, started, and configured to send
commands to, and receive responses from, CONNECT:Direct for OS/400, and to
receive event messages from the OS/400 Agent. For information on defining a
CONNECT:Direct resource on the mainframe see the NetMaster for File Transfer
Implementation, Administration, and Operations Guide.

TCP/IP Connectivity Requirements

You must be able to establish TCP/IP connections between the mainframe(s) running
Netmaster for File Transfer and the AS/400 systems running the OS/400 Agent.

On the mainframe, TCP/IP connectivity requires TCPaccess or IBM TCF/IP.

Netmaster for File Transfer 3.3 or later supports TCPaccess, Communications Server, and
IBM TCP/IP for MV'S. For more information, seeits Installation and Setup Instructions.
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Pre-installation Checklist

P01-088

Before installing the OS/400 Agent, review the following checklist:

Itemsto Check Before Installing

1

Check that the user profileto be used by theinstaller hasthe specia
authorities * SECADM (security administrator) and * ALLOBJ (all
objects).

Check that CONNECT:Direct for OS/400isinstalled onthe AS/400.

Usethe pi hg command to check the connection status and ensure
that the AS/400 is able to establish a TCP/IP connection with the
mainframe.

Determine the host name of the AS/400 system that will run the
0S/400 Agent using the CHGTCPDIVN command.

You will need the host name to complete Sep 5 - Customize Initial
05400 Agent Parameter Settings.

Check that Netmaster for File Transfer (V3.3 or later) isinstalled,
properly configured, and running on the mainframe.
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Itemsto Check Before Installing (Continued)

6.

Determine the library name for the OS/400 Agent. For example,
SAPRD, which represents SOLVE Agent: Production.

Note: In the following commands SAPRD is an example only.
The library name you choose must meet the following criteria:
= Uptosix (6) characterslong.

= Must beavaid OS/400 library name.

= Must beauniquelibrary or subsystem. That is, it cannot be the
sameasan existing library or subsystem onthe AS/400. You can
check this with the commands:

WRKLI B LI B( SAPRD)
and
WRKSBSD SBSD( SAPRD)

s If suffixed with USR or OWN (for example, SAPRDUSR,
SAPRDOWN) it cannot be the name of an existing user profile.
You can check this with the command:

WRKUSRPRF USRPRF( SAPRD*)

= [If suffixed with APP, DTAU, or DTAC (for example
SAPRDAPP, SAPRDDTAU, SAPRDDTAC) it cannot be the
name of an existing authorization list. You can check this with
the command:

VIRKAUTL AUTL ( SAPRD*)

= If prefixed with/ usr/ SOLVEagent / (for example
/ usr/ SOLVEagent / SAPRD) it cannot be the name of an
existing directory. You can check this with the command:

WRKLNK OBJ( ' /usr/ SOLVEagent / SAPRD )

Note: Do not create the library, subsystem, user profile,
authorizationlist, or directory. They are created automatically by the
installation procedure that follows.

Determine the library name of the CONNECT:Direct instance you
intend the OS/400 Agent to monitor.
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Installing the OS/400 Agent

This section describes the steps required to install the OS/400 Agent.

Step 1 - Review the Pre-installation Checklist
Ensurethat you have addressed all theitemsin the pre-installation checklist on page 15-3.

Step 2 - Create an Administrator Profile

An OS/400 Agent administrator user profileis required on each OS/400 system on which
the OS/400 Agent will beinstalled. It must be called SAADMIN.

To create user profile SAADMIN:

1. Signontothe AS/400 system with the security officer user profile, QSECOFR, or the
profile used to create user profiles on your system.

2. Enter the following OS/400 command:

CRTUSRPRF USRPRF( SAADM N) SPCAUT(* ALLOBJ * SAVSYS * SPLCTL
* SECADM *JOBCTL) PWDEXPI TV(* NOMAX) LMIDEVSSN( * NO

The default password is SAADMIN because no password was specified.
3. Sign off the AS/400.

Step 3 - Install the OS/400 Agent Software
Toinstall the OS/400 Agent software:

1. Load thedistribution media:

o If installing from CD-ROM, insert the NetMaster for File Transfer Agent -
CONNECT:Direct CD-ROM into the CD drive.

o If installing from tape, mount the SOLV E:Agent for OS/400 distribution tape on
the tape drive.

2. Sign onto the AS/400 system as user SAADMIN.
3. Load and run the installation program:
o If installing from CD-ROM, enter the following OS/400 command:
LODRUN DEV(*OPT) DI R(’/0s400')
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o If installing from tape, enter the following OS/400 command:
LODRUN DEV( * TAP)

Wait for the Setup Agent Install Parameters command prompt to appear (see
Figure 15-1).

Figure 15-1. Setup Agent Install Parameters Panel

Setup Agent Install Paraneters (SETI NSTPRM

Enter the agent library name
Type choices, press Enter. that_you cho_se in step 6 of the
pre-installation tasks here.

Agent library . . . . . . . .. SAPRD Character val ue

CONNECT: Direct library . . . . . Name

\ Enter the CONNECT:Direct

library name you determined
in step 7 of the pre-installation
tasks here.

Bottom
F3=Exi t FA=Pr onpt F5=Refresh F12=Cancel F13=How to use this display
F24=More keys

_ J
4. Enter the OS/400 Agent library name in the Agent library field.
Enter the CONNECT:Direct library name in the CONNECT:Direct library field.

Theinstallation may take up to 30 minutes. The following message may be displayed
for aslong as 20 minutes:

Optim zi ng SOLVE Agent Java prograns
When the ingtallation is finished the following message appears:
SOLVE Agent instance SAPRD has been installed successfully

Note:  You can abort the installation procedure by pressing F12, skipping the
remainder of these instructions, and following the instructionsin the
section Uninstalling the OS400 Agent, on page 15-14.

6. Sign off the AS/400.
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Step 4 - Update CONNECT:Direct Users List

Thisstep grants CONNECT: Direct administration and stati sticsrightsto the OS/400 Agent
owner (the OS/400 Agent owner user profile was created in Sep 3 - Install the OS400
Agent Software). The name of the owner is the same as the name of the OS/400 Agent
library, suffixed with OWN. For example, if the name of the OS/400 Agent library is
SAPRD, then the name of the agent owner is SAPRDOWN.

Thisstep also setstheauthoritiesfor an OS/400 specia user, QUSER. Much of the OS/400
Agent’'swork is performed by OS/400 server jobsthat automatically run with the QUSER
user profile. This step allows those server jobsto work with CONNECT:Direct on behal f
of the OS/400 Agent, but prevents QUSER from using CONNECT:Direct under any other
circumstances.

Step 4.1 - Add the Agent Owner and QUSER to the CONNECT:Direct Users List
1. Signontothe AS/400 as the CONNECT:Direct Administrator, CDADMIN.

2. Changethecurrent library to the CONNECT:Direct library you specifiedin step 5 on
page 15-6, by using the following command:

CHGCURLI B LIB(cd_Ilibrary)
wherecd_| i br ary isthe name of the CONNECT:Direct library.

3. Display alistof al existing CONNECT:Direct usersby using thefoll owing command:
VRKCDUSR

4. Addthe OS/400 Agent owner to the list of CONNECT:Direct users by using the
following command:

ADDCDUSR USER( agent _owner) USRTYPE(*LCL) AUTH(* ADM
SELSTATS(*ALL)

whereagent _owner isthe agent owner user 1D, for example SAPRDOWN.
Alternatively, press F6 to be prompted.

5. PressF5torefreshthelist.
The OS/400 Agent owner is displayed in thelist.
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6. Add QUSER tothelist of CONNECT:Direct users by using the following command:
ADDCDUSR USER( QUSER) USRTYPE(*LCL) AUTH(*ADM) SELSTATS(*ALL)
Alternatively, press F6 to be prompted.

If QUSER isalready inthe user list, ensure that the correct attributes are set by using
the following command:

CHGCDUSR USER( QUSER) USRTYPE( *LCL) AUTH(*ADM) SELSTATS(*ALL)
7. PressF5torefreshthelist.
QUSER isdisplayed in thelist.

Step 4.2 - Set Authorities for QUSER

1. Display alist of usersand their authorities to the CONNECT:Direct library by using
the following command:

EDTOBJAUT OBJ(cd_library) OBITYPE(*LI B)
wherecd_| i br ary isthe name of the CONNECT:Direct library.
2. Check theuselist for user QUSER:

o If QUSER isnhot inthe user list, press F6 and add QUSER with object authority
*EXCLUDE.

o If QUSER isinthelist, ensure that it has object authority * EXCLUDE.
3. Sign off the AS/400.

Step 5 - Customize Initial 0S/400 Agent Parameter Settings

In this step, the initial user customizestheinitial settings for the OS/400 Agent. The
installation process creates an OS/400 Agent initial user profile. The name of theinitial
user isthe same asthe name of the OS/400 Agent library suffixed with USR. For example,
if the name of the OS/400 Agent library is SAPRD then the name of theinitial user is
SAPRDUSR.

You can change theinitia settings made during the installation process to specify:

= The user to receive messages

= Theinstance of CONNECT:Direct to be monitored
= Analternative host name

= The server port

= Thecontrol port
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To change the OS/400 Agent parameters, use the CHGSAPARMcommand:
1. Signontothe AS/400 as the OS/400 Agent initial user.
2. Enter the following command and press F4:

CHGSAPARM

The Change SOLVE Agent Parameters (CHGSAPARM) command prompt appears
(see Figure 15-2).

3. Change the parameters as required.

You can change additional OS/400 Agent parameters by editing the OS/400 Agent
initialization file. For further information, see Changing the OS/400 Agent Parameters,
on page 16-7.

Figure 15-2. Change SOLVE Agent Parameters Panel

Change SOLVE Agent Paraneters (CHGSAPARM

) To display the current
Type choices, press Enter. parameters, press Enter

Change SOLVE Agent Paraneters (CHGSAPARM

Type choi ces, press Enter.

Library name . . . . . . . . . . *LI BL Nanme, *LIBL

User to receive nessages . . . . *SYSOPR Nane, *SAME, *SYSOPR
CONNECT: Direct library nane . . CDLI B Name, *SAME
Overriding host name . . . - ! ’ Character val ue
Servers port . . . . . . . . . . 2636 1- 65536, 2636
Control port . . . . . . . . . . 2630 1- 65536, 2630

The OS/400 Agent parameters are described bel ow.

User to receive messages
Specifies the user to receive operational messages generated by the OS/400 Agent.
These messages are generated when the OS/400 Agent starts and ends, and when
jobs within the OS/400 Agent end unexpectedly.
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CONNECT:Direct library name
Specifies which instance of CONNECT:Direct is to be monitored by the OS/400
Agent. There may be more than one instance of CONNECT:Direct on the AS/400.

Overriding host name
Specifies an aternative host name by which the OS/400 Agent identifiesitself tothe
client mainframe. If blank, the OS/400 Agent identifiesitself with the TCP/IP host
name of the AS/400 system.

Use this parameter if the first segment of the AS/400 TCP/IP host nameis greater
than eight charactersin length (up to but not including thefirst period (.)), or includes
specia characters. The following special characters cannot be included:

= Double quotes["]

= Single quotes|’]

= Brackets[()]

= Commeas|,]

= Periods[.]

= Underscores| ]
= Spaces[]

For example, if the first segment of the AS/400 TCP/IP host nameis
MY _AS 400.mybusiness, use this parameter to override it to a host name such as
MYASA00. Correspondingly, in the Netmaster for File Transfer region running on
the mainframe, define the CONNECT:Direct manager as MYA S400.

Serversport
Specifies the TCP/IP port on which the OS/400 Agent accepts connections from
mainframe clients. The default valueis 2636, which isrecommended when only one
copy of the 0S/400 Agent isinstalled on the AS/400. When multiple OS/400 Agents
areinstalled on the same A S/400, ensure each OS/400 Agent uses a different value
for the server port. Examples of other valid values are 26361, 26362, although any
free port can be used.

Control port
Specifies a TCP/IP port used internally by the OS/400 Agent. The default valueis
2630, which is recommended when only one copy of the OS/400 Agent isinstalled
on the AS400. When multiple OS/400 Agents are installed on the same A S/400,
ensure each OS/400 Agent uses a different value for the server port. Exampl es of
valid values are 26301, 26302, although any free port can be used.
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Step 6 - Configure Mainframe Resources

Before a Netmaster for File Transfer region can recognize and communicate with the
0S/400 Agent, the mainframe system administrator must complete configuration tasks
within the Netmaster for File Transfer region.

To configure the mainframe resources the mainframe system admini strator must compl ete
the following setup procedures on the mainframe:

1. DefineaCONNECT:Direct Manager (CDMGR) resourcefor the A S/400 system that
is running the OS/400 Agent.

The CDMGR name must match the host name of the AS/400 system, or theoverriding
host name specified with the CHGSAPARMcommand. For further information on
determining the host name of the AS/400 system see Pre-installation Checklist, on
page 15-3.

2. Optionally, define CONNECT:Direct Monitor (CDMON) resourcesfor the CDMGR
resource you defined in step 1.

For detailed instructions for defining a CONNECT:Direct Manager and a
CONNECT:Direct Monitor, see the NetMaster for File Transfer Implementation,
Administration, and Operations Guide.

Post-installation Tasks

P01-088

To verify the operation of the OS/400 Agent:
1. Start the OS/400 Agent (see Sarting the 05400 Agent, on page 16-2).

2. Start asimplefiletransfer using CONNECT:Direct, then monitor the file transfer
events as they appear in the File Transfer log in Netmaster for File Transfer on the
mainframe.

After the installation is complete, you may need to do the following:

1. Grant other users authority to manage the OS/400 Agent. See Granting Users
Authority to Manage the OS400 Agent, on page 16-1.

2. Set up an auto-start procedure for the OS/400 Agent. See Setting Up Automatic
Sartup, on page 16-2.

3. Issuethefollowing command to prevent some system jobs from filling message
gueues and then terminating:

CHGIOBD JOBD( QSYS/ QZBSJOBD) J OBMBGQFL( * WRAP)
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What You Have Installed

The following objects were installed on your system:

Note: agent_library representsthe OS/400 Agent library name chosen on page 15-6.

= Two user profiles and their message queues of the same hame;

o agent_libraryOWN that ownsall theinstalled objects. Thisuser profile does not
have a password so it cannot be used to sign on to the AS/400.

o agent_libraryUSR that isprovided asaninitial user with the authority to manage
the OS/400 Agent.

s Three authorization lists:;

o agent_libraryDTAU and agent_|ibDTAC that secure all data objects and should
not be changed.

o agent_libraryAPP that secures the OS/400 Agent commands and programs.

= Adirectory called/ usr/ SCLVEagent / agent _| i br ary that contains most of
the runtime objects, including all Java classes and their log files.

= Alibrary called agent_library that contains the remaining runtime objects, including
al commands, programs, and the subsystem description and job descriptions that
provide the OS/400 Agent run-time environment.
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What You Can Modify

You can modify the user profile, authorization list, log files, and the class, as described
below:

Note: agent_library representsthe OS/400 Agent library name chosen on page 15-6.

= Theuser profile called agent_libraryUSR.

This user profile can be disabled or deleted, and provides aninitial user that can
manage the OS/400 Agent. It also serves as an example on which other profiles can
be based (see Granting Users Authority to Manage the OS400 Agent, on page 16-1).

= Theauthorization list called agent_libraryAPP.

Thisauthorization list secures the OS/400 Agent commands and programs. Initially,
it excludes al users except agent_libraryUSR from using the OS/400 Agent
commands and programs. Users can be added to it (Granting Users Authority to
Manage the OS400 Agent, on page 16-1).

= ThelogfilesSOLVEagent . | og and SOLVEagent CD. | og.

Thesefilesareinthe/ usr / SOLVEagent / agent _|i brary/| og directory and
can be renamed or deleted any time, regardless of whether the OS/400 Agent is
running. The OS/400 Agent creates new log files as needed.

= Theclasscaled SA inagent_library library.

This class can be modified to suit your system requirements. Changes to this class
affect the OS/400 Agent jobs that run in the agent_library subsystem.
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Uninstalling the OS/400 Agent

To uninstall the OS/400 Agent software:
1. Signon tothe AS/400 as the OS/400 Agent administrator, SAADMIN.

Note: If the OS/400 Agent has never been started, skip to step 4.

2. End the OS/400 Agent by entering the following command:
ENDSA LI B(agent _|ibrary)

3. Display the 0S/400 Agent jobs by entering the following command:
WRKSAJOB LI B(agent _|ibrary) OPTI ON(*SBS)

If you cannot display the jobs because the subsystem is not active, continue to the
next step. Otherwise, wait for all the jobs to end before continuing to the next step.
You can refresh the display by pressing F5.

4. Uninstall the OS/400 Agent by entering the following command:
SAUNI NST LI B(agent _|ibrary)

5. Remove any OS/400 Agent autostart commands from the startup program.
For further information see Setting Up Automatic Startup, on page 16-2.

6. Sign off the AS/400.
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Chapter 16

Managing the 0S/400 Agent

16

After the OS/400 Agent isproperly installed and configuredit isessentially self-operating,
needing little or no operator attention. However, you may need to monitor the jobs
associated with the OS/400 Agent in the event thereis a problem.

This chapter discusses:

= Granting authority to manage the OS/400 A gent
= Starting the OS/400 Agent

= Ending the OS/400 Agent

= Displaying information about the OS/400 Agent
= Changing the OS/400 Agent parameters

Granting Users Authority to Manage the 0S/400 Agent

P01-088

Authority to manage the OS/400 Agent is controlled by an OS/400 authorization list. The
authorization list specifies which users can use the 0S/400 Agent commands.

The name of the authorization list is the same as the name of the OS/400 Agent library,
suffixed with APP. For example, if the name of the OS/400 Agent library is SAPRD, then
the name of the authorization list is SAPRDAPP.

To change which users have authority to manage the OS/400 Agent:

1. Signon tothe AS/400 as security officer, QSECOFR, or as the OS/400 Agent
administrator, SAADMIN.
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2. Enter the following command:
EDTAUTL AUTL(aut hori zation_Ilist)

3. Grant auser authority to manage the OS/400 Agent by giving that user * USE rights.
Modify the list as required.

4. Sign off the AS/400.

Starting the 0S/400 Agent

Normally, the OS/400 Agent starts automatically at system startup. However, if OS/400
isnot configured to start the OS/400 Agent automatically, or if you have ended the OS/400
Agent manually, you need to manually start the OS/400 Agent.

Note: After youinstall the OS/400 Agent you need to start it manually for the first
time.

To start the OS/400 Agent:
1. Signontothe AS/400 as a user who has authority to manage the OS/400 Agent.
2. Enter the following command:

STRSA LI B(agent _|ibrary)

The OS/400 Agent starts.

Setting Up Automatic Startup

To enable the OS/400 Agent to start each time the system is started, you need to modify
the startup program for the AS/400. This task should be performed by a system
administrator, as knowledge of your startup procedure and other information (such as
which job queue to specify for the SBMJOB command), is required. The program name
and library can be found by displaying the system value QSTRUPPGM.
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Modify the startup program by adding thefollowing CL commands. Add these commands
to the end of your existing startup program. In particular, the OS/400 Agent needs to be
started after TCP/IP has been started:

= ADDLIBLE LIB(agent _|ibrary)

= SBMIOB CMD(agent _|ibrary/ STRSA) JOB( STRSA)

Note:  Whenyouuninstall the OS/400 Agent software, removetheseentriesfromyour
startup program.

Ending the OS/400 Agent

To end the OS/400 Agent:
1. Signontothe AS/400 as a user who has authority to manage the OS/400 Agent.
2. Enter the following command:

ENDSA LI B(agent _|ibrary)

The OS/400 Agent ends.

Thetwo jobscalled QIVACMDSRYV send anotification messageto the specified user,
specifying that the OS/400 Agent ended abnormally.
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Displaying Information About the OS/400 Agent

16-4

Each instance of the OS/400 Agent runs as six OS/400 jobsin a dedicated OS/400
subsystem. (See Table 16-1.) This section describes how to display the subsystem and its
jobs. Thisinformation appears in two views. the OS/400 Work With Active Jobs panel,
and the OS/400 Work With Subsystem Jobs panel.

Table 16-1. OS400 Agent Component Job Definitions

0S/400 Agent Job Name Description
Component
Agent Server SARUNAG Runs the Command Server,

Event Server, and the Process
Monitor. This job also controls
the OS/400 job

QJVACMDSRV.

Agent Controller SARUNSA Controls components of the
0S/400 Agent.

Statistics Collector SARUNSC Requests CONNECT:Directfor

0S/400 events and statistics.

Event Collector SARUNEC Checks for CONNECT:Direct
for OS/400 events. This job
also controls the OS/400 job

QJVACMDSRV.
Agent Server/Event QJVACMDSRYV Is actually two jobs: one job is
Collector the Agent Server and the other

job is the Event Collector.

Active Jobs

To display the active OS/400 Agent subsystem jobs:
1. Signon tothe AS/400 as a user who has authority to manage the OS/400 Agent.
2. Enter the following command:

WRKSAJOB LI B(agent _|ibrary) OPTI ON(* ACTI VE)
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3. TheWork With Active Jobspanel appears, showing only the OS/400 Agent subsystem

and jobs.

If the OS/400 Agent is not running, no jobs are displayed.

Table 16-2 shows the active jobs and the status values to expect.

Table 16-2. Active Jobs View Showing OS400 Agent Jobs and Status Values

Subsystem/Job

Status - expected values

Subsystem-name
QJVACMDSRV
QJVACMDSRYV
SARUNSA
SARUNAG
SARUNEC

SARUNSC

DEQW

JVAW, RUN, MTXW

JVAW, RUN, MTXW
MSGW, RUN

TIMW, RUN

TIMW, DEQA, DEQW, RUN

TIMW, DEQA, DEQW, RUN

When the OS/400 Agent has ended, you do not see the subsystem or any jobs.

If the Work With Active Jobs panel does not contain the jobs described above, or if the
status of ajob does not match those shown above, refer to Chapter 17, Troubleshooting

the OS400 Agent.

Subsystem Jobs

To display the jobs in the OS/400 Agent subsystem:

1. Signontothe AS/400 as a user who has authority to manage the OS/400 Agent.

2. Enter the following command:
WRKSAJOB LI B(agent _Iibrary) OPTI ON(* SBS)

If the OS/400 Agent subsystemisactive, theWork With Subsystem Jobspanel appears,
showing only the OS/400 Agent subsystem and jobs.

Figure 16-1 showsatypical OS/400 Agent subsystem and itsjobs. Itisnormal for job
SARUNSA to have status MSGW (message wait).
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Figure 16-1. OS400 Agent Work with Subsystem Jobs Panel

Work with Subsystem Jobs MYAS400 \
06/07/99 12:21:30
Subsystem . . . . . . . . . . SAPRD

Type options, press Enter.
2=Change 3=Hol d 4=End 5=Work with 6=Rel ease 7=Di spl ay nessage

8=Work with spooled files 13=Di sconnect

Opt  Job User Type  ----- Status----- Function
QIVACMDSRV  SAPRDAOMN  BATCHI ACTI VE
QIVACMDSRV  SAPRDAOMN  BATCHI ACTI VE

SARUNAG SAPRDAOMN  BATCH ACTI VE PGV SARUNAG
SARUNEC SAPRDAOAN  BATCH ACTI VE PGV SARUNEC
SARUNSA SAPRDAOMN  AUTO MSGWV PGV SARUNSA
SARUNSC SAPRDAOMN  BATCH ACTI VE PGV SARUNSC

Bottom
Paraneters or command
===>

F3=Exi t FA=Pr onpt F5=Refresh F9=Retrieve F11=Di spl ay schedul e data

Fl12=Cancel
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Table 16-3 showsthe OS/400 Agent subsystem jobs and the status values to expect. Note
that the status value may vary depending on the function the job is performing.

Table 16-3. Subsystem Jobs View Showing OS400 Agent Jobs and Status Values

Job Status - expected values
QJVACMDSRV JVAW

QJVACMDSRYV JVAW

SARUNSA MSGW, ACTIVE
SARUNAG TIMW

SARUNEC TIMW

SARUNSC DEQW

When the OS/400 Agent ends, no jobs are displayed.

If the Work with Subsystem Jobs panel does not contain the jobs described above, or if
the status of ajob does not match those shown above, refer to Chapter 17, Troubleshooting

the OS400 Agent.

Changing the OS/400 Agent Parameters
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In response to other changes on your AS/400, you may need to change the OS/400 Agent
parameters. Parametersthat you can changeincludethe user youwant to receive messages,
the CONNECT:Direct library to monitor, and the host name by which the OS/400 Agent
identifiesitself to the mainframe clients. The OS/400 Agent parameters can be changed
by using the CHGSAPARMcommand, or by changing the OS/400 Agent initialization file.

For information on changing parameters using the CHGSAPARMcommand seethe section
Sep 5 - Customize Initial OS400 Agent Parameter Settings, on page 15-8.
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16-8

Changing the Initialization File

Thisinitiaization file is used by the OS/400 Agent components to set up the running
environment. The file's contents consist of functional groups and within each of these
groups there are parameter and value pairs:

[ gr oupnane]
par anet er =val ue

Theinitiaizationfileresidesintheroot file system of the OS/400 Agent software. Its path
is/ usr/ SOLVEagent / agent _i nst ance_nane/ .

The default initialization file that is shipped with the OS/400 Agent is as follows:

[ SOLVEagent ]
DEBUG=0
DUMP=0
LOGPATH=I og
HEL PPATH=
HOSTNAME=

[ Servi ces]
com sterling.sa.core. agent. Control =2630
com sterling.sa.core.svc. FTServi ce=2636

[ Tasks]
com sterling.sa. non. Processhbnitor=1

[ FTSer vi ce]

EVENTS_PORT=2636

EVENTS_ADDR=224. 199. 0. 229

CDSERVI CENAME=CONNECT Di rect v1.3.0 - nodeNanmeFor NTOnly

[ SOLVEagent CD]

DEBUG=0

POLLI NG=30
STATSCOLLECTORTI MEQUT=60
STATSCOLLECTORRETRI ES=4

[ ProcessMoni t or]
POLLI NG=20

AUTORESTARTEC=0
AUTORESTARTCD=0

[ Sanj
AGENTCONTROLADDRESS=
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The initialization groups are described below:

[SOLVEagent]
This group specifiesinitialization values for the OS/400 Agent.

DEBUG
Turns the OS/400 Agent debugging facility off and on. Values can be 0 (off) or
1 (on). When debugging is on (DEBUG=1), the OS/400 Agent logs messagesin
verbose mode. When in verbose mode, the OS/400 Agent writes detailed
messages into the log file. Thelog fileis named SOLVEagent . | og inthe
0S/400 Agent | og directory. See the description of the LOGPATH parameter
below. The default valueis O (off).

DUMP
Turnsthe OS/400 Agent dumping facility off and on. Values can be O (off) or 1
(on). When the dumping facility is on (DUMP=1), the OS/400 Agent dumps all
sent and received datain hex and character formats. The default value is O (off).

LOGPATH
Specifiesthe directory path where the OS/400 Agent log filesreside. Thisvalue
isrelativeto the path where the 0S/400 A gent softwareresides, for example, the
default value LOGPATH=I og createslog filesin
[ usr/ SOLVEagent / agent _i nst ance_nane/ | og directory.

Note: The OS/400 Agent does not manage the size of the log files. These
filescan grow in size very quickly, especially when debug modeis set
to on, and should be renamed and archived regularly. When archiving
is done, the OS/400 Agent detects that the log files do not exist and
creates new files as necessary.

HELPPATH
Not used with this version of the OS/400 Agent.

HOSTNAME
Specifies an override value for the host name (for example,
HOSTNAME=CD400). If the value is blank, the system uses the TCP/IP hame
assigned to thelocal host. Thisvalue can also be changed using the CHGSAPARM
command.
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[Services]
This group specifiesinitialization values for the services provided by the OS/400
Agent.

com.sterling.sa.core.agent.Control
Specifiesa TCP/IP port used internally by the OS/400 Agent. The default value
is 2630, which is recommended when only one copy of the OS/400 Agent is
installed on the A S/400. When multiple OS/400 Agentsareinstalled on thesame
AS/400, ensure each OS/400 Agent uses a different value for the server port.
Examplesof valid vaues are 26301, 26302, although any free port can be used.
This value can also be changed by using the CHGSAPARMcommand.

com.sterling.sa.core.svc.FT Service
Specifiesthe TCP/IP port on which the OS/400 Agent accepts connectionsfrom
mainframe clients. The default valueis 2636, which isrecommended when only
one copy of the OS/400 Agent isinstalled on the AS/400. When multiple OS/400
Agents are installed on the same AS/400, ensure each OS/400 Agent uses a
different value for the server port. Examples of other valid values are 26361,
26362, although any free port can be used. This value can aso be changed by
using the CHGSAPARMcommand.

[Tasks]
Thisgroup specifies additiona tasks the OS/400 Agent should start at start-up time.
Currently, thereis only one task, which is the Process Monitor.

com.sterling.sa.mon.ProcessM onitor
Specifies whether the Process Monitor is to be started. Values can be 0 (do not
start Process Monitor) or 1 (start Process Monitor). The default valueis 1.

[FTService]
This group specifies attributes relating to OS/400 Agent services.

EVENTS _PORT
Specifies the port that the OS/400 Agent uses to receive CONNECT:Direct file
transfer statistics. Used by the OS/400 Agent in conjunction with
EVENTS_ADDR (seebelow). The default value is 2636. Makethisvalue aways
equal tothat of thecom st erl i ng. sa. core. svc. FTServi ce variable
in the [Services] group.

If thevalueof com st erling. sa. core. svc. FTSer vi ce ischanged
using CHGSAPARMcommand, thevaluefor EVENTS_PORT changesto the new
valueof com st erli ng. sa. core. svc. FTSer vi ce.
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EVENTS _ADDR
Specifies the address that the OS/400 Agent uses to receive CONNECT:Direct
file transfer statistics. Used by the OS/400 Agent in conjunction with
EVENTS_PORT (see above).

CDSERVICENAME
Not used with this version of the OS/400 Agent.

[SOLVEAgentCD]

This group specifies attributes relating to the OS/400 Agent Events Collector that
collects CONNECT:Direct file transfer statistics.

DEBUG
Turnsthe Event Collector debugging facility off and on. Va ues can be 0 (off) or
1 (on). When set to on (DEBUG=1), the Event Collector will go into verbose
mode where detailed messages are written to the log files. Thelogfileis named
SOLVEagent CD. | og inthe OS/400 Agent | og directory. Seethe LOGPATH
variable above. The default value is 0 (off).

POLLING

Specifiesthefrequency, in seconds, at which the Event Collector checksfor new
events. The default value is 0 (off).

STATSCOLLECTORTIMEOUT
Specifies the maximum amount of time, in seconds, the Event Collector waits
on each attempt to get statistics from the Statistics Collector.

STATSCOLLECTORRETRIES
Specifies the maximum number of attempts the Event Collector makes to get
statistics from the Statistics Collector. If thislimit isreached without aresponse
from the Statistics Collector, the Event Collector fails.

[ProcessM onitor]
This group specifies attributes relating to the Process Monitor task.

POLLING
Specifies the interval, in seconds, at which the Process Monitor checks on
CONNECT:Direct, the Statistics Collector, and the Event Collector. The default
valueis 20.

AUTOSTARTEC
Specifies the action taken by the Process Monitor if the Event Collector is not
running. Values can be 0 (do not restart), or 1 (restart). The default valueisO.

P01-088 Chapter 16. Managing the 0S/400 Agent 16-11



AUTOSTARTCD
Specifies the action taken by the Process Monitor if CONNECT:Direct is not
running. Values can be 0 (do not restart), or 1 (restart). The default valueisO.

[Sam]
Not used with the current version of the OS/400 Agent.
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Chapter 17

Troubleshooting the OS/400 Agent

17

This appendix describes how to troubleshoot problems that may arise while using the
0OS/400 Agent. It discusses:

=  What information to gather before contacting Technical Support
= Problems and solutions
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Before Contacting Technical Support

If you encounter a problem using the OS/400 Agent that you are unable to solve, contact
Technical Support. You will be asked to provide information about the problem. This

includes:
= Software
o 0OS/400 operating system version number (for example, V4R3MO)
o 0S/400 Agent version number
o CONNECT:Direct for OS/400 version number
o NetMaster for File Transfer (or SOLVE:Operations for File Transfer) version
number
o TCP/IPtype and version number
= Hardware

0 AS/400 model number
o Disk space available
o Memory available

Files
o Arejoblogs available?
o Arethe OS/400 Agent logs available?

Look for the following filesin the
[ usr/ SOLVEagent/ agent _|i brary/| og/ directory:

- SOLVEagent. | og
- SCOLVEagent CD. | og

Other information
o System date and time that problem occurred

o Severity (for example, OS/400 Agent ended abnormally, OS/400 Agent continued
processing)

o Freguency (for example, occurred once, occursevery day, occursat acertaintime
each day)

o Regularity (for example, occurs regularly, occurs intermittently)

0 Messages generated. Use the CHGSAPARMcommand to determine which user
receives messages. Check that user's message queue and the message queue of
the system operator.
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o Commandsissued at the time of the problem.
o Could you recover after the problem?
o Can you reproduce the problem?

o What was happening on the OS/400 system before the problem and at the time
of the problem?

o Anything else you think is relevant to solve the problem.

Problems and Solutions

This section describes problems you might encounter and their solutions.

Problem 1: The mainframe is not receiving events from CONNECT:Direct for 0S/400

While viewing the NetM aster for File Transfer region and viewing the CDMGR File
Transfer Log, no CONNECT:Direct for OS/400 events are displayed. For example, when
you initiate afiletransfer, you should seefiletransfer events (start/end/failure) displayed
in the file transfer log.

Solution:
= Ensurethat CONNECT:Direct for OS/400 isinstalled and running.
= Ensurethat the OS/400 Agent isinstalled and running.

The OS/400 Agent subsystem and jobs should be visible using the WRKSAJ OB
command. Refer to Chapter 16, Managing the OS/400 Agent for additional
information about starting the OS/400 Agent and displaying information about the

agent.
= Ensurethat the OS/400 Agent is able to see CONNECT:Direct for OS/400.

Display eachjobto check that itslibrary list includesa CONNECT: Direct for OS/400
library. Ensurethat dl thejobsin the subsystem have the same CONNECT:Direct for
0S/400 library in their library lists.

= Ensurethat the TCP/IP connection between the mainframe and the OS/400 Agent is
started and correctly configured.
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= Check the OS/400 Agent logsfor messages. The messages may provide anindication
of problems with the OS/400 Agent.

Thelog filesareinthedirectory / usr/ SOLVEagent / agent _|i brary/| og
and are named SOLVEagent . | og and SOLVEagent CD. | og.

Contact Technical Support if the solutions above do not solve the problem.

Problem 2: The 0S/400 Agent ended abnormally

Thisisindicated by the following message that is sent to the user specified in the OS/400
Agent parameters.

Message SAF1101 "SOLVE Agent job ...ended unexpectedl y"

Solution:

= Check thejob log of the job that has ended in error for messages. The messages may
provide an indication of problems with the OS/400 Agent.

= Check the OS/400 Agent logsfor messages. The messages may provideanindication
of problems with the OS/400 Agent.

Thelog filesarein directory / usr / SOLVEagent / agent _|i brary/| og and
are named SOLVEagent . | og and SOLVEagent CD. | og.

Contact Technical Support if the solutions above do not solve the problem.
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Chapter 18

Tandem Agent Concepts

18

The Tandem Agent enablesaNetMaster for File Transfer region connected over aTCP/IP
network to communicate with CONNECT:Direct for Tandem. The Tandem Agent
monitors the file transfer operations of CONNECT:Direct for Tandem, running on the
same Tandem computer system as the Tandem Agent.

The Tandem Agent:
= Passes commands from the mainframe to CONNECT:Direct for Tandem
= Returns responses from CONNECT:Direct for Tandem to the mainframe

= Internally processes some specia commands from the mainframe and returns
responses to the mainframe

CONNECT:Direct for Tandem generates event messages that indicate the success or
failure of afile transfer event. The event messages arefiltered and forwarded by an EMS
distributor to the Tandem Agent which then sends them to the mainframe.
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Tandem Agent Components

The Tandem Agent is made up of several different components. Figure 18-1 shows how
the components work together.

Figure 18-1. Tandem Agent Conceptual Overview

Tandem System _I

TCP/IP Port 2636

IP

Event Management
Service (EMS)

MVS Mainframe running:
- CONNECT:DIRECT for MVS
- NetMaster for File Transfer

Black = File Transfer Agent Components
Gray = Other Applications
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Agent Server

The Agent Server listensfor connections from amainframe on thelocal port. The default
for thelocal portis2636. See Tandem Agent Startup Syntax, on page 20-2, for information
on specifying thelocal port. When anew connection arrives, it is processed and the Agent
Server resumes listening on the local port. The Agent Server creates anew Command
Server component or new Event Server component for each incoming connection.
Connections remain open until terminated by the mainframe.

Command Server

The Tandem Agent enables a mainframe to send commands to CONNECT:Direct for
Tandem and toreceiveresponsesfrom CONNECT: Direct for Tandem. The Tandem Agent
enables mainframe operators to monitor and manage CONNECT:Direct for Tandem.

Commands are sent from the mainframe to the Command Server on the targeted Tandem
system. The Command Server executes CONNECT:Direct for Tandem commands and
returnsthe responsesto themainframe. Thereisone Command Server for each mainframe
connecting to a Tandem Agent.

Commands are executed oneat atime, inthe order received. The Command Server returns
the response from one command before executing the next command.

Event Server

The Event Server sendsfile transfer events and status events to the mainframe, acting as
a bridge between EM S and the mainframe.

TheEvent Server waitsfor EM Sevents. When an event arrives, the Event Server reformats
it and sendsit to the mainframe. Thereisone Event Server for each mainframe connecting
to this Tandem Agent.

Event Management Service Collector and Distributor

CONNECT:Direct for Tandem sendsfil etransfer event messagesto an Event M anagement
Service (EMS) collector (thedefault is$0). An EM Sdistributor filtersand forwards these
event messages to the Tandem Agent. An EM S digtributor filter table is distributed,
installed, and started with the Tandem Agent.
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Mainframe Connections

To have the Tandem Agent interact with NetMaster for File Transfer running on the
mainframe, you must ask the mainframe system administrator to undertake the following
setup procedures on the mainframe:

= Definea CDMGR manager resource for the remote Tandem system that is running
the agent software

s Define CDMON monitor resources to the CDMGR resource
= Activate the manager resource

Instructions for these procedures are found in the NetMaster for File Transfer
Implementation, Administration, and Operations Guide.

With the activation of the manager resource, mainframe operators have accessto all of
the CONNECT:Direct for Tandem monitoring and management features, including
starting and stopping the link to the remote system, control of queued CONNECT:Direct
processes, message visibility and alert monitoring.

Multiple Connections to and From the Tandem Agent

For convenience, Figure 1-1 shows oneinstance of amainframe connected to one Tandem
Agent. In this case, the Tandem Agent sends commands to and receives responses from
oneinstanceof CONNECT:Direct for Tandem. CONNECT:Direct for Tandem sendsevent
messages to one EM S collector. However, there are other connection variations. For
example:

= Multiple Tandem Agents connected to the same instance of CONNECT:Direct for
Tandem.

In this case, each Tandem Agent must have a unique port number.

= Multiple Tandem Agents connected to multiple instances of CONNECT:Direct for
Tandem on the same Tandem system.

In this case, each Tandem Agent must have a unique port number.
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Additionally, each CONNECT:Direct for Tandem must send event messagesto a

different EM S collector. This enables the Tandem Agent to determine the instance of
CONNECT:Directfor Tandemthat i ssending theevent messages. Notethat thismeans
only oneinstance of CONNECT:Direct for Tandem can usethedefault EM S collector
(%0); other instances of CONNECT:Direct for Tandem must use alternate collectors.

Note: A NetMaster for File Transfer region can monitor only one instance of
CONNECT:Direct for Tandem on any one Tandem system.

= Multiple instances of NetMaster for File Transfer connected to the same Tandem
Agent.
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Chapter 19

Installing the Tandem Agent

19

This chapter describes how to install and uninstall the Tandem Agent. Instructions are
provided for installing from CD-ROM and tape.

Hardware and Software Requirements

This section describes the Tandem hardware and software requirements for the Tandem
Agent.

System Requirements
The Tandem Agent requires:
= NonStop Kernel (Guardian) operating system version D20 or later
= TCP/IP
= 3 MB disk space
= CD drive, if ingtalling from CD-ROM
= Tapedrive, if installing from tape
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Cooperating Software Requirements

The Tandem Agent is designed to interact with the following products (see
Post-installation Tasks, on page 19-9):

CONNECT:Direct for Tandem 3.1.01 (with additional maintenance - NDMSMGR
Level asat - 31AUG99 14:59:32)

CONNECT:Direct for Tandem must be installed, configured, and running on the
Tandem system where the Tandem Agent is running to receive commands from and
send responses to the mainframe, and to send file transfer event messagesto EMS.

Event Management Service (EMYS)

EMSmust beinstalled, started, and configured to receivefile transfer event messages
from CONNECT:Direct for Tandem and to forward those event messages to the
Tandem Agent.

TCP/IP

TCP/IP must be installed, started, and configured to establish connections between
NetMaster for File Transfer and the Tandem system running the Tandem Agent.

On the mainframe, TCP/IP connectivity requires TCPaccess or IBM TCP/IP.

NetMaster for File Transfer (formerly known as SOLVE:Operations for File
Transfer) 3.3 or later

NetMaster for File Transfer must be installed, started, and configured to send
commands to and receive responses from CONNECT:Direct for Tandem, and to
receive event messages from the Tandem Agent.

Tandem SNMP Agent Subsystem

NetMaster for File Transfer supports monitoring of the CONNECT:Direct listener port
(TCP/IP Listener Task Monitor). This facility requires an active Tandem SNMP Agent
subsystem.

To alow SNMP inquiry on the status of TCP/IP on the Tandem system:

1. Start the SNMP Agent using the command:

>SNMPAGT / NAME $ZSNWP, NOWAI T/

This command starts the SNMP Agent allowing read-only requests containing the
community name public viaany subnet associated with the TCP/IP process $ZTCO.
To use adifferent TCP/IP process name, enter

PARAM TCPI P PROCESS NAME before running the SNMPAGT command.
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2. Start the TCP/IP sub-agent using the command:
>TCPI PSA / NAME $TCPSA, NOWAI T/

This command starts the sub-agent that providesthe TCP/IP information included in
MIB-2 get responses. By default, the sub-agent communi cates with the SNM P agent
using process name $ZSNMP. To display the syntax for specifying a different agent
process name, enter:

TCPI PSA ?

Pre-installation Tasks

Before installing the Tandem Agent, complete the following tasks:

1. Start the target Tandem system, running the NonStop Kernel (Guardian) operating
system version D20 or later.

2. Determine the volume and subvolume where the Tandem Agent softwareisto be
installed.

3. Determine that there is adequate free space available on the target Tandem volume
(at least 3 MB disk space).

4. Ensurethat CONNECT:Directfor Tandemisinstalled onthe Tandem systemonwhich
the Tandem Agent will be installed.

Installing the Tandem Agent from CD-ROM

These instructions assume that you will transfer the Tandem Agent files from the
workstation by using FTP from a DOS command prompt. If you want to use FTP from a
graphical user interface or use another file transfer protocol, consult the appropriate
documentation.

Hardware and Software Requirements for Installation From CD

Workstation System Requirements
= |IBM-compatible PC with a CD-ROM drive
= Windows 3.11, Windows 95, Windows 98, or Windows NT
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Tandem System Requirements
FTP must be installed, configured, and running on the target Tandem system.

Workstation/Tandem Connection

The workstation from which you are installing the Tandem Agent must be connected to
the target Tandem system.

Step 1 - Complete the Pre-installation Tasks
Complete the pre-installation tasks listed on page 19-3.

Step 2 - Transfer the Tandem Agent Files from CD-ROM to the Tandem System
Perform the following steps from the workstation:

1. Insert the NetMaster for File Transfer Agent - CONNECT:Direct CD-ROM into the
workstation’s CD drive.

2. Locatethefollowing Tandem Agent filesinthe\ t andemdirectory onthe CD-ROM:

o STAFI LT—filter tablesourcefile, used by the EM Sdistributor tofilter messages
sent to the Tandem Agent

o CDREACH—CONNECT:Direct process, used when checking whether another
CONNECT:Direct is currently connected

0 SOFTAGNT—Tandem Agent program object file

o NULL—program object file, used when checking whether another
CONNECT:Direct is currently connected

These are the files you will transfer to the target Tandem system.

3. Open a Command Prompt (MS-DOS) window. To access the Command Prompt
window, click Start-Programs-Command Prompt. By default, the first prompt at
which you type commandsis C: \ >.

4. Start FTR, specifying thel P address of thetarget Tandem system. For exampl e, to start
FTP for the Tandem system at | P address 123.45.67.8, enter:

ftp 123.45.67.8
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5. Logonusing avalid Tandem user namewith sufficient authority to install the Tandem
Agent on the Tandem system, for example:

super . oper at or
6. At the Password request, enter the corresponding password.

7. Moveto theinstalation volume and subvolume name on the Tandem system. For
example, to move to volume and subvolume $dat a. sof t , enter:

cd $dat a. soft

8. Transfer the files STAFI LT and CDREACH from the CD-ROM to the installation
volume and subvolume on the Tandem system. These files must be transferred as
ASCII files. (These instructions assume that the CD drive letter is E):

a.  Specify that the files you are about to transfer are text files with the following
command:

asci i

b. Transfer the CDREACH file with the command:
put e:\tandem cdreach

c. Transfer the STAFI LT file with the command:
put e:\tandem stafilt

9. Transfer thefilesSOFTAGNT and NULL fromthe CD-ROM totheinstallation volume
and subvolume on the Tandem system. These filesmust be transferred asbinary files.
(These instructions assume that the CD drive letter isE):

a.  Specify that the filesyou are about to transfer are binary files with the following
command:

bi nary
b. Transfer the SOFTAGNT file with the command:
put e:\tandem softagnt
c. Transfer the NULL file with the command:
put e:\tandem null
10. Exit from FTP with the command:
bye
You can now remove the CD-ROM from the CD drive.
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Sample File Transfer Session

The following example shows afile transfer sequence using FTP from the command
prompt (bold type indicates user entries):

(C) Copyright 1985-1996 M crosoft Corp.

C\ftp 123.45.67.8

Connected to 123.45.67.8

220 MYSYS. COM AU FTP SERVER T9552D40 (Version 3.a TANDEM 15MAR96) ready.
User (123.45.67.8(none)): super.operator

331 Password required for SUPER OPERATOR.

Passwor d:

230 User SUPER. OPERATCR | ogged in. GUARDI AN APl enabl ed
ftp> cd $data. soft

250 CWD conmand successful .

ftp> ascii

200 Type set to A

ftp> put e:\tanden cdreach

200 PORT command successful .

150 Openi ng data connection for CDREACH (192.168.0.77,1229d).
226 Transfer conplete.

73 bytes sent in 0.01 seconds (7.30 Kbytes/sec)

ftp> put e:\tandemstafilt

200 PORT command successful .

150 Opening data connection for STAFILT (192.168.0.77,1230d).
226 Transfer conplete.

1697 bytes sent in 0.03 seconds (56.57 Kbytes/sec)

ftp> binary

200 Type set to I.

ftp> put e:\tandem softagnt

200 PORT conmmand successful .

150 Opening data connection for SOFTAGNT (192.168.0.77,1231d).
226 Transfer conplete.

1103872 bytes sent in 3.75 seconds (294.76 Kbytes/sec)

ftp> put e:\tandem null

200 PORT command successful .

150 Opening data connection for NULL (192.168.0.77,1232d).
226 Transfer conplete.

17278 bytes sent in 0.09 seconds (191.98 Kbytes/sec)

ftp> bye

C\
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Step 3 - Assign File Attributes to the Tandem Agent Files

On the Tandem system, follow these steps to give the Tandem Agent files the correct file
code, security setting, and owner:

1. Log onto the target Tandem system.

2. Change to the subvolume to which you transferred the Tandem Agent files, for
example:

vol une $dat a. sof t

3. UsetheFUP ALTERcommandto changetheattributesof thebinary files SOFTAGNT
and NULL so that their file code is 100; for example:

fup alter softagnt, code 100
fup alter null, code 100

You do not have to change the attributes of the text files (COREACH and STAFI LT)
because they already have the correct file code (101).

4. UseFUPtosecurethefilesandto giveownership of thefilestoauser ID asappropriate
for your installation.

You do not need to usethe FUP LI CENSE command to license any files.

Step 4 - Complete the Post-installation Tasks
Complete al post-installation tasks listed on page 19-9.

Installing the Tandem Agent from Tape

This section describes the steps required to install the Tandem Agent from tape.

Step 1 - Complete the Pre-installation Tasks
Complete the pre-installation tasks listed on page 19-3.

Step 2 - Install the Tandem Agent Software
Toinstall the Tandem Agent software from tape:

1. Load thetapein thetapedrive.
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2. Restore the following files from the tape to an appropriate subvolume on disk:
0 SOFTAGNT—Tandem Agent program object file

o STAFI LT—filter tablesourcefile, used by the EM Sdistributor tofilter messages
sent to the Tandem Agent

o CDREACH—CONNECT:Direct process, used when checking whether another
CONNECT:Direct is currently connected

o NULL—program object file, used when checking whether another
CONNECT:Direct is currently connected

3. UseFUPtosecurethefilesandto giveownership of thefilestoauser | D asappropriate
for your installation.

You do not need to usethe FUP LI CENSE command to license any files.

You can now remove the tape from the tape drive.

Step 3 - Configure Mainframe Resources

The Tandem Agent receives commands from the mainframe, and sends information to
NetMaster for File Transfer running on the mainframe.

Before aNetMaster for File Transfer region running on the mainframe can recognize and
communicate with the Tandem Agent software, some configuration tasks must be
completed within the NetMaster for File Transfer region. These tasks include defining
rules, schedules, and resources to manage a CONNECT:Direct file transfer serviceon a
Tandem system.

To interact with the Tandem Agent, the mainframe system administrator must undertake
the following setup procedures on the mainframe:

Note: Specific instructions for the following procedures are explained in the
NetMaster for File Transfer Implementation, Administration, and Operations
Guide.

1. DefineaCONNECT:Direct Manager (CDMGR) resource for the remote Tandem
system that is running the Tandem Agent software.

2. Optionaly define CONNECT:Direct Monitor (CDMON) resourcesfor the CDOMGR
resource you defined in step 1, above.

3. Activate the CONNECT:Direct Manager resource.
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After the manager resource is activated, mainframe operators have access to al of the
CONNECT:Direct for Tandem monitoring and management features described in the
NetMaster for File Transfer |mplementation, Administration, and Operations Guide.
These features include starting and stopping the link to the remote system, control of
queued CONNECT:Direct processes, message visibility, and alert monitoring.

Step 4 - Complete the Post-installation Tasks
Complete al post-installation tasks as outlined in the following section.

Post-installation Tasks

P01-088

After installing the Tandem Agent and before starting the Tandem Agent, complete the
following tasks:

1

N o o &

Start CONNECT:Direct for Tandem at |east once.

CONNECT:Direct for Tandem does not need to berunning whenyou start the Tandem
Agent, but it must be running to send event messages to the Tandem Agent.

LogontoNDMCOM (the CONNECT:Direct for Tandem command interpreter) using
the user ID that you use when you start the Tandem Agent. If the password for this
user | D changes or you want to use a different user 1D to start the Tandem Agent, you
must log onto NDMCOM again (using the new password or different user I1D) before
you start the Tandem Agent. You must log onto NMDCOM prior to starting the agent
for thefirst time in order to save the password in CONNECT:Direct.

The user ID must be avalid CONNECT:Direct user ID and have the required
CONNECT:Direct authority level, that is, authority to write eventsto the configured
event collector.

Configure CONNECT:Direct for Tandem to send events and statisticstothe EMS
collector.

You can configure this when you start CONNECT:Direct for Tandem, or after you
start CONNECT:Direct for Tandem issuing the following NDMCOM command:

UPDATE LOGG NG EMS=ON COLLECTOR=$0

Ensure EMSisinstalled, started, and configured.

Install, start, and configure TCP/IP on the Tandem system.
Ensure TCP/IP is configured on the mainframe.

Install, start, and configure NetMaster for File Transfer.

Chapter 19. Installing the Tandem Agent 19-9



8. Start the Tandem Agent as described in Chapter 20, Managing the Tandem Agent.

9. To verify operation of the Tandem Agent, start asimple file transfer using
CONNECT:Direct running on the same Tandem system on which the Tandem Agent
isinstalled. Then monitor the file transfer events as they appear in the File Transfer
log in NetMaster for File Transfer on the mainframe.

Uninstalling the Tandem Agent

To uninstall the Tandem Agent software:

1. Logontothe Tandem system by using auser ID with the authority to stop the Tandem
Agent and delete the Tandem Agent files. It does not have to be the user 1D that you
used to start the Tandem Agent.

2. Stop the Tandem Agent. For example, use the following command from a TACL
prompt:

STOP $SFTA.

3. Delete the Tandem Agent files from the subvolume where they were installed (see
Sep 2 - Install the Tandem Agent Software, on page 19-7).
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Chapter 20

Managing the Tandem Agent

20

After theTandem Agentisproperly installed and configureditisessentially self-operating,
needing little or no operator attention. However, you may need to start or stop the Tandem
Agent if thereis aproblem. This chapter discusses:

=  Mapping logical namesto physical names

= Tandem Agent startup syntax

= Starting the Tandem Agent

= Stopping the Tandem Agent

= Displaying information about the Tandem Agent

P01-088 Chapter 20. Managing the Tandem Agent 20-1



Mapping Logical Names

Beforeyou start the Tandem Agent, you may need to map logical namesto physical names
if the TCP/IP processname, or NDM COM object file, aredifferent than the Tandem Agent
default values. To do this, issue the ADD DEFINE command and then start the Tandem
Agent. To permanently map the values so that the mapping is set when the Tandem Agent
starts, use an OBEY file.

The Tandem Agent default values are:
s $ZTCO—TCP/IP process name

=  NDMCOM object file—the same subvolume as the server object file running the
CONNECT:Direct for Tandem server process, for example
$TANDEM.$TANDEM.NDMCOM

Examples

= Tomap aTCP/IP process name called $ZTC1, enter the following command at the
command prompt:

ADD DEFI NE =TCPI PAPROCESS"NAME, CLASS MAP, FILE $ZTC1

= Tomap an object file called SMYVCL. MYSVCL. NDMCOM enter the following
command at the command prompt:

ADD DEFI NE =SOFTA"NDMCOMMFI LE, CLASS MAP, FILE
$MyVOL. MYSVOL. NDMCOM

Tandem Agent Startup Syntax

20-2

Use the following syntax of the TACL RUN command to start the Tandem Agent:

RUN $vol . subvol . SOFTAGNT / run_option [, run_option] /...
backup_cpu [$server ] [port_number ] [-hhostname ]...
[-ttraceflags ]

For example:

RUN $vol . subvol . SOFTAGNT / nanme $nanme, nowait, CPU X/ X $SNDVS 2636
- hNODENAME

Installation and Administration Guide P01-088



Parameters

$vol.subvol
Specifies the location of the Tandem Agent program object file (SOFTAGNT).

run_option
SpecifiesaTACL RUN command option (describedinthe TACL Reference Manual).
The following options are of particular importance:

CPU cpu
Specifies the CPU number for the primary process of the Tandem Agent. You
must specify a CPU number.

NAME $name
Specifies the Guardian process name of the Tandem Agent. You must specify a
name.

NOWAIT
Specifiesthe standard NOWAI T option. Youwould normally specify thisoption
to enable the process to run in the background.

backup_cpu
Specifiesthe CPU number for the backup processof the Tandem Agent. I you specify
the same CPU number as the primary process, no backup processis started.

$server
Specifies the Guardian process name of the CONNECT:Direct for Tandem server,
which is passed to NDMCOM. The default Guardian process name is SNDMS.

port_number
Specifies the TCP/IP port number on which the Tandem Agent listens. The default
TCP/IP port number is2636. If the port is not available, the Tandem Agent attempts
to open the port every 30 seconds.

-hhostname
Tells the Tandem Agent to report a given host name to the client. The default isthe
TCP/IP host name. Usethisparameter if thefirst segment of the host name, up to but
not including the full point (.), is greater than eight characters in length or includes
special characters.

The following special characters cannot be included:

= Double quotes["]
= Single quotes|’]
= Brackets[()]
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=  Commas]|,]

= Periods[.]
= Underscores| ]
= Spaces| ]

For example, if thefirst segment of your host nameisMY_TANDEM.mybusiness,
use this parameter to override it to a host name such asMY TANDEM.
Correspondingly, intheNetMaster for File Transfer region running onthe mainframe,
define the CONNECT:Direct manager asMY TANDEM.

-ttraceflags
Startsthe Tandem Agent with trace flags set. For moreinformation about traceflags,
see Tracing the Tandem Agent, on page 21-6.

Starting the Tandem Agent

20-4

Start the Tandem Agent from a TACL prompt i ndependently from other software products
withwhichit cooperates(for alist of cooperating software, seepage 19-2). However, these
products must beinstalled, configured, and running for the Tandem Agent to successfully
perform its functions.

To start the Tandem Agent:

1. Logonto TACL by using auser ID that has run the CONNECT:Direct for Tandem
command interpreter (NDMCOM).

If necessary, map any logical namesto physical names.
3. Run the Tandem Agent program object file (SOFTAGNT).

For example, the following command starts the Tandem Agent using the SOFTAGNT
programobjectfilelocatedin$M Y VOL.MY SV OL. Thecommand specifiesaprocess
name of $SFTA, usesthe NOWAIT option, and specifiesaprimary processin CPU 0
and backup processin CPU 1. The command explicitly specifiesthe
CONNECT:Direct for Tandem process name of $NDM S and a TCP/IP port number
of 2636:

RUN $MYVOL. MYSVOL. SOFTAGNT / NAME $SFTA, NOMI T, CPU 0/ 1 $NDV5
2636
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Stopping the Tandem Agent

You can stop the Tandem Agent by using the TACL STOP command, or the
PROCESS _STOP_ Guardian procedure call. Stopping the Tandem Agent stops both the
primary and backup processes.

For example, if the process name of the Tandem Agent is $SFTA, enter the following
TACL STOP command to stop the Tandem Agent:

STOP $SFTA

Displaying Information About the Tandem Agent

P01-088

Usethe STATUS command fromaTACL prompt to display information about the Tandem
Agent. For example, if the process name of the Tandem Agent is $SFTA, the following
command displays summary information about the process:

STATUS $SFTA
The following command displays detailed information about the process:
STATUS $SFTA, DETAIL
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Chapter 21

Troubleshooting the Tandem Agent

21

This appendix describes how to troubleshoot problems that may arise while using the
Tandem Agent. It discusses:

=  What information to gather before contacting Technical Support
= Problems and solutions

= Event messages

= Other messages

= Tracing the Tandem Agent
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Before Contacting Technical Support

If you encounter a problem using the Tandem Agent that you are unabl e to solve, contact
Technical Support. You will be asked to provide information about the problem. This

includes:
= Software
o Tandem NonStop Kernel operating system version number
o Tandem Agent version number
o CONNECT:Direct for Tandem version number
o NetMaster for File Transfer (or SOLVE:Operations for File Transfer) version
number
o TCP/IP version number
= Hardware

o Tandem computer processor type
o Disk space available
o Memory available

o0 Isasaveabend file available?
o Isan EMSlog file available?
o Isatracefile available?

s Other information

o System date and time that problem occurred

o Severity (for example, Tandem Agent abends or Tandem Agent continues
processing)

o Freguency (for example, occurred once, occurs every day, or occurs at a certain
time each day)

Regularity (for example, occurs regularly, or occurs intermittently)
Messages generated (for example, EM S events or other messages)
Were any commands issued at the time of the problem?

Could you recover after the problem?

Can you reproduce the problem?

What was happening on the Tandem system before the problem and at the time
of the problem?

o o o o o g

= Anything else you think is relevant to solve the problem
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Problems and Solutions

This section describes problems you might encounter and their solutions.

Problem 1:  The mainframe is not receiving events from CONNECT:Direct for Tandem

Solution:

= Ensurethat CONNECT:Direct for Tandem isinstalled and running. Ensure that the
user ID that was used to start the Tandem Agent has run the CONNECT:Direct for
Tandem command interpreter (NDMCOM).

= Ensurethat you configured CONNECT:Direct for Tandemto send eventsand statistics
to the correct EM S collector. Ensure that the correct EM S distributor is forwarding
the events.

= Ensurethat the Tandem Agentisrunning. Ensurethat you correctly maplogical names
to physical names before starting the Tandem Agent. See Mapping Logical Names,
on page 20-2 for instructions to map logical names.

= Ensurethat the TCP/IP connection between the mainframe and the Tandem Agent is
started and correctly configured.

Problem 2: The Tandem Agent abends and creates a saveabend file.

Solution:
Contact Technical Support.
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Event Messages

The Tandem Agent outputs EM S events to the EMS collector, $0, both at startup and
whenever problems occur.

Message 7 Error exit: more_information

Cause: Possible causes are incorrectly entered parameters or an unsupported operating system
version. The Tandem Agent is unable to start.

Reponse: Use the message information to determine the cause of the problem. For example, check
you have entered parameters correctly, and that you are running a supported operating system
version.

Message 8 STA abending, trap=trap_number, file=file_name [line_number]

Cause: The Tandem Agent has had an internal failure. A saveabend file is produced. The backup
process takes over. The Tandem Agent continues processing.

Reponse: Contact Technical Support.

Message 9 STA socket error error_number (function function_name), TCP/IP function
temporarily disabled, retry in 30 seconds

Cause: The port may already be in use by another process or the port may have just been closed
and TCP/IP has not yet made it available. This situation can often occur after atakeover by the
backup process. The Tandem Agent was unable to successfully open the specified port.

Reponse: The Tandem Agent attempts to open the specified port every 30 seconds. If the portisin
use by another process, either stop the Tandem Agent and restart it with a different port number, or
stop the other process.

Message 10 STA can't allocate timer, TCP/IP function permanently disabled

Cause: The Tandem Agent cannot allocate atimer to retry opening the port (after event 9). The
Tandem Agent cannot continue processing.

Reponse: Allocate moretimers using SY SGEN.

Message 11 STA socket error error_number (function function_name) on application socket

Cause: The Tandem Agent received an error on a socket being used for mainframe/agent traffic.
Possible causes are the mainframe terminating or a network failure. The Tandem Agent continues
processing further connections.
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Reponse: Investigate why the error occurred.

Message 12 SOLVE:Operations for File Transfer Tandem Agent, version version,
CONNECT:Direct server $server, TCP/IP process process_name, port port_number.
Copyright (1999), Sterling Software, Inc. ALL RIGHTS RESERVED.

Cause: The Tandem Agent has started.
Reponse: None.
Message 15 Error error_number starting trace to file_name, tracing disabled

Cause: The Tandem Agent was unable to open the specified file for tracing during startup. A file
system error number was returned. The Tandem Agent continues with tracing disabled.

Reponse: Usethe file system error number to determine why the Tandem Agent was unable to
open the specified file for tracing. When you have resolved the problem, stop and restart the
Tandem Agent.

Message 20 Process process_name (file_name) terminated unexpectedly

Cause: A process terminated unexpectedly. Possible causes are a CPU failure, afailure by the
process, or stopping the process externally. The Tandem Agent continues processing further
connections.

Reponse: Investigate why the process terminated unexpectedly.

Message 23 Protocol failure: more_information

Cause: The connection protocol between the Tandem Agent and the mainframe has failed.
Possible causes are anetwork failure or an incorrect mainframetried to connect. The Tandem Agent
continues processing further connections.

Reponse:  Use the message information to determine the cause of the problem.

Other Messages

The Tandem Agent returns some error messages to the mainframe. These error messages
refer to an error number (for example, 0, 1, 2), and the name of a procedure call (for
example, PROCESS_NAME_CREATE_, PROCESS CREATE_, FILE_OPEN_). Use
the error number associated with the procedure call to determinethe cause of the problem.
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For more information about error numbers and procedure calls, refer to the Guardian
Procedure Calls Reference manua and the Guardian Procedure Errors and Messages
manual.

Error error_number on PROCESS NAME_CREATE_

Cause: A process name could not be created when trying to start a process from the Tandem
Agent.

Error error_number/error_number on PROCESS_CREATE_ file_name
Cause: A process could not be created.
Error error_number on FILE_OPEN_ process_name (file_name)
Cause: A process could not be opened to passits startup message.
Error error_number on WRITEX process_name (file_name)
Cause: The startup message could not be written to the process.
Error error_number on PROCESS_GETPAIRINFO _ for $server

Cause: An unexpected error occurred when trying to obtain information about the
CONNECT:Direct for Tandem server.

Error error_number/error_number on PROCESS_GETINFO _ for $server

Cause: An unexpected error occurred when trying to obtain information about the
CONNECT:Direct for Tandem server.

*** Process has failed ***

Cause: The process used by the mainframe has failed. EM S event message 20 is a so produced.

Tracing the Tandem Agent

You can use tracing to help resolve Tandem Agent problems. Tracing adversely affects
the performance of the Tandem Agent, therefore it should be used only when directed by
Technical Support.
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Starting a Trace

Use the following syntax to start the Tandem Agent with trace flags set:

RUN $vol . subvol . SOFTAGNT / run_option [, run_option ] ... / backup_cpu

[ $server ]
[ port_nunber ]
-ttracefl ags

Specifying Trace Flags
Trace flags are specified as a hex number. Available trace flags are:

Trace Flag

1

80
100
1000
2000

Meaning

Traces the data sent between the Tandem Agent and the mainframe, in
both hex and ASCII.

Traces socket interaction in detail, excluding data.

Traces data transfer on socket (similar to 1).

Traces Guardian processinteraction, including datato/from the process.
Traces internal conversation processing.

Traces some more conversation processing.

Traces interna heap processing, especialy heap expansion.

Performs consistency checkson memory alocation. Using thisflagwill
impact very heavily on performance, and will result in abends if
inconsistencies are found.

If any trace flags are set, any EM S events generated are traced.

In normal tracing circumstances, trace flags are specified as either 1, ffe or fff.

To specify morethan one trace flag value, add trace flag values together. For example, to
specify trace flags 1 and 4, specify 5; to specify all trace flags, specify 3233.

The following exampl e starts the Tandem Agent and specifies trace flags 1 and 4:
RUN SOFTAGNT / NAME $SFTA, NOMAI T, CPU 0/1 $NDMS 2636 -T5

This example starts the Tandem Agent and specifies all trace flags.
RUN SOFTAGNT / NAME $SFTA, NOMI T, CPU 0/1 $NDMS 2636 -T3233
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Directing Trace Output

By default, trace output is sent to the home terminal. However, you may want to redirect
the trace output to afile or the spooler. To specify the trace output file, you must define
the file before starting the Tandem Agent.

The following example specifies a spooler location called $S#TRACE:
ADD DEFI NE =SOFTATRACEAFI LE, CLASS MAP, FILE $S. #TRACE

The following example specifies an entry-sequenced (sequential) disk file called
SOFTRACE:

ADD DEFI NE =SOFTA"TRACEMFI LE, CLASS MAP, FILE $vol . subvol . SOFTRACE

If the file does not exist, the Tandem Agent createsit. If the file exists, thetrace output is
appended to it.
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chnod 4-3

CONNECT:Direct for UNIX 5-7

SI TE4-3

submit 3-9
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components, agent

(NT) 9-2

(09) 14-2

(TN) 18-2

(UX) 2-2
configuration file

0S/400 Agent, modifying 12-6

Seealsoinitidization file (OS)

UNIX Agent, modifying 5-1

Windows NT Agent

modifying 12-6

Configure SOLVE Agent Servicesdialog (NT) 10-5
configuring mainframe resources

(NT) 10-9

(09) 15-11

(TN) 19-8

(UX) 3-11
configuring user IDs (NT) 10-4
Confirm Copy dialog box (UX) 4-11
CONNECT:Direct for UNIX

control commands 5-7
CONNECT:Direct library name (0OS)

specifying 15-4, 15-10
CONNECT:Direct userslist, updating (OS) 15-7
connection status of mainframe region (UX) 5-4
control port, specifying

(NT) 12-8

(0S) 15-10, 16-10
conventions, manual xviii
cooperating software requirements 19-2
customer support XXi
customizing the agent

(NT) 12-6

(0S) 15-8, 16-8

(UX) 5-1

D

deactivating debug message logging (UX) 5-6
deactivating the UNIX Agent 5-3
debug logging

for agent (UX) 5-6

for distribution (UX) 4-6
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DEBUG parameter
(NT) for the agent 12-7
(G9)
for the agent 16-9
for the Event Collector 16-11
dialog box
Add User (NT) 10-6
Agent Configuration File (UX) 3-8
Configure SOLVE Agent Services (NT) 10-5
Confirm Copy (UX) 4-11
Install Information (UX) 4-8
Mode Selection (UX) 4-7
Question (UX) 4-11
Service (NT) 10-5
User Names and Passwords (UX) 4-9
di rect command (UX) 3-9
di rect . exe process (NT) 12-3
directory path definition (UX) 3-5
distribution (NT) 11-1
distribution (UX)
Confirm Copy dialog box 4-11
debug log 4-6
differing systems 4-3
file permissions 4-3
how to use 4-6
Install Information dialog box 4-8
Known Hosts list 4-8
log file4-4
message definition 4-4
Mode Selection dialog box 4-7
operational attributes 4-3
overview 4-2
preliminary tasks 4-5
Question dialog box 4-11
requirements 4-2
security considerations 3-10, 4-3
starting 4-6
User Names and Passwords dialog box 4-9
documentation, related XX
dump facility, setting
(NT) 12-7
(0S) 16-9
DUMP parameter
(NT) 12-7
(0S) 16-9
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E

E message prefix (UX) 4-4
EMS (TN)
collector 18-3
distributor 18-3
distributor filter table 18-3
ending the OS/400 Agent 16-3
error messages
(TN) 21-5
See also message definitions (UX)
event address, specifying
(NT) 12-9
(0S) 16-11
Event Collector
overview
(NT) 9-4
(0S) 14-4
set polling frequency (NT) 12-9
settings (OS)
debug 16-11
polling frequency 16-11
statistics collection retry value 16-11
statistics collection timeout value 16-11
Event Management Service. See EMS (TN)
event messages (TN) 21-4
Event Server
connection status (UX) 5-5
overview
(NT) 9-3
(0S) 14-3
(TN) 18-3
(UX) 2-3
polling interval (UX) 3-9
Event Viewer (NT) 12-3
events port, specifying
(NT) 12-8
(0S) 16-10
EVENTS_ADDR parameter
(NT) 12-9
(09) 16-11
EVENTS_PORT parameter
(NT) 12-8
(0S) 16-10
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Exit Log
(UX) 2-4
exits, modifying (UX) 2-3, 8-1

F

file attributes (TN) 19-7
file permissions (UX)
distribution 4-3
umask setting 4-3
Force Replacement of C:D Exits check box, Install
Information dialog box (UX) 4-10
FTSer vi ce parameter group
(NT) 12-8
(0S) 16-10
FTService port, specifying
(NT) 12-8
FUP ALTER command (TN) 19-7

H

hardware regquirements
(NT) 10-1
(09) 15-1
(TN) 19-1
(UX) 3-1
host name, specifying alternate
(NT) 10-8, 12-7
(0S) 15-10, 16-9
HOSTNANME parameter
(NT) 10-8, 12-7
(0S) 16-9
hosts, selecting for distribution (UX) 4-8
HUP signal (UX) 5-5

Index-4 Installation and Administration Guide

| message prefix (UX) 4-4
i net d. conf file, editing (UX) 5-3
initialization file (OS)
changing 16-7
default 16-8
i ni t parm cf g file(UX) 2-4, 3-9, 8-1
Install Information dialog box (UX) 4-8
i nstall.cdpfile(NT)
editing for distribution 11-3
sample 11-5
submitting to CONNECT:Direct 11-4
i nstall.exefile(NT)
editing for distribution 11-3
install.ini file(NT)
sample 11-4
install.l ogfile(UX)3-10
installation procedures
(NT) 10-4
pre-installation checklist 10-3
(09S) 15-5
pre-installation checklist 15-3
(TN) 19-7
pre-installation checklist 19-3
(UX) 3-5
pre-installation checklist 3-3
directory definition (UX) 3-5
See also distribution
troubleshooting (NT) 13-2
troubleshooting (UX) 6-3

J

job definitions (OS) 16-4
j rew. exe process (NT) 12-2
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Known Hosts list (UX) 4-8

L

library name, specifying
CONNECT:Direct for 0S/400 15-4
0S/400 Agent 15-4
licensing information 1-2
log file path, specifying
(NT) 12-7
(0S) 16-9
log file, distribution (UX)
debug log 4-6
message definition 4-4
log files(NT) 13-4
debug 12-7
managing 12-5
specifying path 12-7
log files (OS)
debug 16-9, 16-11
modifying 15-13
object logs 15-12
specifying path 16-8, 16-9
log files (UX)
activating debug message logging 5-6
deactivating debug message logging 5-6
distribution log 4-4
exit log 2-4, 8-2
install log 3-7
uninstall log 3-13
logging, activating (UX) 5-6
logical names, mapping to physical names (TN) 20-2
L OGPATH parameter
(NT) 12-7
(0S) 16-9
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M

mainframe application
definition of term Xix
mainframe commands (UX)
st op command 3-9
submt command 3-9
UNIX commands 3-10
mainframe connections
(NT) 9-5
configuring mainframe resources 10-9
overview 9-4
()
configuring mainframe resources 15-11
overview 14-5
(TN) 18-4
configuring mainframe resources 19-8
(UX)
configuring mainframe resources 3-11
overview 2-4
status of 5-4
mainframe, setup procedures 3-11, 10-9, 19-8
man pages (UX) 7-1
managing the OS/400 Agent
automatic startup 16-2
changing agent parameters 16-7
displaying activejobs 16-4
displaying subsystem jobs 16-5
ending 16-3
granting authority 16-1
initialization file 16-8
starting 16-2
status information 16-4
managing the Tandem Agent
mapping logical names 20-2
starting 20-4
startup command syntax 20-2
status information 20-5
stopping 20-5
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managing the UNIX Agent 5-1
activating debug message logging 5-6
activating the agent 5-3
deactivating debug message logging 5-6
deactivating the agent 5-3
modifying the configuration file 5-1
shutting down agent components 5-2
status information 5-4
managing the Windows NT Agent 12-1
processes 12-2
starting the agent 12-5
stopping the agent 12-4
viewing process and service status 12-3
manual conventions xviii
mapping (TN)
logical names to physical names 20-2
NDMCOM object file 20-2
TCP/IP process name 20-2
memory reguirements
(NT) 10-1
(09) 15-1
(TN) 19-3
(UX) 3-3
message logging (UX) 5-6
definitions 4-4
Mode Selection dialog box (UX) 4-7

N

NDVAPI CFGvariable (UX) 3-9
NDMCOM object file, mapping (TN) 20-2

O

operating system requirements
(NT) 10-1
(09) 15-1
(TN) 19-1
(UX) 3-1
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P

parameters
AUTOSTARTCD (0S) 16-12
AUTCOSTARTEC (0S) 16-11
CD_SERVI CENAME (NT) 12-9
changing
(0S) 16-7
(UX) 3-8
LOGPATH (NT) 12-7
LOGPATH (OS) 16-9
POLLI NG parameter, Event Collector
(NT) 12-9
(0S) 16-11
POLLI NG parameter, Process Monitor
(NT) 12-8
(0S) 16-11
STATSCOLLECTORRETRY (0OS) 16-11
STATSCOLLECTORTI MEQUT (0OS) 16-11
password (UX)
specifying for distribution 4-9
specifying for remote uninstallation 4-13
path definition (UX) 3-5
permissions
distribution (NT) 11-2
distribution (UX) 4-2
installation (NT) 10-3
installation (OS) 15-3
installation (UX) 3-3
pi ng command (UX) 6-2
polling interval, for Event Server (UX) 3-9
POLLI NG parameter
Event Collector (NT) 12-9
Event Collector (OS) 16-11
Process Monitor (NT) 12-8
Process Monitor (OS) 16-11
polling, specifying
Event Collector (NT) 12-9
Event Collector (OS) 16-11
Process Monitor (NT) 12-8
Process Monitor (OS) 16-11
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port to mainframe connection

(NT) 9-3

(TN) 18-3
port, TCP/IP

specifying (TN) 20-3
post-installation tasks

(09) 15-11

(TN) 19-9
pre-distribution checklist

(NT) 11-2

(UX) 4-5
pre-installation checklist

(NT) 10-3

(0S) 15-3

(TN) 19-3

(UX) 3-3
pre-installation tasks (TN) 19-3
procedure call in error messages (TN) 21-5
Process Monitor (NT)

polling interval 12-8

specifying startup 12-8
Process Monitor (OS)

action when CONNECT:Direct for OS/400 not

running 16-12

action when Event Collector not running 16-11

overview 14-4

parameter group 16-11

polling interval 16-11

specifying startup 16-10
Process Mbnit or parameter group (NT) 12-8
processes

viewing status (NT) 12-3

Windows NT Agent (NT) 12-2
processes, CONNECT:Direct

cdnt . exe (NT)

about 12-3
resetting 13-5

di rect. exe (NT) 12-3
processes, Windows NT Agent

j rew. exe (NT) 12-2

SOLVEagent . exe (NT) 12-2

SOLVEagent CD. exe (NT) 12-2
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QIVACMDSRY job (0S) 16-4
Question dialog box (UX) 4-11
QUSER user profile (OS) 15-7

R

reactivating the UNIX Agent 5-3
README file, for sof t CDexi t user exit (UX) 3-2
recompiling the sof t CDexi t user exit (UX) 3-2
remote uninstallation of agent software (UX) 4-12
requirements, installation (NT)

hardware 10-1

memory 10-1

operating system 10-1

software 10-1

space 10-1

TCP/IP connectivity 10-2
reguirements, installation (OS)

software 15-2

system 15-1

TCP/IP connectivity 15-2
regquirements, installation (TN)

cooperating software 19-2

hardware 19-1

software 19-1

system 19-1
RUN command (TN) 20-4

S

SAADMIN user profile (OS) 15-5
sapi d utility (NT) 13-5
SARUNAG job (0OS) 16-4
SARUNEC job (OS) 16-4
SARUNSA job (0S) 16-4
SARUNSC job (OS) 16-4
saveabend file (TN) 21-3
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script, installation
does not run after installation (UX) 6-3
script, installation (UX) 3-7
security considerations (UX)
distribution 4-3
installation 3-10
Selected Hosts list, Install Information dialog box
(UX) 4-9
servers port, specifying
(0S) 15-10, 16-10
Service dialog box (NT) 10-5
Ser vi ces parameter group
(NT) 12-8
(0S) 16-10
Serviceswindow (NT)
example 10-5
viewing agent service status 12-4
services, viewing status (NT) 12-3
Setup Agent Install Parameters panel (0OS) 15-6
shutting down UNIX Agent components (UX) 5-2
S| TE commands (UX) 4-3
SNMP Agent subsystem (TN) 19-2
soft __install.l og file(UX)4-4
soft _sessi ons (UX) 54
sof t CDcsd, shutting down (UX) 5-2
sof t CDec, shutting down (UX) 5-2
sof t CDesd, shutting down (UX) 5-2
sof t CDexi t (UX)
overview 2-4
README file 3-2
recompiling 3-2
sof t CDst at s (UX) 2-4
sof t CDst at s(1) man page (UX) 3-7, 8-2
software requirements
(NT) 10-1
(09) 15-2
(TN) 19-1
(UX) 3-1
SOLVE Agent for CONNECT :Direct service
configuring (NT) 10-5
SOLVE Agent service
configuring (NT) 10-7
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SOLVE Distribution Utility (UX)
Confirm Copy dialog box 4-11
Install Information dialog box 4-8
Known Hosts list 4-8
Mode Selection dialog box 4-7
Question dialog box 4-11
starting 4-6
Uninstall Information dialog box 4-13
uninstalling (remote) 4-12
User Names and Passwords dialog box 4-9
SOLVEagent parameter group
(NT) 12-7
(0S) 16-9
SOLVEagent . exe process (NT) 12-2
SOLVEagent . | og file(NT) 12-5, 13-4
SOLVEAgent CD parameter group
(NT) 12-9
(09) 16-11
SOLVEagent CD. exe process (NT) 12-2
SOLVEagent CD. | og file (NT) 12-5, 13-4
SOLVEd, shutting down (UX) 5-2
SCLVEd. conf file
editing (UX) 5-6
sol vedi st utility (UX) 4-2
sol vedi st (1) man page (UX) 4-1, 4-5
sol vedi st . | og file (UX) 4-4,4-11
starting the agent
(NT) 12-5
setting startup type for Windows NT Agent
services 10-6
(0S) 16-2
automatic 16-2
(TN) 20-4
startup syntax 20-2
(UX) 3-13
Statistics Collector (OS)
collection attempt retry value 16-11
collection attempt timeout value 16-11
overview 14-4
statistics user exit (UX)
overview 2-3
replacing 3-7
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STATSCOLLECTORRETRY parameter (OS) 16-11
STATSCOLLECTORTI MEQUT parameter (OS)
16-11
status
activejobs (0OS) 16-4
subsystem jobs (OS) 16-5
STATUS command 20-5
status information, displaying
(09) 16-4
(TN) 20-5
(UN) 5-4
STOP command (TN) 19-10
st op command (UX) 3-9
stopping the agent
(NT) 12-4
(0S) 16-3
(TN) 20-5
(UX) 5-2,5-3
subm t command (UX) 3-9
subsystem jobs (OS)
displaying 16-5
status values 16-7
support, customer Xxi
sys prefix for UNIX commands (UX) 3-10
system requirements
(NT) 10-1
(09) 15-1
(TN) 19-1
(UX) 3-1

T

Tandem SNMP Agent subsystem (TN) 19-2
Target Directory field, Install Information dialog box
(UX) 4-10
Task Manager (NT) 12-3
Tasks parameter group
(NT) 12-8
(0S) 16-10
TCP/IP connectivity requirements
(NT) 10-2
(09S) 15-2
(TN) 19-2
(UX) 3-2
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TCP/IP port, specifying (TN) 20-3
TCP/IP process name, mapping (TN) 20-2
technical support Xxi
text conventions xviii
tracing (TN)

directing output 21-8

starting atrace 21-7

trace flags 21-7
troubleshooting

(NT) 13-1

(0s) 17-1

(TN) 21-1

(UX) 6-1

U

umask setting (UX) 4-3
Uninstall Information dialog box (UX) 4-13
uninstalling agent software
(NT) 10-10
(0S) 15-14
(TN) 19-10
(UX)
localy 3-13
remotely 4-12
UNIX Agent
hardware requirements 3-1
how to distribute 4-6
installation script 3-7
man pages 7-1
on the workstation 3-7
operating system requirements 3-1
software requirements 3-1
starting/stopping 3-13
uninstaling (local) 3-13
UNIX shell commands, enabling from mainframe
(UX) 3-10
user exits (UX)
overview 2-3
recompiling 3-2
user 1D and password, setting for services (NT) 10-7
user ID to receive agent messages, specifying
(0S) 15-9
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User Name, specifying (UX)
distribution 4-9
remote uninstallation 4-13
User Names and Passwords dialog box (UX) 4-9
user profile (OS)
administrator 15-5
modifying 15-13
QUSER 15-7
utilities
sapi d (NT) 13-5
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V

variables
NDMAPI CFG3-9
verifying agent operation
(NT) 10-10
(09 15-11
(TN) 19-10
(UN) 3-13

W

Wmessage prefix (UX) 4-4
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