
ROSY - Read-Only Access to System Files
This Natural profile parameter is for:

mainframes 
UNIX and Windows 

It disables modifications on the Natural system files FNAT, FUSER and FSEC. 

Possible settings ON No data can be written to, modified on or deleted from the system files. Natural issues
an error message instead of performing any action that would modify any of these
system files. 

OFF Data can be written to, modified on and deleted from the system files. 

Default setting OFF   

Dynamic 
specification

YES   

Specification
within session

NO   

For Mainframes the following applies:

If your system files are specified as read-only (ROSY=ON), the Natural functions SETUP/RETURN, Recording, 
NATPAGE and invoking of helproutines cannot be used, because they write data to the Natural system files FNAT
and/or FUSER. 

Therefore, it is recommended that you allocate and use a so-called scratch-pad file to hold these temporary data. The
scratch-pad file is optional and must be defined as recoverable by using the macro NTLFILE or the parameter 
LFILE. The above functions then write their data to this file instead of FNAT/FUSER.

With ROSY=OFF, a scratch-pad file should also be defined if you use the Recording and NATPAGE functions with
database transaction logic, as that might lead to unpredictable results with FNAT/FUSER.
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